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1 Getting Started with iSupport Asset
Adminisiration

iSupport® Asset helps support representatives perform help desk functions such as setting up
customers and companies and creating and managing assets. Administrators can enable and
configure all features in the application.

iISupport Asset Documentation

This guide provides information on enabling and setting up all iSupport Asset functionality. The
iSupport Asset Installation Guide contains information on how to install the product. The iSupport
Asset User’s Guide contains information on entering and viewing customer profiles, companies,
assets, software license profiles in the iSupport Asset application. Access these guides via the
Desktop Help menu.

Documentation guides are published in PDF format. Use Adobe Acrobat® Reader™ to view PDFs;
to download a free copy of Adobe Acrobat® Reader™, go to www.adobe.com.



The Configuration Wizard

After you install iSupport Asset and access the Desktop for the first time, the Configuration

Wizard appears for you to set basic configuration options that will get you started with iSupport
Asset.

Welcome

L]
. The iSupport Configuration YWizard will walk vou through the basic steps necessary For configuring
iSupport, You can:

& Enter the application URL and mail opkions

- # Setup support representative groups For use in group-based routing, permission
Welcome assignment, and reporting

¥ Slobal Gptions
|ﬁ Groups

|ﬁ Suppart Representatives

# (Create support representative profiles For those using iSupport

‘faur entries are saved in the iSuppart Configuration module every kme you complete figlds on a
ostic Report screen and click Mext, ¥ou can click Cancel at any time.,

|ﬁ Firisn

To fully configure iSupport after exiting the wizard, choose Configuration on the iSupport Desktop
Selection menu.

Be sure ko consulk the iSupport User's Guide and Administrator's Guide For detailed information.

Mext I Cancel |

You'll be able to enter the application URL and mail options, create support representative groups
and profiles, and enable notifications. Be sure to set up a support representative profile in the
Administrators group for yourself.

A diagnostic report will be generated at the end of the wizard to document your settings.

10 iSupport Asset Administrator's Guide



The Desktop

The Desktop contains customizable views and tabs, global search, alerts, and links for logging out
and specifying availability. To access all iSupport Asset functionality on the Desktop, use
Microsoft® Internet Explorer® 7 or 8, Mozilla® Firefox® 3.5, Google™ Chrome 3.0, or Apple®
Safari® 4.0. The URL is: http://<servers/<virtual directory in which Desktop is installed>/

ESEEN - [Garry () - [Preferences | Alerts | Logout | Help ~

""" bashboard Customers Companies Assets License Profile Reports || Configuration w

All Assets by Type AA[B|2|5]- |x
----- LA Admin Training (1) [ Name Owners el Manufacturer
----- [C@ Consulting Services (1) [0  Accounting Server 1 120-5 IEM
----- (3 18M Thinkpad (2) {1 O Mail Server 1 1293874 IBM
""" (3 Printer (1) ]  Web Server 1 490393 IBM
----- [ Scannable PC (1)

----- =) Server (3) I
----- L3 Software {2) | | g

You can add URLs, RSS feeds, reports, weather, and views and reports of iSupport Asset data to
your Desktop tabs. You can also create a To Do list. Selected view data can also be converted into
formats such as Microsoft Excel.

Use the action menu to access entry screens and other features.

[ |
N - e -

—~ [ I l I — " -I = — . -
Assets | Lic Profiles Repﬂrts Cor

u Create Views/Charts
Al Customer Chart Designer
Company View Designer
Aszet Content Manager
E Asset Wizard

Dynamic Asset Scan
Asczet Scan Comparisen
License Profile

----- 3@ IBM Thinkpad (1)
----- 3 Printer (1) N

----- L3 Scannable PC (1)

""" [ Server (3)

| %

Chapter 1 Getting Started with iSupport Asset Administration 11



If you are set up as administrator in your Support Representative record, the Configuration option
appears in the function bar on the upper right corner of the Desktop for configuring all iSupport
Asset functionality. You can set an option in Preferences to retain the Configuration tab on your
Desktop.

D

Configuration

Administration

This section contains options central ko configuring and monitoring iSupport
Functionality .,

Agents, Diagnostics, Email, Event Log, Slobal Configuration, Image Management

Change Management

iSupport’s Change Functionality enables you to record, automate, and control
requests relaked to services and assets,

Approval Cycles, Basics, Categories, Change Templakes, Custom Fields, Custorn
Status Labels, Hierarchy Templates, Impact and Urgency, Service Lewvel
Agreements

Custom Motifications

iSupport's Motification Functionality enables wou ko customize text and recipients
For iSupport event notifications, ¥You can also create correspondence kemplates

for the Incident, Problem, Change, Configuration Item, Customer Profile, Service
Contrack, and Purchase Fequest screens,

Alert Custom Mokifications, Asset Custorn Motifications, Change Custam
Motifications, Configuration Ikem Custam Motifications, Correspondence
Templates, Incident Custom Motifications, Problem Custom
Motifications, Purchase Cusktom Motifications, Service Contract Custom
Maotifications

Incident Management

iSupport’s Incident Functionality enables you to efficiently record, track, and
resolve incidents.

Approval Cycles, Basics, Cakegories, Custom Fields, Custom Staktus
Labels, Hierarchy Templates, Incident Templates, Service Level Agreements
Problem Management

iSupport’s Problem Functionality enables wou to document and track the rook
cause of issues and incidents.

Basics, Categories, Custom Fields, Custom Staktus Labels, Impact and Urgency

Service Catalog Management

Use Service Catalog Functionality to utilize Purchase and Change templates For
tracking customer requests Faor items such as producks and services.

Catalog Sections

Support Representatives

Set up a Support Representative Profile record for every person using iSupport,
‘fou can create groups, locations, and support centers For use in routing and
permissions Functionality

aroups, Licensed Sessions, Locakions, Permissions, Profiles, Suppork
Centers, Tabs

%g\)

3
Asset Management

isupport’s Asset Functionality enables you ko colleck and record information abouk
any kype of item. This information can be associated with incidents, problems,
changes, and customers.,

Custom Fields, Groups, Integration, Inventory Scan Definitions, Scan
Maintenance, Types

Configuration Management {CMDB)

iSupport’s CMDE Functionality enables vou bo sek up and track configuration items
and their relationships.

Custom Fields, Custom Skatus Labels, Groups, Integration, Relationships, Types

Customer Management

iSupport's Customer Funckionality enables wou to set up a Customer database,
pull this daka into Asset, Change, Incident, and Problem recards, and
communicate with wour customers,

Company Relationship Labels, Cuskom Fields, Directary Integration, End User
Deskiop, Groups, Surveys

Knowledge Resources

iSupport’s Knowledge Functionality enables ywou ko sek up & knowledge base, vou
can optionally enable approvals, RightAnswers, and feedback Features.

Custom Fields, Enowledge Management:

Purchasing

iSupport’s Purchasing Functionality enables yvou ko request producks and generate
purchase orders from these requests,

approval Cycles, Basics, Cost Centers and Job Functions, Custom Fields, Custom
Skakus Labels, Purchase Regquest Templates, vendor Produck Import

Service Conktracks
iSupport's Service Contract Functionality tracks and restricts incidents and
changes based on customers, companies, andfor assets, You can set up

contracks based on incident count, duration, or both.

Basics, Custom Fields, Custom Status Labels, Service Contract Templates

12
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Options Available on the Desktop

Tracking Customers

Support representatives can record contact, login, and company information for customers. A
custom service level agreement can be associated with a customer if applicable. Comments can be
entered for display when the customer is selected. You can set up custom fields for the Customer
Profile screen for recording customer-specific information.

election ~ ew ¥ ind ~ S LUpPPo
H e D@D

First Mame:  |Steve Awatar:

Lask Mame: Johnson

Email; sj@lblsoft, com

Phane: 360-397-1004 Add Remove

Compamy:  JLELSoft, Inc,

Details Address Hiskory Groups Others bo Mokify AssEhs Cuskom Figlds Attachments Miscellaneous

Custorner ID: |S675309 Additional Ernail Addresses: Add Remove

sjohnzon@lblsvo.com

Title: Accounting Manager

Fax: 360-397-1007

Cellular: 360-397-1000

Location: Headquarters

[Manager: John Callins

Department: | Adminiskr akion

The Active Directory® Integration feature enables an agent that updates the records in iSupport
Asset Customer Profiles with the information in one or more Active Directory® sources. For more
information, see “Integrating with Active Directory®"” on page 193.

The LDAP integration feature enables an agent that, based on the email address, updates the
records in iSupport Asset Customer Profiles with the information in one or more LDAP sources
such as e-Directory. For more information, see “Integrating with LDAP” on page 200.

The Domino Directory Integration feature enables you to f\)ﬂerform a scheduled one-way
synchronization between a specified IBM Lotus®/Domino™ Directory (previously termed “NAB")
and the iSupport Asset customer table. For more information, see “Integrating with Domino
Directory” on page 206.

The Microsoft® CRM Integration feature enables an agent that updates the records in iSupport
Asset Customer Profiles with the information in Microsoft® Customer Relationship Management.
For more information, see “Integrating with Microsoft® CRM" on page 208.

The Remote Database Integration feature enables you to perform a scheduled one-way
synchronization between a specified Microsoft SQL Server database and the iSupport Asset

Chapter 1 Getting Started with iSupport Asset Administration 13



Customers table. For more information, see “Integrating With Other Remote Databases” on page

210.

Tracking Companies

Support representatives can record the following for a company: primary customer, identification
and address information, custom fields, group membership, others to notify, attachments, and
miscellaneous information such as comments to display when a customer of the company is

selected.
Selection ¥~ HNew ~  Find ~ ISupport
H g e O 2
Company Mame: |LBLSUf‘t, Inc. |
Primary Customer: |5teve Johnson |
Details | Address History Groups Others to Motify Aszzets Custom Fields Attachments Miscellaneous

Region:
Phone:

Industry:

Company Number: |6544

|Nurth

|360-397-1000

|Technulog\,f

Company Location: |Nurthwest Division

14
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Tracking Assets

iSupport Asset’s Asset functionality enables you to collect and record information about any type
of item. This information can be associated with a Customer Profile or Company record. The Asset
entry screen enables you to record identification numbers and purchase, warranty, and
maintenance information if applicable.

Selection * MNew ~ ISUpport
W WD &
Mame: |B'-'-a' Laptop | Type: |IBM Thinkpad | Source: Direct Entry
Details Oviners Custom Fields Groups Attachments Dynamic Asset Scans

Inventory Asset Scans

Model: |Thinkpau:| | Manufacturer: |IEiM |
Tag Number; \C3434 | Serial Number: |10293-20394-2039 |
Location: |An:n:u:|unﬁng Department | Purchase Date: | 10/1/2009 | 217
Maintenance Expiration Date: |1,r'22,r'2lilll | 217 Warranty Expiration Date: |1,r'12,r'2lilll | 27
Comments:

Replaced motherboard on 10,/10/2009

From the Asset screen, support representatives can dynamically scan a computer (Microsoft
Windows® 98 and above or any other Windows® Management Instrumentation-compliant
machine; WMI must be installed and active) or non-Windows devices on your local subnet.
Hardware, software, and service details are collected automatically. You can associate a scan with
an asset.

Asset scans can also be scheduled and run automatically according to an Inventory Scan Definition,
which defines the hosts (remote machines) to be scanned during a specified start time. You can
specify a range of IP addresses, domain names, or an Active Directory path to be scanned.

Count tracking can be enabled for asset types; this will cause Unit Count, Unit Label, Unit Cost,
and Unit List Price fields to appear in the Asset screen if the type is selected.
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Reporting

Use the Reports feature to generate reports of iSupport Asset data for a specified timeframe. If
you have Report Viewer permissions in iSupport Asset, you can view SQL reports on the Desktop
via the Reports tab or a Report Viewer frame. Reports in the iSupport/Reports folder on the report
server will be included.

iSupport Asset includes report models of iSupport Asset database data built with Microsoft Report
Designer. If you have a version of Microsoft SQL Server 2005 other than Express Edition, you can
create reports based on these models using Microsoft Report Builder and Microsoft Report
Designer. If you have iSupport Asset’s Ad Hoc Reports permission, you can access Microsoft Report
Builder via the iSupport Asset Reports tab to create ad hoc reports using a simple drag and drop
interface. More information on this feature is available by selecting Ad Hoc Reports |
Documentation on the Desktop Reports tab.

Note that due to a limitation in Microsoft's RSClientPrint control, iSupport Asset's SQL Report
Viewer functionality is only supported with Microsoft® Internet Explorer®. Mozilla® Firefox®,
GoogleTM Chrome, and Apple® Safari® can be used to view a report, but certain reporting
features are not supported with those browsers. You can export a report in one of the following
formats: XML file with report data, CSV (comma delimited), TIFF, Acrobat (PDF), Web archive, and
Excel.

O ™ =y o e A Lo |
Dashboard Customers Companies Assets License Profile Reports || Configuration || +

iSupport Reports

T e hosmepwte | pcartn |

88 |03 | Assets 1/28/2010 11:49:46 AM
88 | 03 | Data Sources 12/12f2008 11:20:57 AM
83 | 03 | tnventory Scan Results 1/28/2010 11:49:40 AM

Using the Text Editor Toolbar

Use the HTML-based text editor toolbar to manipulate text and images in an entry field. Tooltips
with keyboard shortcuts display as you hover over each icon with the mouse. When you enter a
URL or email address with a space after it, the entry turns into a hyperlink. By default the Tab key
will move from field to field in fields with the text editor; you can enable the Tab key to insert
spaces instead by setting an option in the Preferences screen. See for more information.

Il
1]
(]
'
{1
i
11
1

Yad i 29-0-B 7 0RO EEE
|Tahnma = Size = Maormal - A *|
|
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The toolbar options are similar to those in Microsoft Word, with the following exceptions:

m If you have formatted content from Microsoft Word on the clipboard and click the Paste i
icon, a prompt will appear with the option of clearing the Microsoft Word formatting.

T
m  You can use the Paste From Word “# option to retain Microsoft Word formatting (but all
unnecessary Microsoft Office related tags will be cleared).

m  The Insert Symbol L1 icon displays a dropdown list of special characters for insertion.

r}
m  You can use the Image Upload EI.._I;- icon to paste saved images up to 2 MB. The following will
appear; click the Browse button and select the image. The image will be inserted immediately.

{Z] Insert Image X

Select an image.
Error.gif Browse...

[ Overwrite i file exists?

Max file size allowed: 02.00 ME

File extensions allowed: *.gif, .xbm, ®.xpm, *.png,
=ief, *jpg, "Jjpe, "jpeg, ™.tiff, =.tf, ".rgb,
*.g3f, ".xwd, ".pict, ".ppm, *.pgm, .pbm,
*.pnm, *.bmp, ".ras, ".pcd, ".cgm, *.mi, *.cal,
=fif, =.dsf, =.cmx, .wi, *.dwg, =.dxf, ".5vf

The image will be saved in a folder with the name of the support representative inserting the
image. Access to images can be controlled; see “Managing Access to Images” on page 173.

m  You can use the Image Manager |3 to create a new folder for images, upload saved
screenshots and other images up to 2 MB, and access the Image Editor Js to manipulate
images. See “Using the Image Manager” on page 20 for more information.
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Setting Image Properties

After an image is inserted, you can right-click on it and select Properties to create a border, enter

alternate text and a description, and other options.

(=] Properties...

Height
Border Color
Border Width

Alt Text

Long Description

Image Alignment

Width px =

108 | px
{E\:‘T

1

-

-

IE Error

Internet Explorer Errar

= -

Image Src |p/Handlers/ImageHandle | [&
Top 1= Right 1=
Margin = =
Bottom 1= Left 1

55 Class | Apply Class =

] Cancel

Field Description
Width Enter the width and/or height for display of the image. (The actual
Height image file will not be changed.) Use the Constrain icon to lock and

unlock the aspect ratio:

P

Locks the aspect ratio

=

Unlocks the aspect ratio

Border Color

Select the color of the border surrounding the image.

Border Width

Use the + and - symbols to select the thickness of the border
surrounding the image. Select 0 to remove the border.

Image Alt Text

Enter text to appear as you hover over the image with your mouse. It
will also appear if the image does not display (for example, due to a
server connection problem).

Long Description

Enter a description of the graphic. This is for reference only.

Image Alignment

Select the alignment of the image: top, bottom, left, center, or right.

Image Src

Enter the path to the image file on the web server or click the | .- | icon
to display the Image Manager dialog.
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Field Description

Margin Use the + and - symbols to select the amount of space around the

image.

Using the Image Map Editor

You can right-click on the image to access the Image Map Editor for creating an area on which, if a
user clicks on it, will take the user to a specified URL. Note that image maps are only active on
non-editable fields such as those on knowledge entries and closed incidents.

Image Map Editor

Preview Choose Image

8 Dacurnents in this Fobder are not available. | The folder may have be

_ Chooselmage: 'Handlers/ImageHandler.as |

Select Area Shape

@ Rectangle () Circle Mew Area

E Define Area Properties

Left: | 9 px Top: | 39 |px
Width: | 209 |px Height: | 47 |px
URL: | httpc/fwww microsoft.com
Target: | Target b
Alt Text: | Go to Microsoft's Web Site|
| Update Area | | Remowvelrea | | RemowveAll |
L 5 ok | | Cance |

Select the area shape, rectangle or circle, and then click the New Area button.

Drag your mouse to create an area on the image. The dimensions of the area populate the Left,
Width, Top, and Height fields; you can adjust it if necessary. If you later decide you don’t want the
image map area, you can use the Remove Area and Remove All buttons to remove one or all of

the areas you have defined.

In the URL field, enter the URL to which the user will be directed.

In the Target field, select how to display the web page to which the URL will appear.

In the Comment field, enter a comment to appear when the mouse hovers over the area.

When finished, click OK.

Chapter 1 Getting Started with iSupport Asset Administration
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Using the Image Manager

You can use the Image Manager |3 to create a new folder for images, upload saved screenshots
and other images up to 2 MB, and access the Image Editor 7s’ to manipulate images. Images are
saved in the database and associated with directories on which group access restrictions can be
enabled; this is done via the Administration | Image Management option in the Configuration
module. (Note that images in inbound email are stored as attachments on the Correspondence

record.)

% Image Manager x
T 9 @) Upload Files 5] Image Editor 58] B O 0 L
Images/Barry_\VWhite!
Images Filename
"""" AccountingfpplicationErrors &5 Error.gif
(- Barry-White & GWILogo.gif
4
| I | El Preview Properties
| 4 |m B
P ”T' Pagel of1.Iterms 1 to | Cencel |
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Using the Image Editor

1—
Use the Image Editor “to resize, flip, rotate, crop, or change the opacity of an image.

Image Editor

xX
Opacity: |4 @l » | 100]%
6 Documents n this Fekder are not avalable. The folder may have been moved or deleted, Resize
Width: |« | == | » || 28| px
Height |4 | =——————————m || 30| px
| Constrain proportions?
Flip Rotate
@ Mene @ Mone
) Flip Horizontal @ 90"
O Flip Vertical @ 180°
) Flip Both @ 210°
Crop
x x Width: X
i ) i | Enable Crop |
px  Height: px
| Restore Image
Save As..
[| gif
V| Overwrite if file exists?
Save |1 Cancel

Field Description

Opacity Use the slider bar, icons, or entry fields to change the transparency of
the image.

Resize Use the slider bar, icons, or entry fields to change the size of the image.
Width Select the Constrain Proportions checkbox to lock the proportion ratio.
Height

Flip Select the direction to turn the image: horizontally, vertically, or both.

Rotate Select the degree in which to turn the graphic.

Crop Select the Enable Crop button to display a red resizable box around the
image, and then use your mouse or enter the number of pixels for the
dimensions in which an area should be cut from the image.

Save As Enter a name for the changed image. Select the Overwrite If File Exists

checkbox to overwrite the file if your entry is the same as an existing
file.

Chapter 1 Getting Started with iSupport Asset Administration
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Configuration Overview

Before You Begin

Because support organizations have unique aspects of operation and workflow, it is important
that you document and discuss the operation of your organization as you expect it to operate
with the implementation of iSupport Asset. Managing the expectations of both your staff and the
customers you are supporting is important to the successful implementation of iSupport Asset. The
following section may be helpful as you develop your implementation plan. We recommend that
you implement functionality gradually.

Items to Consider When Implementing iSupport Asset

When planning your iSupport Asset implementation, consider the following:

Plans for running parallel systems for a period of time. If you have an existing help desk tool,
you may choose to manage all existing issues in your old system and create new records using
iSupport Asset.

Implementing a pilot phase. Some organizations start with a group of support representatives
that use iSupport Asset within their environment. The result of the pilot phase is usually
documentation describing the process and procedures for using iSupport Asset effectively
within your support group.

Training support representatives on the use of iSupport Asset.

Workflow. Many companies generate a workflow chart of their current processes and then
compare it to the expectations of the process when utilizing iSupport Asset. This can help you
determine the options to configure and the training issues to address.

The iSupport Asset Setup Process

22

Follow the steps in the iSupport Asset Installation Guide to install the iSupport Asset
application.

The Configuration Wizard will appear when the Desktop is initially accessed. Complete the
screens to set basic configuration options such as the application URL and mail options,
support representative groups and profiles, and notifications.

Use the Global Configuration screen to enable functionality and set options that affect the
entire application. See “Setting Global Configuration Options” on page 71.

Set up support representative groups for controlling access to iSupport Asset functionality. See
“Setting Up Support Representative Groups” on page 81 and “Setting Up Support
Representatives” on page 97.

Set up support centers for assigning support representatives to different areas within a single
installation of iSupport Asset. You can associate different time zones with support centers for
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business hour statistics and service level calculations. See “Setting Up Support Centers” on
page 77.

m |f you wish to use locations for reporting, create locations. See “Setting Up Locations” on page
79.

m  Set up Support Representative Profile records, which include contact and login information,
managers, groups, and availability. You can also set up permissions on an individual basis to
allow or disallow access to iSupport Asset functionality. See “Setting Up Support
Representatives” on page 97.

m  Create customer groups for sending correspondence and reporting via the Desktop. See
“Creating Customer Groups” on page 117.

m  Set up Asset functionality:

m If applicable, use the Asset Type screen to set up asset scan login information and fields for
asset types. See “Setting Up Asset Types” on page 136.

m Create inventory scan definitions for assets to be scanned automatically on a scheduled
basis. For more information, see “Setting Up Inventory Scans” on page 154.

m If applicable, create Software License Profiles for tracking instances of one or more
software titles against a specified condition and quantity. You can configure notifications to
be sent if the condition is met. See the iSupport Asset User’s Guide for more information.

m |If applicable, set up correspondence templates for frequently used email text. See “Setting Up
Correspondence Templates” on page 125.

m If applicable, use the Directory Integration screen to utilize Active Directory®, Domino
Directory, Microsoft® CRM, and/or Microsoft® SQL Server as a source for iSupport Asset's
customer information and authentication. See “Integrating with Active Directory®” on page
193, “Integrating with Domino Directory” on page 206, “Integrating With Other Remote
Databases” on page 210, and “Integrating with Microsoft® CRM” on page 208.

m  Schedule agents, which perform tasks in the background such as sending notifications. See
“Scheduling and Running Agents” on page 176.

m View the event log, which reflects the date and time that iSupport Asset agents run. See
“Viewing the Event Log” on page 182.

m  Run diagnosis reports for documenting current configuration settings. See “Backing Up
iSupport Asset Databases” on page 189.

m  Use the Reports feature to generate reports of iSupport asset data and inventory scans.

Date/time stamps rely on accurate time and time zone settings on the operating system
of both clients and servers.
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2 Using the Deskiop

Overview

The Desktop provides access to all iSupport Asset functionality.

| |
EEERE - G () - [Preferences [ Aerts [Logout | e v |

@ "4 " pashboard Customers Companies ' Assets License Profile Reports Cﬂnﬁgumﬁnn-r

All Assets by Type AA®| 2T X
----- A Admin Training {1) [1 | Name Owners ] Manufacturer
----- 3l Cansulting Services (1) ] Accounting Server 1 120-5 IBM
----- (3 18M Thinkpad (2) [1  Meail Server 1 1293874 IBM
""" [ Printer (1) [ Web Server 1 490393 IEM
----- (3 Scannable PC (1)
_____ ] Server (3) I
----- 3l Software (2) ] [ ’
You can:

m  Click the action Eﬁ menu icon to access to all of iSupport Asset’s entry screens as well as the
viewing and charting options. See “Using the Action Menu” on page 27 for more information.

m The Home and Views tabs are included by default in iSupport Asset; you can add and name
tabs and include content in varying widths, set up tabs to display on the Desktops of other
support representatives, and save tabs for use later. See “Working With Tabs” on page 31 for
more information. See “Using Views"” on page 27 for information on using icons and functions
related to iSupport Asset data views.

m  Access the View Designer to create views of iSupport Asset data for display on the Desktop. See

“Using the View Designer” on page 35 for more information.

m  Access the Chart Designer and manage access to charts. See “Using the Chart Designer” on
page 46 for more information.
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Create alerts that will appear at the top of the Desktop tabs when a view field reaches a
certain threshold. The alert can also be sent via email and page. See “Creating Alerts” on page
53 for more information.

Use the Content Manager to create, edit, copy, enable/disable, and delete a view or chart. See
“Managing View and Chart Content” on page 59.

Use the Search dropdown to perform a literal search for a character string within all iSupport
Asset data. If only one record matches the search, the record will open automatically when
selected. See “Performing Searches” on page 60 for more information.

Display a Reports tab for creating and viewing SQL reports. See “Creating and Viewing SQL
Reports” on page 68 for more information.

Display a Configuration tab for configuring all iSupport Asset functionality.

Use the function bar in the upper right corner for setting preferences and availability, creating
alerts, accessing the Configuration module, logging out, and accessing documentation. See
“Using Options on the Function Bar” on page 61 for more information.

Add a customized toolbar for commonly used actions. See “Configuring a Create Toolbar” on
page 64.

v Functionality may not appear for support representatives if permissions are enabled in

the Configuration module. See “Setting Up Support Representatives and Customer
Groups” on page 75 for more information.
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Using the Action Menu

Click the action ﬁ menu icon to access to all of iSupport Asset’s entry screens as well as the
viewing and charting options.

[ |
N - (e

Create
Al Customer
Company

Views/Charts
Chart Designer
Wiew Designer
Content Manager

Assets | Lic Profiles | Reports | Cor

Asszet
I A LA
E Aszet Wizard
Ownamic Asset Scan

Asset Scan Comparison
License Profile

----- @ IBM Thinkpad {1)
----- @ Printer (1) |
----- [l Scannable PC (1)

""" 3@ Server (3

|4

Using Views

Use the view area to display, open, and report on iSupport Asset data. Use the View dropdown to
select the view to display.

_ EHT?.'PFEer‘icestsLogaJt @
e """ pashboard Customers Companies Assets License Profile Reports || Configuration Fee

All Companies by Group

x S=zrch

@I

...... [ Administrators (11)

B i Support embers 13)

[ Adobe Users (11)

Primary Customer Phone

[[3 Customer Advisory Board (11)
3 Executive Mgmt Team (12)

[l

[0 CockWareInc.
[0 GWISoftware
[0  Justice Tek

[0 LBL Services

800-555-211

The following options appear when the view is maximized:

m  Use the Make Default icon to change the content of the view to the current view (applies

to maximized content only).

m  Use the Add to Favorites |4 icon add the current view to your Favorite Views list.

Chapter 2 Using the Desktop

27



Use the Associated Chart dropdown to display any chart associated with the view in a new
window. The New Chart button displays the Chart Designer.

Use the Minimize in Tab ¥/ icon to display the view in a frame instead of maximized in the
tab.

Use the Search field to perform a literal case-insensitive search for a character string within all
data displayed in the current view. Press Control-Shift-F or place the cursor in the Search field,
enter the character string, and click Go. You can search for a number in a view, even if it
doesn't exist in a displayed column.

The Advanced link on the Desktop enables you to define up to three sets of criteria for
searching data in the view. In the Advanced Search dialog, select a field and a comparison
method and enter the text string. Click the Add link to enter another set of criteria. When
finished, click the Search button. After the results display, you can click the Cancel Search ﬁ
icon to clear the search results.

Views do not refresh automatically when items are created, changed, or deleted. To refresh a
view, click on the Refresh l;‘fl icon.

You can open any item in a view by clicking on it, and you can click on a column heading to
sort it in ascending/descending order.

Use the icons in the view column area to print, delete, and open multiple records. You can also
add to customer and asset groups. If a field includes an ellipsis (...), the full text will appear
when you hover over it with your mouse.

New Addto Delete
Group Remove
Print from Group

Mame Chwiners Model Manufacturer

"
| Accounting Server 1 120-5 1B
| Mail Server 1 1293874 IEM

| Web Server 1 490393 IEM

The icons that appear relate to the view selected; for example, Customer and Company views
include the following icons.

Addto Remove Associate

Group From Cost
Group Center

| /

/
All Companies by Group --Asforciated Charts— awr Che

2 [
EF [ Executive Mgmt Team (1) [] Phone Location Open Incidents Closed Incidents
3 Platinum Support Members (2) [] 380-397-1000 MNorthwest Division 17 ]
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m  You can specify the number of entries per page in the Preferences screen; when the number of
entries exceeds the specified number of view entries per page, a set of view paging links
appear at the bottom of the entries as shown below:

el Dashboard | Customers | Companies | Assets | License Profile |

All Customers by Name A% 2o |
BN -5

] Mame Company EUD Approved
Alder, Henry Technology PCS Mo s
Apple, Christina LEL5oft, Inc. Mo [
[] Apple, Christine Unspecified fes 3

< 3

M A« l.IT'I 2y M 28 items in 2 pages

|
View paging links

You can use the following keyboard shortcuts for paged views on the Desktop:
m Press Alt + to move forward one page

m Press Alt - to move back one page

m Press Alt > to jump forward to the last page

m Press Alt < to jump back to the first page

Exporting View Data

The Export View 5% icon enables you to export view data in Microsoft® Excel (*.xls) format,
Microsoft® Word (*.doc) format, Portable Document Format (*.pdf), or Comma Separated Value
Format (*.csv). Comma Separated Value Format is usable with Microsoft Excel and other third
party tools.
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Use the Export icon in the right frame to export the data represented in the right frame; you'll be
able to export all records at once, the current page, or a range of pages, all based on your current
view, search, and sorting criteria.

Export icon

EECENN - 5o () [ Preferences | Merts [Logout | Fiep |
@ Dashboard ~ || Customers ' || Companies = || Assets ' || License Profile = || Reports || Configuration
=08 5y Wewown [
LI L = A | il

[ Administrators (11) : : : |'— Open
£ Adobe Users (11) -T2
[ Customer Advisory Board (11) B 0
3 Executive Mgmt Team (12) (3 Al 13 records in view ’
g l={ Platinum Support Members (13) € surrent page 17

Orompage [1 w10 800-555-2121 M

0

;

0

Use the Export All Records in View icon in the left categorized frame to export all records in the
view, preserving any search results.
Export All Records in View icon

R - Barry {In) ~ | Preferences | Alerts [ Logo
@ Dashboard || Custom Companies || Assets || License Profile = || Reports || Configuration

T — — TR i e [
F'ﬁ"ll

» 3 Administrators (11) {= Export - Dialog - Windows Internet E... :
[ Adobe Users (11)

----- [ Customer Advisory Board (11)
----- 3 Executive Mgmt Team (12)

B Patinum Support Members (13)

[

Export

(€

@ )l 14 records in view

<

&00-555-2121

IEY

Excel
Word

[ |POF

C3V

(<]

Cancel

[<

Kl
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A warning message may appear if using Microsoft® Excel® 2007. This occurs because

v iSupport Asset exports the file as HTML and places an .xls extension on the file so users
can view the file in Microsoft® Internet Explorer® if needed. Click Yes in the warning
dialog to continue the export.

If you export more than Microsoft® Excel®'s limitation of 65,536 records, you'll have the
option of exporting the data in comma-separated value (CSV) format or exporting only
up to the limit of 65,536 records.

Working With Tabs

You can add charts, URLs, RSS feeds, reports, weather, and views of iSupport Asset data to Desktop
tabs. You can also add a To Do list and include a field for searching for knowledge entries. The
content can display in frames of varying sizes or maximized in the tab. You can save tabs for use
later, and share tabs with other support representatives.

Adding Tabs

To add a new or existing tab, click the Add Tab “ icon on the Desktop. Select Add New Tab to
create a new tab; select Add Existing Tab | Shared Tabs to add a tab that has been created with
Shared access (enabling others to add it to their Desktop).

Connor (In) + | Preferences | Alerts | Logout | Help +

Add Mew Tab

Add Existing Tab My Tabs

Shared Tab 3 = e
Configuration ared |abs Changes in Progress

‘j\'f
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The tab appears on the Desktop; use the tab dropdown [ icon to display a menu for renaming,
sharing, opening in a new window, adding content, closing, and deleting the tab.

6 I}asar Customers

Rename...
All Customers by Name Sharing & Permissicns..,
Open in New Window...
Add Content ] Chart Viewer
[] Name Company Close iSuppert Bleg
[]  Alder, Henry Technolog Delete Report Viewer m
[0  Apple Christina  LBLSoft, Inc. R55 Viewer 1
[] Apple Christine  Unspecified To Do List m
URL Viewer
£ |
- M2 View
M A > M Weather
Adding Tab Content

To add content to a tab, select Add Content on the tab menu. You can add the following:

m Chart Viewer - Displays private or shared charts (predefined or created via the Chart Designer).
See “Using the Chart Designer” on page 46 for information on creating charts.

m iSupport Blog - The iSupport Blog enables you to view and comment on the iSupport and
iSupport Marketing blogs.

m  Report Viewer - Displays a specified SQL report in the cSupport/Reports folder on your report
server. Note that due to a limitation in Microsoft's RSClientPrint control, iSupport Asset's SQL
Report Viewer functionality is only supported with Microsoft® Internet Explorer®. Mozilla®
Firefox®, GoogleTM Chrome, and Apple® Safari® can be used to view a report, but certain
reporting features are not supported with those browsers.

m  RSS Viewer - Displays an RSS 2.0 feed. When you specify the RSS Feed URL, be sure to include
"http://" in your entry.

m To Do List - Enables you to create entries with a deadline and check off items when finished.
m  Twitter Viewer - Displays Twitter entries for a valid Twitter account.

m  URL Viewer - Displays a web page. When you specify the URL in the Preferences screen, be sure
to include "http://" in your entry.

m  View - Displays iSupport Asset’s predefined views and views created via the View Designer. See
“Using the View Designer” on page 35 for information on creating views. If you display a
different view on a tab, you can click the Make Default [ ] iconto designate the current view
as the content for the tab.
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m  Weather - Displays the weather report from www.nws.noaa.gov.

After creating the tab, the fields for configuring the content will appear. The Height, Width,
Display, Name, and Refresh Rate fields will appear with every component:

All Customers by Name A [ |[%
View:
|F'.|| Customers by Mame H
*Charts have been created based on this view
Height: Regular (%
Width: 100% [»
Mame:
All Customers by Mame
Refresh Rate: ] (min)
Save || Cancel
Field Description
Height Select the height of the component frame: Regular or Tall. Select Tall
for content such as vertical thermometer charts.
Width Select the percentage for the width of the component: 16%, 25%,
30%, 50%, 70%, or 100% of the Desktop window.
Name Enter the name to appear at the top of the frame.

Refresh Rate

Enter the number of minutes in the interval for the frame content to
automatically refresh.

When displaying a gauge in a component window on the Desktop, you can use the Scale Mode
field in the component configuration dialog to stretch or proportionally display the gauge.

Chart Viewer di | Bl 2 (=] 2 [ 2e
Chart:
|.ﬁ.sset Count {Half Gauge) u
Scale mode: MNone e
Height: I
= Proportional
Width: Stretch
Mame:
Asset Count
Refresh Rate: 0] (min)
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A feature-specific field will also appear; for example, if you selected View, you'll be able to select
the view. Click the Save button. The content appears in a frame as shown in the example below:

erences | Al o0 -

| Asgsets License Profile W

All Customers by Name oA 2 |
BEG "5 5 A NS &
) Name Company EUD Approved
Alder, Henry Technology PCS Mo A
Apple, Christina LELSoft, Inc. Mo B
[]  Apple Christine  Unspecified Yes =
< 3
M 4 (112 > M 28 iterns in 2 pages

Using Frame Icons

After frame content has been created, you can do the following:

m Use the Maximize in Tab ' ® icon to display the content in the entire tab. After the content is
maximized, you can click the Minimize in Tab _.l(| icon to revert back to the original frame size.

m  Use the Alert _i.| icon to create an alert that will appear at the top of the Desktop tabs when a
view field reaches a certain threshold. The alert can also be sent via email and page. See
“Creating Alerts” on page 53 for more information.

m  Use the Configure % icon to make changes to the frame height, width, name, refresh rate,
and content.

m  Use the Refresh lﬁl icon to refresh the content on the tab.

m  Use the New Window =) icon to display the content in a new browser window.

m  Use the Minimize /= | icon to minimize the content and display only the title bar of the frame.
m  Click the Delete ¥ icon to delete the frame from the tab.

After adding a frame and saving, if the frame is not maximized in the window, you can reposition
the frame by clicking on the frame title bar and dragging and dropping it to another position.
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Specifying Tab Access

Use the Sharing and Permissions option the tab menu to control tab access. You can set support
representative permissions on display of this field; see “Permissions for Report Functionality” on
page 92 for more information.

N -
@ Dashboard CUEtﬂFFHEFE | Companies | Assets | License Profile | Repor!s

Access:
Myself
Eﬁ. [ Sawve ] [ Cancel ]

In the Access field:

m  Select Myself to keep a tab private so only you can add it to your Desktop.

m Select Shared to make the tab available so that other support representatives can add it to
their Desktop. Note: a tab set as your default cannot be designated as a shared tab.

To further control tab access (including restricting access by group), select Support Representatives
| Tabs in the Configuration module. See “Managing Tabs for Support Representatives” on page
115 for more information.

Using the View Designer

Use iSupport Asset’s View Designer to create a new view or make a copy of an existing view and
modify it to create a new view of iSupport Asset data for display on the Desktop. (Note, however,
that you cannot modify shared views included by default in iSupport Asset.) You can utilize
iSupport Asset’s predefined data fields or any custom SQL views/queries that you have created.

You can access the View Designer via the View Designer option on the Desktop action menu, the
Edit button on a Desktop tab content frame, and the Edit and Copy links after selecting a view in
the Content Manager.

To make a copy of an existing view, select Content Manager on the Desktop action menu, select
the view on which to base your customized view, and select Copy.

The following sections reference creation of a custom view named Assets by Group:

EEEE - 5o () - (Preferences | Alerts [Logout | Hep + |
" "bashboard Customers Companies Assets License Profile Reports || Configuration fom

~t*[ Administrative Assets (3) [] | Name Tag Number

- Alder, Henry (1) [0 Accounting Printer C101

E‘ [0 sLaptop 0293

ﬂEj Technical Assets (3)
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An example of view settings in the View Designer is shown below.

36

Wigw Name: Assets by Group
Access: Myself v
Enabled: @& ves Ona

Subfolder Mamne:

Managernent Reports

-

J

Filter

Falder
Lewel

[ Save ] [ Cancel ] [ Mew Chart ] [ Mew Alert
Design Preview
Data Source: Assets w
For Records Pending Deletion: | Exclude Records Pending Deletion w
—|- Asset fields A |[Remove
Comments [0 Column Heading
Campany
L Ovuners Mame
Custorn Fields
Graups D Groups Mame
Is Inventory Type OO [Mame
Location [0 |Tag Mumber

kaintenance Expiration Date
kanufacturer

hodel

Mame

Owyriers

i Purchase Date

Serial Mumber
Service Contracts

Source

Add

Add

Add

Add

2 hd

1 hd

MNone %

Maone %

--Associated Charts-- v

Colurnn Display

Column

Order Sort Order Sort Direction Widlth () Mull Text TruefFalse Text
Hidden + z | [ascendng | |100 Unspecified
Hidden + 1 | [ascendng | |100 Unspecified
1 e 3 b Ascending W 100 Unspecified
2 W Unsorted % MNone ~ 100 Unspecified
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Naming the View and Specifying Access

Enter the name of the view in the View Name field.

Wieww Mare: Assets by Group Asseks by Group ~ [ Edit
Access: FMyself |

Enabled: o vas 0 Ma

Subfolder Mame: | managerment Reports -

[ Save ] [ Cancel ] [ Mews Chark ] [ Mess Alerk ]

This name will appear in view lists (for example, in the view dropdown field in the tab content
configuration dialog).

If displaying settings for an existing view on which one or more charts have been defined, the
charts appear in the Associated Charts dropdown along with an Edit link. You can select a chart
and click the Edit link to display the chart settings in the Chart Designer.

In the Access field, select:

m  Myself to keep the view private so only you can add it to your Desktop. The view will appear in
the My Views folder in view lists (for example, in the View dropdown field in the tab content
configuration dialog).

® views O Charts
Mew Edit Copy Disable Delete
413 Shared Views

=t [ My Views

=y Assets

m  Shared to make the view available for other support representatives to add to their Desktops.
You can click the Configure link to restrict access to the view to only specified support
representatives and support representative groups.

If you designate a view as Shared, it will appear to you under in the My Views folder;
the My Views folder contains views that you have personally created via the View
Designer.
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In the Enabled field, select No to prevent the view from being included in the Chart Designer,
Alert settings screen, and in the list of views available for selection in the View dropdown field in
the tab content configuration dialog. Disabled views will appear as follows in the Content

Manager:

& views O Charts
Mew Edik Copw Enable Delete
+/[ Shared Wiewws

- T by Wiewes
5 LS Assets

—|-[iZr Management Reports

----- ¥ Dynarmic Asset Scans

o ' Inwentory Asset Scans

*alerts andfor charks have been created based on this view

In the Subfolder Name field, enter the name of the folder in which to place the view in the
Content Manager and in view lists. This folder will be placed under the folder named after the

data source selected for the view.

igw Mame: Assets by Group
Biress: Mysef v

Enabled: Oies Ono

SubFolder Narme: anagement Reports v

[ Save H Cancel H Hew Chart ” Hew dlert ]

-fissociated Chatts- ¥

@ views O charts
Mew Edit Copy Disable Delete
+1-[3 Shared Views

=T, by Vi

- -l Aasets

| —__,r Managerment Reports
N
----- # Dynamic Asset Scans

.. Ihventory Asset Scans

*alerts and/or charts have been created based on this view

Selecting the Data Source

Select the source of the data on which the view will be based. The Config options in the dropdown
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list correspond to functionality enabled in the Configuration module.

Data Source: Alerts w
Alerts
=}- Alert fields |Asset Scan Comparisons
. Asset Scans - Dynamic
- Alert Via| Asset Scans - Inventory
Assets
- Alert Via|Companies
) _ |Config - Correspondence Templates
- Alert Vialconfig - General
: Config - Support Representatives
Correspondence
Customers
License Profiles

----- Alerted

e Alerted

Use the Design Custom View link next to the Data Source Field to utilize any custom SQL views/
queries of iSupport Asset data. The Custom Table or View Name field appears for you to enter the
name of the query or custom SQL table of iSupport Asset data. Click the Load Columns button to
display the fields available for the view.

Custom Table or View Mame: ImportedAssets Load Columns ] Design Standard Wiew

Use the Design Standard View link to redisplay the Data Source field.

Using the For Records Pending Deletion Field

The For Records Pending Deletion field appears for data sources that have pending deletion
functionality (Assets, Companies, Config - Support Representatives, and Customers).

Data Source: | Assets ¥ | Design Custom View
For Records Pending Deletion: | Exclude Records Pending Deletion W
Exclude Records Pending Deletion
=l Assst fiskds Include Records Pending Deletion
Comments Include Only Records F‘Eﬂdingl D::—Ieticn " |

Records pending deletion have been deleted by an iSupport Asset user but are retained in the
system because of references to other records (for example, correspondence). The Database
Maintenance agent ultimately removes the record. Use the For Records Pending Deletion field to
specify whether to include, exclude, or include only records pending deletion.
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Including Fields in the View

The data source fields available for the view appear in the navigator on the left; drag the
applicable fields to the section on the right.

Wigw Mame: Assets by Group --Associated Charts-- »
Arcess: Myself | »
Enabled: ®ves Ono
Subfolder MaME: | Management Reports -
[ Save ] [ Cancel ] [ Mew Chart ] [ News Alert ]
Design Prewview
Data Source: Assets R
For Records Pending Deletion: | Exclude Recards Pending Deletion v
—|- Asset fields #| Remove
e C t: [ | Column Headin Filter eIl Celunlay Sort Order Sort Direction eIl Mull Text True/False Text
Clili il 9 Lewel Order » sidth (p)
+l- Company "
O |owners Mame A Add z v Hidden z v Ascending v 100 Unspecified
+/~ Custam Fields .
4 v i v v v ifi
+]- Groups O | croups Hame Y Add 1 Hidden 1 Ascending 100 Unspecified
- Is Inventary Type O |name U add [ware v 1 v ] | |Ascendng % | |100 Unspecified
- Location [ |Tag Number j.J Add Mone » 2 g Unsorted Mone v 100 Unsperified

+~ Maintenance Expiration Date
- Manufacturer
Model
- Mame
- Oweners
41~ Purchase Date
Serial Murmber
+1~ Service Contracts

- Source

Lo N RS DR P

To remove a field from the view, select the checkbox next to the field and click the Remove link.

Under Column Heading, enter the text labeling the folder or column. If you select a field on a
lower level in the navigator, all levels will appear in this field; edit it as necessary. You can hover
your cursor over the Details iU icon to display the original name of the data source field.

Femoyve
[1  Column Heading Filter [:lifr g?i;';:nf Display sort Order
L] |owner Mame Uoadd [z w Hidden 2 w
[]  |&roup Mame Losdd 1 w Hidden 1 w
] Marne %Hnne W 1 b 3 W
[l |Tag Mumber jrr-" Edit Mone 2 w Unsorted

Filtering Your View

To set parameters for minimizing the amount of data that appears in the view, click the Add link.
The Add Filter link appears; comparison methods applicable to the field appear in the dropdown.
Select the comparison method and then enter the value to be used with it if applicable. Click Add
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to select another comparison method or click Finish when you are done.

If a date field is selected, the Between comparison method does not include beginning
and ending dates.

In the following example, the view will only include assets with a tab number.

. . Folder Colurmn Display . Colurnn

[]  Colurnn Heading Filter Lewel Order - Sort Order Sort Direction Width (p)
C] |owner Mame U add z v Hidden 2 v fscending v 100
O |Group Mame oadd [1 & Hidden |+ 1 v| [ascendng | [1o0
[] |Mame L oadd [Mone v 1 » 3 | |Ascending | |00
[ |TagMumber 1 Edit Mone |+ 2 w Unsorted | Mone w | |100
Fermowe Filter |Is Mok Mull W Add
Firizh Mone

Contains

Does nak conkain
I=

I= Mot

Is Mull

Skarts with

Ends with

After a filter is created, you can hover your cursor over the Edit link to quickly display your filter.

(] |Mame L oadd [Mone v 1 w 3 w
(1 |TagMumber L pdit Mone % 2 L Unsorted
Is Mok Mull

Specifying Folders in the View

Use the Folder Level column to display a view field as a folder in the left navigator; enter the
number for the position of the field as shown in the following example. If you wish to only display
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the data as a folder, be sure to select Hidden in the Column Display Order field.

42

Folders in View

Folder level 1 — pm

Folder level 2 —

Assets by Group

»jﬁv Administrative Assets (6)

[ | Name Tag Number

-3 Unspecified (1)
L3 Alder, Henry (1)
-1 Apple, Christine (1)

P e i)

------ 3 Ryan, Bob (1)
ﬂD Server Group Assets (3)
ﬂD Technical Assets (3)

[0 Accounting Printer €101
O S)Laptep 0293

Settings in View Designer

Column Heading Filter | 092"
Lewel

|Dwner Marne | d) nag

|Sraup Name | & add
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Specifying View Columns

Select the number for the position of the column in the view (listed left to right): 1 = first column,
2 = second column, etc. Select Hidden if you do not wish to display the column (for example, if it is
used as a folder in the left navigation frame).

View Columns

l 2
Name Tag Number

Accounting Printer  C101

5 Laptop C0292

Settings in View Designer

Column Heading Filter [zlc;&r SI:.;IETT Display
Chwner Mame U add 2 w Hidden |»
Group Mame L add 1 w Hidden |+
Mame B add  [none w 1 w
Tag Mumber i Edit Mone | pi w

Setting the Sort Order and Direction

In the Sort Order column, select the number for the order in which the field will be sorted relative
to the rest of the fields in the view.

If a sort order was selected, select the following in the Sort Direction field:

m Ascending to sort field values in order from first to last/lowest to highest (alphabetically A-Z,
lowest number to highest number).

m Descending to sort field values in order from last to first/highest to lowest (alphabetically Z-A,
highest number to lowest number).
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In the example below, assets are sorted first by asset group, then by owner name, then by asset

name.

Sort Order 1:

Assets by Group

-+

—t-[i Administrative Assets (6) [0 | Mame Tag Number
Group in -
Asce:ding m Unspecified (1) [l Accounting Printer ~ C101
Order -~ Alder. Henry (1) O s Laptop 0293
[ Apple, Christine (1) A
Sort Order 2: >E'
Owner in
‘- Ryan, Bob (1
Ascending E@ Ryan. Bob (1)
Order +-[3 Server Group Assets (3)
+1- (3 Technical Assets (5)
Sort Order 3: Name in Descending Order —
Settings in View Designer
: : Folder Column Displa R
Colurmn Heading Filter PIEY Y Sort Order Sort Direction
Level Crder »
|l:]wner FHame | L add |2 v | Hidden '+ E v| |Ascending v
|Grn:uu|:u Mame | L Add |1 v | | Hidden [+ | 1 v| |Ascending v
|Name | L) Add |Mone v 1 v | 3 v| |Ascending |
|Tag Mumber | L) Edit |Mone (v |2 v | |Unsorted % | [Mone v |
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Specifying the Column Width

Under Column Width (px), enter the width (in pixels) for the field to appear in the view column.
When you display the view and resize the column, the width in pixels will appear in a tooltip.

Width appears in the view when you resize a column

Width: 100 pivels

[] | Hame Tag Number

[] | Accounting Pri... | C101

[] | &) Laptop 0293

Settings in View Designer

Column Heading Filter E:L‘:’ g:'c"i';”f Display | oot Order | Sort Direction iﬁ'g”t;”(”px]
[Owiner Name | add [2 ™| [Hidden |  [2 | [ascending ] |[100 |
|Grn:u.||:| Mame | L add [1 v| |Hidden + | [1 v | |Ascending |w | |1IIII:| |
[Name | add [nenew|  [1 s]  [3 | [ascending 3] |[100 |
[Tag Number &) Edit  [Neme | [2 %]  [Unsorted ™| [None | |[100 |
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Specifying Null and True/False Text

In the Null Text column, enter the text to appear when the data value in the view is nothing or

zero. The same principle applies to the True/False Text column.

View

Asszets by Group

£

—I-l7 Administrative Assets (6)
-1 Unspecified (1) I

..... [ Alder, Henry (1)

----- 1 Apple, Christine (1)
F=] Johnson, Steve (7}
..... [ Ryan, Bob (1)

+1-[1 Server Group Assets (3]
0@ Technical Assets (5)

[]1 ﬂ :’ ';-l' ;-i

[0l | Name Tag Number
[0  Accounting Printer  C101
[0 s)laptop C0293

Settings in View Designer

Column Heading Filter ET;L;HT Display Sort Order ‘If"'-"ciluldut;nppx] Mull Text
|Owner Mame | j«" Add | bt | |Hiu:|u:|en bt | | 2 bt | |Ascending bt | | 100 | |Lln5|:ueciﬁed |
|Grl:ll.l|:l Mame | P add | w| | Hidden [+ [1 v | [Ascending || | 100 | |Unspeciﬁed |

Using the Chart Designer

Use the Chart Designer to create charts based on views of iSupport Asset data. You can make the
chart available to all other support representatives or restrict access to specified support

representatives and/or groups. You can access the Chart Designer from the Desktop action menu
or the New Chart button in the View Designer.
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Display Types

Display types include both charts and gauges. You can create the following types of charts; the

chart colors change dynamically based on value.

Bar Chart Line Chart
7 7
& £
3 5
4 4
3
3
2
1 2
o 1
Administrative Assats Tachnical Assets o ’
Server Group Assets Administrative Asssts Server Group Assets  Technical Asset:
Point Chart
Pie Chart
T
35.T1% 5
21.43% = bt
4
3 L]
42 B6% 2
1
@ Administrative Azsets @ Server Group Assets o 7
@ Technical Azsets
Administrative Assets Server Group Assets  Technical Asset:

Bubble Chart

Area Chart
7
=3
5
4
3
2
1
o
Administrative Assets Server Group Assets Technical Assets

[ = B X R - ¥ R« (RS

0

/

Administrative Assets Server Group Assets  Technical Asset:
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You can create the following types of gauges.

Horizontal Gauge

Vertical Gauge

Vertical Thermometer

Administrative Assets

Admin Asset Count

Full Gauge

'|'l“"I"“‘.-l,

Admin Assst Count

\nllul. :
_I.\"n'l\ f'.r,.

48

Half Gauge

Admin Asset Count

L B oS AN RN [ R e N e

Admin Asset Count

Administrative Assets

Admin Asset Count

Horizontal Thermometer

Admin Asset Count

Quarter Gauge

Admin Asset Count
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Creating a Chart

Charts are based on view values; to get started, you’ll need to use the View and Chart fields to
select the view or existing chart on which to base the new chart. If you select an existing chart, the
view, value, and other parameters configured for the chart will appear; you can make changes and
save with a different chart title. The values in the views appear under Step 2.

Use the dropdown in the View field to select
one of your favorite views, a shared view, or a
private view that you created previously.

\

The values in the view appear here; it will change
depending on the display type. If you select a Chart
display type, the chart will depict multiple types of
values (for example, all groups).

Step 1: Select a Starting View or Chart: \

T
Step 2: Select a Value to Chart:

View: |Asse15 by Group

Step 3: Configure Chart Parameters:

Display Type: @& chart O Gauge

Chart Type: |Bar H
Chart Title: | |
Access: Myself |+

Sort Order:

Only Indude the Top O vee ® o
Group Mame Values

Based Upon Total

Assets:

Only Include the First O ves ® No
Group Mame Values
Based Upon Total

Azsets:
7
&
¥
4
3
2
1
o
Administrative Assets Technical Assets
Server Group Assets

----- Tag Murnber

-
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The values in the Step 2: Select a Value to Chart section change if creating a Gauge display type.

If you select a Gauge display type, it will depict the amount of a specific
value (for example, the number of assets in a group), so you'll need to
select a specific value in Step 2 if creating a gauge chart.

T
Step 1: Select a Starting View or Gauge: &Step 2: Select a Value to Gauge:

View: |.-3.ssets by Group H Edit 7 Mame

+f Chwiner Mame

Step 3: Configure Gauge Parameters:
----- Tag Murmber
Display Type: Ochart ® Gauge =+ Group Mame
Gauge Type: Haif H e
| il Administrative Assets
Gauge Title: |.-3.|:Imin Asset Count | - Server Group Assets
Max Gauge Value: |33 | ----- Technical Assets
Gauge Face Color: H- C}'Dynamic ® static - Add unlisted Group Name
= 1e00ff R Total
Access: Myself [

Admin Asset Count

Use the fields in the Step 3: Configure Chart Parameters section to design the chart.

Field

Description

Display Type

Select:

m Chart to depict multiple types of values (for example, all types of
priority) in the format of a bar, line, pie, point, area, or bubble chart.

m Gauge to depict the amount of a specific value (for example, the
number of assets in a group) in the format of a thermometer or dial.

Chart/Gauge Type

m |f Chartis selected in the Display Type field, you can select one of the
following: Bar, Line, Pie, Point, Area, and Bubble.

m |f Gauge is selected in the Display Type field, you can select one of
the following: Horizontal, Vertical, Full, Half, Quarter, Horizontal
Thermometer, and Vertical Thermometer.

See "Display Types” on page 47 for examples of each.

Chart/Gauge Title

Enter a name for the newly created chart or gauge.
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Field

Description

Max Gauge Value

This field appears if Gauge is selected in the Display Type field. Enter
the number to appear at the top of the gauge.

Gauge Face Color

This field appears if Gauge is selected in the Display Type field and Full,
Half, Quarter, Horizontal Thermometer, or Vertical Thermometer is
selected in the Chart Type field. Select:

m Static to display a specified color for the gauge; the gauge will
remain this color as the amount of the selected value changes. You
can choose the color from the color selector or enter the
hexadecimal color code.

m Dynamic to display a gauge that will change color (calculated along
the color scale from blue to red) every time the amount of the value
changes. If the current value exceeds the number entered in the Max
Gauge Value field, the gauge will remain red.

Access Select:
m Select Myself to keep the chart or gauge private so only you can
display it on your Desktop.
m Select Shared to make the chart or gauge available for other
support representatives for displaying on their Desktops.
Sort Order Select the direction in which to sort the chart: Ascending or

Descending.

Only Include the Top
(Entity) Values Based
on Total (View Entity)

If Chart is selected in the Display Type field, select Yes to only include a
specified number of the top grouping. Then enter the number.

For example, enter 10 to only include the top ten companies.
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Field Description

Only Include the First  If Chart is selected in the Display Type field, select Yes to only include a
(Entity) Values Based  specified number of values, from the start of the list according to the

Upon Total (View specified sort order. Then enter the number.

Entity)

step 1: select a Starting View or Chart: Step 2: select a Value to Chart:
View: |.b.sse1s by Group H Edt Mame

----- Owner Mame
Step 3: Configure Chart Parameters: i

----- Tag Mumber
Display Type: ® chart O Gauge »
Chart Type: |Bar H
Chart Title: | |
Access: Myself |
Sort Order:

Only Indude the Top ) yes ® o
Group Mame Values

Based Upon Total

Assets:

Only Indude the First @ ves O Na
Group Mame Values

Based Upon Total
Asgets:

Mumber of Values: |5

= R % R Y N T |

Adrministrative Assets Tachnical Assets
Server Group Assets

You can utilize Microsoft® Silverlight™ for enhanced charting capabilities; use of Silverlight charts
is enabled/disabled via the Use Silverlight Charts field on the Functionality tab in Global
Configuration. If enabled, a Use Silverlight Charts field appears on the Basics tab in the
Preferences screen for each support representative. Microsoft Silverlight must be installed locally
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in order to utilize its capabilities; the following will appear if the Use Silverlight Charts fields are
enabled but the Microsoft Silverlight client is not installed.

Install v
¥. Microsoft"Silverlight™
Bt
Click on the graphic to install Microsoft® Sihverlight™ for enhanced charting capabilities.
You'll need to restart the browser after installation.
If you do not wish to install Microsoft® Silverlight™ click here to disable c.Support's
Silverlight™ integration in Preferences.

the range of gauge tick marks, in whole integer values. Some values may not display
well as they are calculated across the gauge face. For example, a quarter gauge with a
limit of 5 has the value 2 displayed twice on the tick marks; changing the value from 5
to 6 will cause the gauge to look correct and convey better information.

v Depending on your gauge limit, iSupport Asset will attempt to spread that value over

When displaying a guage in a component window on the Desktop, you can use the Scale Mode
field in the component configuration dialog to stretch or proportionally display the guage.

Creating Alerts

You can configure an alert to appear at the top of the Desktop tabs when a view field reaches a
certain threshold. The alert will appear until you select it and click the Acknowledge, Reinstate, or
Delete link. Alerts can also be sent via email and page.

6 Dasr ‘Customers Companies Assets License Pro' Reports Con'_ uration || +
Mew Acknowledge Delete
B e P
[ Mew Customer Profies Total Greater Than 23 2/1/2010 10:00:07 AM Barry White ;‘" ng-;gma s
v M
< £

Alert criteria is evaluated based on the schedule of the Alert agent; see page 176 for more
information.

To configure an alert, click the Alerts link in the function bar at the top of the Desktop screen or
click the Alert & icon in a Desktop content frame.
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As with charts, alerts are based on view values; use the View field or the Chart field to select the
view or existing chart on which to base the alert. If you select an existing chart, the view and value

on which it is based will appear.

Step 1: Select a Starting Chart or View:

View:

Chart:

Step 3: Configure Alert Pa

All Customers by Mame

dl

d Favorite Views

—I-[£5 Shared Views

Alert Title:

Comparison Type:
Threshold:

Reinstatement Interval:

-i;[ | fssets

+[C3 Cempanies

& Customers

All Custormers by Mame

All Custemers - Incident Counts

All Customers by Company's Primary Group

The values in the view appear in the Step 2: Select a Value to Chart section; select the value to be

used as the basis for the alert.
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Step 2: Select a Value to Monitor:

----- Company
----- EUD Approved

----- Email
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Use the fields in the Step 3: Configure Alert Parameters section to specify the title, criteria, and

notification options.

Step 3: Configure Alert Parameters:

Alert Title:
Comparison Type:

Threshold:

Current Value:

Alert via Email:

Alert via Pager:

Reinstatement Interval:

Alert via Desktop Tab:

Email Custom Motification:

Pager Custom Motification:

Excessive Emergency Im

N

Greater Than

125
] Hr(s) |25 Min(s)

31 Incidents

@' Yes '@' Mo
'@' Yes G‘ Mo
Alert - Flease Troubleshoot H
@ fes G‘ Mo
alert - Flease Troubleshoot H

Send to: Configure...
Field Description
Alert Title Enter a name for the alert.

Comparison Type

Select the condition that will use the value in the Threshold field to
trigger the alert: Greater Than, Equal, Less Than, Less than or Equal, or
Greater Than or Equal.

Threshold

Enter the number that will be used by the value in the Comparison Type
field to trigger the alert.

Reinstatement
Interval

After an alert is acknowledged, enter the number of hours after which
the alert criteria should be automatically evaluated (based on the
schedule of the Alert agent). The alert criteria will also be evaluated
when a support representative clicks the Reinstate link in the alert
display frame.

Current Value

The current number of view items appears; for example, if your view is
based on customers, the current number of customers appears.

Alert via Desktop Tab

Select Yes to display the alert on the Desktops of the support
representatives and/or support representative groups designated in the
Send To field.

Email Custom
Notification

Select a custom notification created via the Alert Custom Notifications
link under Notifications in the Configuration module.

Alert via Pager

Select Yes to send an alert page to the support representatives and/or
support representative groups designated in the Send To field.
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Field Description

Pager Custom To customize the standard notification, first create a custom

Notification notification via the Alert Custom Notifications link under Notifications
in the Configuration module. Then select the custom notification in this
field.

Send To Click the Configure link to display a screen for selecting the support

representatives and/or support representative groups that should
receive the alert when the criterion is met.

After you click Save, the alert appears on the Desktop as shown below:

Mew Acknowledge Reinstate Delete

] ER e o s s e e e e

[ mMew Customer Profies Tatal Greater Than 28 Barry White ﬁ[lﬁ;;smmers by

D Acknowledged | D Awaiting Tab Acknowledgment | D Mot Met

l The underlying view has changed. Edit alert to correct.

Be sure to schedule the Alert agent after you configure an alert; see page 176 for more
information.

When the alert is triggered, it appears as shown below to the support representative who
configured it or support representatives specified in the Send To field:

0 Dashboard Customers || Companies Assets License Profile Reports || Configuration || +

Mew Acknowledge Delete

All Customers

[] Mew Customer Profiles Total Greater Than 28 2/12010 10:00:07 AM Barry White by Name

< il |

To acknowledge an alert, select it and click the Acknowledge link. The alert appears as shown
below:

New Acknowledge Reinstate Delete

2 EPR o s S s R

All Customers by

[] Mew Customer Profies Total Greater Than 3B 2/1/2010 10:00:07 AM  2/1/2010 10:26:39 AM  Barry White Name

D Adknowledged | I:l Awaiting Tab Acknowledgment | D Mot Met

I The underlying view has changed. Edit alert to carrect.

You can click the Reinstate link in the alert display frame to force the alert criteria to be evaluated
the next time the Alert agent runs after the reinstatement interval has started.

If red appears, it is because an alert was based on a column in a view and then that column was
later removed from the view. Select the alert in the Title column to change its settings.
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Customizing Notifications for Alerts

Email notifications include standard system messages, which are listed in “Appendix |: Standard

System Messages for Notifications” on page 867. To customize a notification, first create a custom

notification via the Alert Custom Notifications link under Notifications in the Configuration
module.

Configuration = Notifications > Alert Custom Notifications

Delivery Priority: (O gy & ngrmal 'O'Hil;lh

Subject: Alert - Please Troubleshoot ‘?

Body Attachments

Motification Message: Indude Field

|V &8 & G B Z U (%0~ &
— — — = — . ._
Il L = = = E &= = i= i= | Tahoma ~ 2 | Mormal - A |

[The threshold of <Comparison Type> <Threshold= for <Comparison Value> has been met.

Field Description

Delivery Priority Select the priority level to assign to the email:
m High
m Normal
® Low
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Field

Description

Subject
Notification Message

In the Subject field, enter the subject line for the email notification.

On the Body tab, enter the body of the email notification. You can click
the Notification Message link to display a larger window for entry.

In both fields, you can use the Include Field link to add values from the
alert. Place the cursor where the data is to be inserted and click the
Include Field link. The following dialog appears; select the field to
insert.

Select Field to Include

Current Date
Alert

Comparison Column
Comparison Entity
Comparison Type
Comparison Value
Threshold

Value When Met

When the event occurs, the selected field data will be inserted into the
email.

Attachments

Use the Attachments tab to attach a specific file to be sent with the
notification.

After creating the custom notification, you can select it for an alert in the Email Custom
Notification and Pager Custom Notification fields in the Alert screen.
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Managing View and Chart Content

Use the Content Manager to create, edit, copy, enable/disable, and delete a view or chart. An
asterisk indicates that alerts and/or charts are based on a view.

) views 0 Charks
Mew
==l Shared Wiewrs

+__J Lssets

+__J Carmpanies
+__J Custarmers
+__J License Profiles

+ [ Custorm

=l My Wienes
—__.r Assets
—__,r Managerment Reports
- ® Assets by Group™
----- ' Dyrnarnic Asset Scans

- Irwentory Dsset Scans

*alerks andfor charts have been created based on this view

Use the View and Chart radio buttons to select the type of content you wish to work with.

Views

The views that appear under My Views are views that you have personally created via the View
Designer.

To create a view, click the New link to display the View Designer.

To edit a view, select the view and click the Edit link to open the view in the View Designer.
Note that you cannot modify views that are included in iSupport Asset by default.

To copy a view, select the view and then click the Copy link to open the view in the View
Designer with "Copy of" in the View Name field.

To disable a chart (enabled charts appear with a green dot), select the chart and click the
Disable link. To enable a chart that has been disabled (it will appear with a red dot), select the
chart and click the Enable link.

To delete a view, select the view and click the Delete link.
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Charts

The charts that appear under My Charts are charts that you have personally created via the Chart
Designer.

m  To create a chart, click the New link to display the Chart Designer.

m  To edit a chart, select the chart and then click the Edit link to open the chart in the Chart
Designer. Note that you cannot modify charts that are included in iSupport Asset by default.

m  To copy a chart, select the chart and then click the Copy link to open the chart in the Chart
Designer.

m To disable a chart (it will appear with a green dot), select the chart and click the Disable link.
To enable a chart that has been disabled (it will appear with a red dot), select the chart and
click the Enable link.

m  To delete a chart, select the chart and click the Delete link. Note that you cannot delete charts
that are included in iSupport Asset by default.

Performing Searches

Use the Search dropdown on the Desktop to perform a literal search for a character string within
all iSupport Asset data. The 10 most recent records will be returned. If only one record matches
the search, the record will open automatically when selected.

brinter

0 Dashboard || Customers Companies || Assets License Profile Reports Conigura!inn s - Asset -

Accounting Printer

Agsets for Custom Reporting

EIEI-'-’;:- :"“

[0 Asset Type Name Owners Model Manufacturer Location Purchased Tag Number
O  Printer Accounting Pr... 1 HP1033 HP Headquarters 6/1/2007 101
[0  IBM Thinkpad 5 Laptop 1 Thinkpad IBM Headquarters 6/1/2007 0293
[ Server Accounting 5., 1 120-5 IBIM Morthwest Div...  11/1/2007 15346
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The following fields are searched:

Record Type Fields Included in Global Search

Asset Name, Comments, Owner, Tag Number, Serial Number
Company Name, City, State

Customer First name, Last Name, Customer ID, Company

Using Options on the Function Bar

Specifying Availability

The first name in your login user name appears in the function bar in the upper right corner of the
Desktop; click the dropdown to check in and out.
Click to check in and out

t= | Logout

" I"pashboard | Customers | Companies Assats F | Reports || Configur

[l | Asset Type Mame Owners Maodel Manufacturer Location
] Printer Accounting Pr.. 1 HP1033 HP Headquarters
] IBM Thinkpad 5) Laptop 1 Thinkpad IEM Headquarters
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Logging In and Out

Use the Logout link on the function bar to log off of the Desktop and display the iSupport Asset
Login screen. (This link does not display if using Microsoft Windows-based authentication.)

Click to log off

_T Barry (In) = | Preferences | Alerts |Logout | Help =
" "pashboard Customers Companies Assets License Profile Reports | Configuration b

-+

..... 3 Admin Training (] Manufacturer
_____ £ Consuiting Servid Lzer Mame: |Barry White | BM
----- [C3 IBM Thinkpad {2) Passward: |||"-|||| | IBM
----- Printer (1
3 (0 B
""" (3 Seannable PC (1] [ Login | | Reset | [ cancel |
..... D Server (3} ‘
----- 3 Software {2) M« | L4

In the Login dialog, use the Reset button to clear the User Name and Password fields. Your user
name and password are set up in your Support Representative Profile record, and you can change
your password via the Preferences option.

v The Password field in the Login dialog is case sensitive.
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Setting Preferences for the Desktop

Use the Preferences link to set display, password, tab, view, signature block, and other options for
your Desktop.

Click to display the Preferences screen

| ]
0 | Dashboard Customers Companies Assets License Profile o

Details Create Toalbar Tabs Yiews Signature Block

e e | (GMT-08:00) Pacific Time (US & Canada) v |

To reset your password, enter values below.

Current Password;: | |

Mew Password: | |

Confirm Password: | |

Default Desktop Tab: | Dashboard N |

Text Editor Toalbar: |Popup v

[ 7z key inserts tabbed spaces in text editor fields
Always show the Reports tab

Always show the Configuration tab

Use Microsoft® Silverlight™ Charts

*The Display Time Zone is for display purposes only. Business hour escalation and statistics are based on the
assignee's support center time zone setting.

Setting Your Display Time Zone, Password, and Other Desktop
Options

On the Details tab, you can:

m Select the display time zone to use for all date/time stamps. This is for display purposes only on
your Desktop client.

m  Change your password to log into iSupport Asset. The new password will be updated in your
Support Representative record.

m  Use the Default Desktop Tab field to set the tab to display by default on the Desktop when you
log in. Note that tabs can be set as default in the Support Representative Tabs screen in the
Configuration module; see “Managing Tabs for Support Representatives” on page 115 for
more information.

m  Use the Text Editor Toolbar field to control whether to display the text editor toolbar when
you place your cursor in a toolbar-enabled field (Popup), retain display of the toolbar over
those fields (Always Show), or prevent display of the toolbar in those fields (Never Show). Note

Chapter 2 Using the Desktop 63



that if you select Never Show, you can still display the toolbar by clicking the field label link
that displays a larger window.

Select the Tab Key Inserts Tabbed Spaces in Text Editor Fields checkbox to enable the Tab key
to insert spaces (instead of moving between fields) in fields with a text editor toolbar (such as
the Issue Description and Issue Resolution fields). See “Using the Text Editor Toolbar” on page
16 for more information.

Use the Always Show the Reports Tab option to retain the Reports tab on the Desktop tab bar
for creating and viewing SQL reports.

Use the Always Show the Configuration Tab option to retain the Configuration tab on the
Desktop tab bar for accessing the iSupport Asset Configuration module.

If use of Microsoft Silverlight™ Charts is enabled on the Functionality tab in Global
Configuration, the Use Microsoft® Silverlight™ Charts field appears on the Details tab in the
Preferences screen. Select this checkbox to utilize Microsoft Silverlight for enhanced charting
capabilities. Microsoft® Silverlight™ must be installed locally in order to utilize its capabilities;
the following will appear if the Use Microsoft® Silverlight™ Charts fields are enabled but the
Microsoft® Silverlight™ client is not installed:

Install g
¥. Microsoft*Silverlight*

—_——
Click on the graphic to install Microsoft® Sitverlight™ for enhanced charting capabilities.
You'll need to restart the browser after installation.
If you do not wish to install Microsoft® Sikverlight™ click here to disable ¢.Support's
Sitverlight™ integration in Preferences.

Configuring a Create Toolbar

Use the Create Toolbar tab to add a toolbar with icons for creating records.

Customizable Create Toolbar

- . | ]
E Ly (| P """ Dashboard Customers Companies Assets License Profile Reports [

Lj Admin Training (1) [0 | Mame Owners Model Manufactu
[ Consulting Services (1)

. : [0  Accounting Server 1 120-5 IBIM

3 1BM Thirkpad (1) )

i [0 Mail Server 1 1293874 IBEM

|_] Printer (1)
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On the Create Toolbar tab in the Preferences screen, specify the position (left, right, or above the
tabs) of the toolbar in the Create Toolbar Location field. In the Inactive Toolbar Items section,
select the record types to include on the toolbar, and then click the .icon. In the Shortcut Keys
section, assign an alphanumeric key (0-9 a-z) to each item. This key is used with the Alt key for
Internet Explorer, Google Chrome, and Apple Safari, and it used with the Alt Shift keys for Mozilla
Firefox.

Details Create Toolbar Tabs Views Signature Block
Create Toolbar Location:
Inactive Toolbar Items Active Toolbar Items M

Asset Scan Comparison Asset Asset:
Asset Wizard Customer Cust .
Compary ustomer:

License Profile Dynamic Asset Scan:

[]+]
[«]2]

Reordering Tab Position

Use the Tabs tab to reposition the tabs on your Desktop; select the number for the position of the
tab on the Desktop.

Details Create Toolbar Tabs Views Signature Block
Dashboard
Customers
Companies
Aszets
License Profile

Designating Your Favorite Views

Use the Views tab in the Preferences screen to:

m Specify a set of favorite views; this list typically includes the views that you use most frequently.
These views will appear in the Favorite Views folder at the top of the View dropdown list
available in the View Designer, Chart Designer, Alert configuration, and tab content
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configuration frame. To select multiple entries, hold down the Ctrl key and click on each entry.
You can also add to this list via the Add to Favorites |4 icon on a Desktop tab.

Details Create Toolbar Tabs Views Signature Block

Faworite Views:
All Companies by Group
All Companies by Mame
All Customers - Incident Counts

All Customers by Company's Primary Group

All Customers for Custom Reporting
All Software License Profiles

Assets by Group

Assets for Custom Reporting

Data CnnsistencE Check

Inventory Asset Scans

(Ctrl-dlick to select multiple views. Shift-dick to select a range.)

Murnber of View Entries Per Page: |25 |

m  Specify the number of entries to display at a time. When the number of entries exceeds the
specified number of view entries per page, a set of view paging links appear at the bottom of
the entries as shown below:

] Name Company EUD Approved
Alder, Henry Technology PCS Mo %
Apple, Christina LEL 5oft, Inc. Mo 0
[l  Apple Christine  Unspecified Yes =
< i | > -
M 4 [1]2 > M 28 items in 2 pages

|
View paging links
You can use the following keyboard shortcuts for paged views on the Desktop:
m  Press Alt + to move forward one page
m  Press Alt - to move back one page
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m  Press Alt > to jump forward to the last page

m  Press Alt < to jump back to the first page

Entering Your Signature Block

Use the Signature Block tab in the Preferences screen to enter text to append to all editable email

that you send from iSupport Asset.

Details Create Toolbar

- . .. AG
Signature Block: (7

Tabs

Views

Signature Block

Enter the text to append by default to the body of any email that vou send from iSuppart. It wil be
editable in the Correspondence screen, but will not be induded in automatically- generated notifications
and email created from non-editable correspondence templates,

Regards,

Barry White
Support Representative
LBLSoft, Inc.

The text editor toolbar appears when you place your cursor in the field or click the Signature Block

link to display a larger window. See “Using the Text Editor Toolbar” on page 16 for more

information.

You do not need to enter blank lines before the text; two blank lines will be inserted before the
signature block when a blank correspondence is initiated. If an editable correspondence template
is selected in an entry screen, one blank line is inserted automatically before the signature block.
You can edit the signature block text in the Correspondence screen if needed.

Chapter 2 Using the Desktop

67



Creating and Viewing SQL Reports

If Report Viewer permission is enabled in your Support Representative Profile record in iSupport
Asset, you can view SQL reports on the Desktop via the Reports tab or a Report Viewer frame on
the Desktop. You can retain the Reports tab on your Desktop via an option in the Preferences
screen.

ST " G e (A |
Dashboard Customers Companies Assets License Profile Reports || Configuration !! +

isupport Reports

I ™ Y ™ T ™" S

88 | C3 | Assets 1/28/2010 11:49:46 AM
88 | C3 | Data Sources 12/12/2003 11:20:57 AM
83 | [ | tnventory Scan Results 1/28/2010 11:49:40 AM

Access to SQL-based iSupport Asset reports and report folders can be restricted via group access
permissions; if the Manage Folders and Reports permission is enabled in your Support
Representative Profile record, the Group Access H icon will appear next to the folders and
reports on the iSupport Asset Reports tab.

iSupport Asset includes several report models for iSupport Asset database fields, tables, and
relationships. These models can be used to create ad hoc reports via Microsoft Report Builder or
custom reports via Microsoft Report Designer. If you have iSupport Asset’s Ad Hoc Reports
permission, you can access Microsoft Report Builder via the Desktop by selecting New Report on
the Ad Hoc Reports menu on the Reports tab. (Note: This feature is not enabled for Express
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editions of Microsoft SQL Server.) For more information, select Documentation on the Ad Hoc
Reporting menu on the Desktop Reports tab.

= Report1 - Microsoft Report Builder

File  Edit W¥iew Insert  Format  Report  Help

S d9g = X [ & Design Repart () Run Report | 57 Filter  [£2 Sort and Group | v” v|| B J ! -
Explorer ® 0 I o1 [ | 2 1 3 | 4 | A |
Assets

Entities: QAE |-

=l Asset

= Audit Histary
= Custom Fields :
= Groups -

) Ourers : Asset Manufacturers

]
= me  FErEETE

EEEE S S S I R R,

Fields: feeal
;} Asset Counk

Name “
Type
Model 0
Manufacturer
Tag Murmber -
Serial Murmber
Location Fitter: All Aszets
A Purchase Date =
ﬁ Maintenance Expiration..,
E Warranty Expiration Dake

a Comments

4 Synchronization Key g

a Spurce

A fzset Inbegration Defin.. .

Total rowes: O

[T - - -TI -T
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3 Setting Global Configuration Options

Use the Global Configuration screen to enable functionality and set options that affect the entire
application. To access the Global Configuration screen, select Administration | Global
Configuration on the Configuration menu. Use the Basics tab to specify system-wide settings.

Basics Functionality

iSupport Application URL:
http:/localhost/Rep/

iSupport Desktop Login Idle Timeout:

Custom Dictionary:

Thinkpad

Configuration > Administration > Global Configuration

Default Outbound Email Settings

800 |(minutes) Email Motification Reply-to Address:

Support@lblsoft, com

Use Local SMTP Server: | no |

Outhound Email Server:

mail. Ibl.com
Outbound Email Port Mumber:
455
Use SMTP Authentication: | Yes |
S—

Outbound Email Account User Mame:
Administrator
Password: Reset

Quthaund Server Connection Encryption Type: O P-JDHE;@ESSL Omns

MNote: To enable or disable Microsoft™ Windows-based authentication for iSuppart, refer to the Support Administrator’s Guide,

Field

Description

iSupport Application
URL

Enter the URL for the installation location of iSupport Asset in the
following format:
http://<server>/<virtual directory in which Desktop is installed>/

This field also exists in the iSupport Asset Configuration Wizard.
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Field

Description

Desktop Login Idle
Timeout

Enter the number of minutes the computer can be idle before iSupport
Asset access will be disabled. After the computer is idle for the specified
number of minutes, an iSupport Asset Login prompt will display when a
support representative initiates an action in the iSupport Asset
application.

Custom Dictionary

Enter the words to be ignored when the spell-check feature is accessed
in fields throughout the iSupport Asset application. To access the spell-
check feature, click the icon or click the Check Spelling link. Note:
custom dictionary functionality is case sensitive; the spell-check will
stop if the capitalization does not match.

m To add a word to the list, enter the word in the field on the left and
click the icon to add it to the field on the right.

m  Toremove a word from the list, select it in the field on the right and
click the icon.

Email Notification
Reply-to Address

Enter the address to be included in the Reply To field for standard
iSupport Asset event notifications generated by iSupport Asset. These
notifications are generated based on options selected in the
Configuration module.

You can format the email address according to the following example:
support@gwi.com

This field also exists in the iSupport Asset Configuration Wizard.
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Field

Description

Use Local SMTP Server
Outbound Mail Server

Outbound Mail Port
Number

Select:

B Yesto use the local SMTP server for standard outbound email event
notifications sent by iSupport Asset.

m  No to use a server that is different from the local server on which
iSupport Asset is installed for outbound mail. Then, in the
Outbound Mail Server field, enter the name of the server to be used
for outbound mail sent by iSupport Asset. See the next page for
information on the rest of the fields that appear when you select
No in the Use Local SMTP Server field.

The Use Local SMTP Server field also exists in the iSupport Asset
Configuration Wizard.

Regardless of your selection in this field, you’ll need to set up your
system to relay email. Use the following steps if you are using IIS:

1 On the server on which the mail application is installed, select Start |
Programs | Administrative Tools | Internet Services Manager.

2 Right-click on Default SMTP Virtual Server and select Properties. On
the Access tab, click the Relay button in the Relay Restrictions
section.

3 Use the Relay Restrictions dialog to ensure that the server on which
iSupport Asset is installed is allowed to relay email.

Use SMTP
Authentication

Outbound Email
Account User
Name

Password

Outbound Server
Uses SSL
Connection

The Use SMTP Authentication field appears if No is selected in the Use
Local SMTP Server field (you'll be using a server that is different than
the local server on which iSupport Asset is installed for outbound
email). Select Yes if you need to pass a user name and password to the
outbound mail server.

In the Outbound Email Account User Name and Password fields, enter
the login to authenticate against the server for accessing the outbound
email account.

In the Outbound Server Connection Encryption Type field, if the server
used for outbound email has an authentication certificate for secure
communication, select the type: Transport Layer Security (TLS) or Secure
Socket Layer (SSL). The default in the Outbound Mail Port Number field
will change depending on your selection; verify that the number is
correct and change it if necessary.
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Use the Functionality tab to enable or disable functionality throughout the application.

Configuration > Administration = Global Configuration
Basics Functionality
Permissions: | On Others to Motify: | On
Microsoft® Silverlight™ Charts; | ©On
Field Description
Permissions Select Yes to use iSupport’s Permission security feature. To set

permissions for groups of support representatives, see “Assigning
Group Permissions” on page 82. To set permissions individually for
support representatives, see “Assigning Permissions to Support
Representatives” on page 101.

Others to Notify

Select On to enable Others to Notify lists to be set up for sending event
notifications and correspondence.

You can set up an Others to Notify list for an individual customer or all
customers in a company.

Microsoft®
Silverlight™ Charts

Select On to enable Microsoft® Silverlight™ functionality for enhanced
charting capabilities. If enabled, a Use Microsoft® Silverlight™ Charts
field appears on the Basics tab in the Preferences screen for each
support representative. Microsoft® Silverlight™ must be installed
locally in order to utilize its capabilities; the following will appear if the
Use Microsoft® Silverli%lhtTIVI Charts fields are enabled but the
Microsoft® Silverlight™ client is not installed:

Install =
¥. Microsoft'Silverlight*
e
Click on the graphic to install Microsoft® Silverlight™ for enhanced charting capabilities.
You'll need to restart the browser after installation.
If you do not wish to install Microsoft® Sitverlight™ click here to disable ¢ Support's
Silverlight™ integration in Preferences.
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4 Setting Up Support Representatives and
Customer Groups

Overview

Depending on the size of your organization, you can use the following features for setting up
support representatives in different functional or geographic areas:

m  You can optionally use the Support Center screen to set up support centers with specified time
zones. For support representatives assigned to a support center, the support center’s time zone
will be used.

m  You can optionally use the Location screen to set up locations for location-based routing. You
can also use the Location screen to set the display time zone for multiple support
representatives.

m Use the Group screen to set up:

m Support representative groups for reporting and permissions. The Administrators group and
the Support group are included by default in iSupport Asset. You can associate asset groups
with support representative groups for restricting access to assets.

m Customer groups for reporting and asset assignment.

m Use the Support Representative screen to set up every person in your organization that will be
using iSupport Asset. These settings are used in all types of iSupport Asset functionality.

You can also set up permissions to allow or disallow certain types of access to iSupport Asset
functionality.

The Setup Process

m  The iSupport Asset Configuration Wizard appears when the Desktop is initially accessed by the
System Administrator profile. It includes options for creating groups, creating support
representative profiles, and assigning support representatives to groups.

m If you wish to use support centers for assigning support representatives to different areas
within a single iSupport Asset installation, create support centers. See “Setting Up Support
Centers” on page 77.

m Create groups for support representatives and customers. See “Setting Up Support
Representative Groups” on page 81.
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m  Use the Support Representative screen to set up all persons using iSupport Asset. See “Setting
Up Support Representatives” on page 97.

m [f applicable, use the Group or Support Representative screen to set up security for support
representatives. See “Assigning Group Permissions” on page 82 or “Assigning Permissions to
Support Representatives” on page 101.

m If applicable, create customer groups for sending correspondence and reporting via the
Desktop. See “Creating Customer Groups” on page 117.
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Setting Up Support Centers

You can use support centers for assigning support representatives to different areas within a
single iSupport Asset installation. For example, you could set up support centers for geographic
areas such as West Coast and East Coast, or for functional areas such as external and internal
support. A Time Zone field will be available so that you can set up a support center with a time
zone.

A support representative can be assigned to only one support center. If you choose not to use the
Support Center feature, business hour statistics and service level agreement calculations will use
the time zone settings of the server hosting iSupport Asset. To access the Support Center entry
screen, select Support Representatives | Support Centers on the Configuration menu. Then click
Create.

Configuration > Support Representatives = Support Centers

Support Center Name: (ywact |

[¥] This is the Default Support Center
Time Zone: | (GMT-08:00) Pacific Time (US & Canada) |

Connor Flynn Abby Kienle

Gena Pirie

Jack Sullivan Dwayne March
Jorge Quentin

kelssy Stout

Mary Smith

Stuart Copeland
System Administrator
Tess French

[+]+]

Field Description

Support Center Name | Enter the name of the support center.

This is the Default Select this checkbox to use the selected support center as default when
Support Center you create Support Representative records.

Time Zone Select the time zone for the support center. For all support

representatives assigned to this support center, this time zone will be
used for business hour statistics and service level agreement
calculations.
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Field

Description

Nonmembers/ Use these fields to assign support representatives to a support center. A
Members support representative can be assigned to only one support center.

The Nonmembers field includes support representatives set up in the

Support Representative screen.

m To assign a support representative to the support center, select the
support representative in the Nonmembers field and click the
icon.

m  To remove a support representative from the support center, select
the support representative in the Members field and click the
icon.
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Setting Up Locations

Locations are used to assign a display time zone for multiple support representatives at one time.
iSupport Asset’s Location functionality is an optional feature.

To access the Location entry screen, select Support Representatives | Locations on the
Configuration menu.

Configuration > Support Representatives > Locations

Location Mame:

|Headquar‘ter5 |
Display Time Zone: | (GMT-08:00) Pacific Time (US & Canada) v |
Abby Kienle Connor Flynn
Barry White Mary Smith
Dwayne March Stuart Copeland

Gena Pirie

Jack Sullivan

Jorge Quentin

Kelsey Stout

System Administrator
Tess French

4]

Apply the =elected dizplay time zone to members of this location upon zave

*The Dizplay Time Zone is for display purposes only. Incident business hour escalation and statistics are based on the
assignee's support center time zone setting.

[ Save ] [ Delete ] [ Cancel ]
Field Description
Location Name Enter the name of the location. This name will appear for selection in

the location-based routing dialogs.

Display Time Zone Select the time zone to use for date/time stamps that will display for
those in the Members field. This is for display purposes only on the
Desktop client.
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Field

Description

Nonmembers/
Members

The Nonmembers field includes support representatives set up in the
Support Representative screen.

m  To assign a support representative to the location, select the support
representative in the Nonmembers field and click the [+] icon.

m  To remove a support representative from the location, select the
support representative in the Members field and click the icon.

Apply the Selected
Display Time Zone to
Members of This
Location Upon Save

Use this checkbox to assign the selected display time zone to those in
Members field. This will update the display time zone in each member’s
Support Representative record.

v Only one location can be assigned to a support representative.
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Setting Up Support Representative Groups

The Administrators group and the Support group are included by default in iSupport Asset. (The
iSupport Asset Configuration Wizard appears when the Desktop is initially accessed by the System
Administrator profile; it includes options for creating groups, creating support representative
profiles, and assigning support representatives to groups.) Those assigned to the Administrators
group via the wizard will have access to configuration options. You can use support representative
groups to restrict access to assets; use the Group Access tab in the applicable screen to assign the
support representative groups that can access the record.

To access the Group entry screen, select Support Representatives | Groups on the Configuration
menu. Then click the Create link. For information on creating a customer group, see “Creating
Customer Groups” on page 117.

Configuration = Support Representatives > Groups

Support Representative Customer Asset

Create Delete

n@

] Administrators Administrators group created during application install.
] Applications Applications Group 3
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On the Details tab, enter a name and description of the group to display in the Group view in the
Configuration database.

Configuration = Support Representatives = Groups ?r_.l

Details Permissions Membership

Group Mame: |Applications

Description: ‘f?

Representatives supporting all applications used by the Administration depariment

Field Description

Group Name Enter the name of the group. This name will appear for selection in
views.

Description Enter a description of the group. This description will display in the
Group view in the Configuration database.

Assigning Group Permissions

If Permissions are enabled in the Global Configuration screen, you can use the Permissions tab to
allow or disallow certain types of access to iSupport Asset functionality. You can assign permissions
to support representatives in groups in the Group screen or to support representatives individually
in the Support Representative screen. Support representatives must refresh their browsers in order
for permissions to take effect.

When you select an option on the left on the Permissions tab, the applicable fields will display. Use
the Select All link to select all permissions, or the Clear All link to deselect all permissions.

With the Reader permissions, functionality will only be allowed for selected permissions. With
Author and Editor permissions, if a permission is not selected, the function will not display for the
support representative.
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Assigning Asset Permissions

On the Permissions tab, select Assets to allow or disallow access to asset functions such as creating,

viewing, updating fields, and scanning. You can select Apply All Selected Module Permissions at
the bottom of the screen to assign the permissions that you selected to support representatives

with the group designated as their primary group.

=~ iSupport Permissions
Reader
§ Assets

- Customers
- Desktop Content
- License Management .-!-.uﬂ'u:r

- Reports

Editor

Configuration = Support Representatives > Groups

Details Permissions Membership

Select all Asset Permissions

Clear all Asset Permissions

g T
Use Multiple Asset Wizard
Create Scan/Comparison

Edit Asset

Delete Asset
Delete Scan/Comparison

[] apply all selected module permissions to all primary members of this group upon save

Field Description

Reader | Click the Reader checkbox to select both Reader permissions, or select one or both of

the following:

m View Asset: Select to allow support representatives in the group to view any Asset
record. If this option is not selected, for all members of the group, all views of
Asset records will not be included on the Desktop.

m View Scan/Comparison: Select to allow support representatives in the group to
view asset scans and scan comparisons via the Desktop.
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Field

Description

Author

Click the Author checkbox to select all Author permissions, or select one or all of the
following:

m Create New Asset: Select to allow support representatives in the group to create
Asset records. If this option is not selected, for all members of the group, the
Create Asset option will not be included on the Desktop.

m Use Multiple Asset Wizard: Select to include the Asset Creation Wizard on the
Create menu on the Desktop for support representatives in the group. The Asset
Creation Wizard enables automatic creation of multiple Asset records; you can
enter data to populate asset fields in all records created, display prompts for
entering data unique to a record, and save your settings in a profile for use later.

m Create Scan/Comparison: Select to allow support representatives in the group to
perform a scan on a computer that has Microsoft Windows® 98 and above or any
other WMI (Windows® Management Instrumentation)-compliant machine over
the network, and to perform a scan comparison. If this option is not selected and
support representatives in the group have the View permission, they can view
Asset records but the Scan fields will be disabled. Note: the View permission or the
Create New permission is required for this permission.

Editor

Click the Editor checkbox to select all Editor permissions, or select one or all of the
following. Note: the View permission is required for these permissions. If a support
representative has the Author | Create New permission but no Editor | Edit
permission, the Save and Close Window menu option and icon will not be available
after an Asset record is initially saved.

m Edit Asset: Select to allow support representatives in the group to update Asset
records. If this option is not selected, support representatives in the group can
view Asset records but the fields will be disabled.

m Delete Asset: Select to allow the support representative to delete Asset records. If
this option is not selected, for all members of the group, the Delete option will not
be included in the Asset screen.

m Delete Scan/Comparison: Select to allow the support representative to delete
Asset records and scan comparisons. If this option is not selected, for all members
of the group, the Delete option will not be included in the Asset screen.
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Assigning Customer/Company Permissions

On the Permissions tab in the Groups screen, select Customers to allow or disallow access to

customer functions such as creating, viewing, and updating fields. Company permissions are tied
to these settings; if a group has permission to delete a Customer Profile record, it also has
permission to delete a Company record. You can select Apply All Selected Module Permissions at

the bottom of the screen to assign the permissions that you selected to support representatives

with the group designated as their primary group.

Configuration > Support Representatives > Groups
Details Permissions Membership

= iSupport Permissions
[VlReader NS
----- Assets

----- Customers

----- Desktop Content

---- License Management Author

----- Reports

#leditor

Delete

[ ] apply all selected module permissions to all primary members of this group upon save

Select all Customer
Permissions

Clear all Customer
Permissions

Field Description

Reader Click the Reader checkbox or select View to allow support representatives in the
group to view any Customer Profile or Company record. If this option is not
selected, for all members of the group, all views of Customer Profile and

Company records will not be included on the Desktop.
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Field

Description

Author

Click the Author checkbox to select all Author permissions, or select one or more
of the following.

m Select Create New to allow support representatives in the group to create
Customer Profile and Company records.

If the Create New option is not selected, for all members of the group, the Create
Customer and Create Company options will not be included on the Desktop. Only
basic customer information can be entered for a new customer or company in the
Select Customer dialog.

Editor

Click the Editor checkbox to select all Editor permissions, or select one or more of
the following. Note: the View permission is required for these permission. If a
support representative has the Author | Create New permission but no Editor |
Edit permission, the Save and Close Window menu option and icon will not be
available after a Customer Profile or Company Record is initially saved.

m Edit: Select to allow support representatives in the group to update Customer
Profile and Company records. If this option is not selected, members of the
group can view Customer Profile and Company records but the fields will be
disabled.

m Delete: Select to allow support representatives in the group to delete
Customer Profile and Company records. If this option is not selected, for all
members of the group, the Delete option will not be included in the Customer
Profile and Company screens.
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Assigning Desktop Content Permissions

On the Permissions tab, select Desktop Content to allow or disallow display of the tab, view, chart,
and alert functionality on the Desktop. You can select Apply All Selected Module Permissions at
the bottom of the screen to assign the permissions that you selected to support representatives
with the group designated as their primary group.

Configuration > Support Representatives > Groups

Details Permissions Membership

—f~ iSupport Permissions

Author

""" Customers Clear All Desktop Content

""" Desktop Content ivate Chart Permissions

hared Chart

Ln

----- License Management

oi
i
=
m
1
+

[ =
o =
o=
=
o
(=8
=
m
1
-+

S Fciit Shared Tab
Edit Shared View
Edit Shared Chart
Edit Shared Alert
Delete Private Tab
Delete Shared Tab

Delete Private View
Delete Shared View
Delete Private Chart
Delete Shared Chart
Delete Private Alert
Delete Shared Alert

[] apply all selected module permissions to all primary members of this group upon save

Field Description

Author m Create Private Tab: Select Yes to enable members of the group to create
tabs for display on their own Desktop. If this option is not enabled, If this
option is not enabled, the Add New Tab option will be grayed out on the
Add Tab menu for members of the group.
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Field Description

m Create Shared Tab: Select to enable members of the group to create tabs
that are designated as Shared (tabs that other support representatives can
access via the Add Existing Tab option on the Add Tab menu).

m Create Private View: Select to enable the View Designer to appear on the
Desktop action menu for members of the group.

m Create Shared View: This permission requires the Create Private View
permission. Select this option to include the Access field in the View
Designer for members of the group. Group members will be able to create
private views that cannot be accessed by other representatives, as well as
shared views that can be accessed by other representatives.

m Create Custom View: This permission requires the Create Private View
permission. Select this option to include the Design Custom View link in the
View Designer for members of the group. The Design Custom View link
enables users to access existing custom SQL queries within an iSupport
Asset SQL table.

m Create Private Chart: Select to enable the Chart Designer to appear on the
Desktop action menu for members of the group.

m Create Shared Chart: This permission requires the Create Private Chart
permission. Select this option to include the Access field in the Chart
Designer for members of the group. Group members will be able to create
private charts that cannot be accessed by other representatives, as well as
shared charts that can be accessed by other representatives.

m Create Private Alert: Select to, for members of the group, enable the Alert
icon to appear in content frames, and the Alert button to appear in the
View Designer and Chart Designer.

m Create Shared Alert: Select to include the Send To field in the Alert creation
screen for members of the group.
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Field Description

Editor m Edit Shared Tab: Select to allow members of the group to change the
content of a tab that is designated as Shared via the Sharing & Permissions
option on the tab menu. Other support representatives can add tabs
designated as Shared to their own Desktops.

m Edit Shared View: Select to allow members of the group to change the
content of a view that is designated as Shared via the Access field in the
View Designer.

m Edit Shared Chart: Select to allow members of the group to change the
content of a chart that is designated as Shared via the Access field in the
Chart Designer.

m Edit Shared Alert: Select to allow members of the group to change the
settings of an alert configured with specified support representatives in the
Send To field.

m Delete Private Tab: Select to allow members of the group to delete tabs
designated as Private (via the Sharing &Permissions option on the tab
menu). Private tabs are not available to other support representatives.

m Delete Shared Tab: Select to allow members of the group to delete a tab
that is designated as Shared via the Sharing & Permissions option on the
tab menu.

m Delete Private View: Select to allow members of the group to delete a view
that is designated as Private via the Access field in the View Designer.

m Delete Shared View: Select to allow members of the group to delete a view
that is designated as Shared via the Access field in the View Designer.

m Delete Private Chart: Select to allow members of the group to delete a
chart designated as Private via the Access field in the Chart Designer.

m Delete Shared Chart: Select to allow members of the group to delete a
chart designated as Shared via the Access field in the Chart Designer.

m Delete Private Alert: Select to allow members of the group to delete an
alert that they have created.

m Delete Shared Alert: Select to allow members of the group to delete an
alert that is designated as Shared.
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Assigning License Management Permissions

The License Management feature enables you to track instances of one or more software titles
against a specified condition and quantity. The License Management agent scans all existing
inventory scans and searches for instances of the software titles specified in Software License
Profile records. It compares the actual quantities found against the conditions, flags the profiles
that meet the conditions, and updates the profiles with the actual quantities.

On the Permissions tab, select License Management to allow or disallow access to License
Management functions such as viewing, creating, editing, and deleting Software License Profile
records. You can select Apply All Selected Module Permissions at the bottom of the screen to
assign the permissions that you selected to support representatives with the group designated as
their primary group.

Configuration > Support Representatives > Groups

Details Permissions Membership

=i iSuppart Permissions P

o [Vl Reader Relect Aiilicense,
----- Assets Management Permissions
----- Customers

Clear All License
..... Desktop Content Management Permissions

..... Plaster

----- Reports
Delete

] apply &l selected module permissions to all primary members of this group upon save

Field Description

Reader Click the Reader checkbox or select View to allow support representatives in
the group to view any Software License Profile record. If this option is not
selected, for all members of the group, views of Software License Profile
records will not be included on the Desktop.
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Field Description

Author Click the Author checkbox or select Create New to allow support
representatives in the group to create new Software License Profile records. If
this option is not selected, the Create option will not be available for Software
License Profile records on the Desktop and in the Software License Profile
screen.

Editor Click the Editor checkbox to select both Editor permissions, or select one or
both of the following. Note: the View permission is required for these
permissions.

m Edit: Select to allow support representatives in the group to update
Software License Profile records. If this option is not selected, support
representatives in the group can view Software License Profile records but
the fields will be disabled.

m Delete: Select to allow support representatives in the group to delete
Software License Profile records. If this option is not selected, for all
members of the group, the Delete option will not be included on the
Desktop and in the Software License Profile screen.
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Permissions for Report Functionality

On the Permissions tab, select Reports to allow or disallow access to functions such as the Reports
option on the Desktop. The Reports option enables you to generate reports of iSupport Asset data
for a specified timeframe. You can use the Apply All Selected Module Permissions link at the
bottom of the screen to assign the permissions that you selected to support representatives with
the group designated as their primary group.

Configuration = Support Representatives > Groups
Details Permissions Membership

=f~ iSupport Permissions

Mote: Repart Viewer allows display of all customer and incident information, even if

""" Assets permissions have been restricted for viewing the information. This permission will also allow
..... Customers access (via iSupport) to reports in the cSupport\Reports folder.
----- Desktop Content Report Viewer: E} Yes C} Mo

""" License Management Mote: Ad Hoc Reporting is only available if you have a version of Microsoft SQL Server 2005

other than Express Edition.

Ad Hoc Reports: O ves ® No

Manage Folders and Reports: O ves ® o

[] apply all selected module permissions to all primary members of this group upon save

Field Description

Report Viewer Select Yes to, for all members of the group, include the following on the
Desktop: the Report Viewer option on the Tab Add Content menu, the
Always Show the Reports Tab option in the Preferences screen, and the
Reports option on the action menu. Note: support representatives can view
all customer information using the Reports option, even if permissions have
been restricted.

Ad Hoc Reports | Select Yes to, if a member of the group includes the Reports tab on the
Desktop, enable display of the Ad Hoc Reports option that tab. The Ad Hoc
Reports option enables support representatives to create SQL reports.
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Field Description

Manage Folders | Select Yes to, if a member of the group includes the Reports tab on the
and Reports Desktop, enable display of the Manage Group Access icon next to the
reports. The Groups Access feature enables support representatives to set
group access permissions on SQL reports.

Applying All Permissions to Primary Group Members

You can use the Apply All Selected Module Permissions link to assign the permissions that you
selected to support representatives with the group designated as their primary group.

Apply Permissions to Primary Group Members

Click OK to apply the following permissions to all primary members of the group.

Selected Permissions

Archive Viewer

A=zszetz Author: Create New
Scan

A==ests Editor; Edit

A=zzets Reader: iew

Customers Author: Create New

Customers Editor:  Edit
Change EUD Password
Change EUD Access

Customers Reader: View

Incidents Author: Create New
U=se Hierarchy Templates
Add Worlk History to All

Primary Group Members
Joe Smith
Alice Jones

Mina Simone
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Using Permissions Views

To view a list of support representatives and their permissions, there are two views in the
Configuration module:

m Select Support Representatives | Permissions | Flat to view a list of each permission for each
support representative. You can use the Export All to Microsoft Excel link to export the data in
this view to a Microsoft® Excel spreadsheet.

Configuration > Support Representatives > Permissions > Flat

Export All to Microsoft Excel
First

Last Name
Name a
Abby Kienle
Abby Kienle
Abby Kienle
Abby Kienle

Primary Group | Module

Quality
Control

Quality
Control

Quality
Control

Quality
Control

Configuration

Knowledge

Incident Data
Override

Reports

Permission

Administrator

Approver

Allowed

Viewer
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m  Select Support Representatives | Permissions | Summarized to view all of the permissions for
each support representative. You can use the Print link to print this view.

Configuration > Support Representatives > Permissions > Summarized
Print
Abby Kienle Quality Contral
Alerts Authar: Create Private
Create Shared
Alerts Editor: Edit Shared
Delete Private
Delete Shared
Assets Authar: Create New Asset
Use Multiple Asset Wizard
Create Scan [ Comparison
Assets Editor: Edit Asset
Delete Asset
Delete Scan | Comparison
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Adding Support Representatives to a Group

Use the Membership tab to add support representatives to the group.

Configuration > Support Representatives = Groups “3‘""

Details Permissions Membership

Abby Kienle Barri White =
Dwayne March

Gena Pirie System Administrator =
Jack Sullivan
Jorge Quentin
Kelzey Stout
Mary Smith
Stuart Copeland
Tess French

* Denotes primary group membership

[ Save ] [ Delete ] [ Cancel ]
Field Description
Non Members/ To add a support representative to the group, select the support
Members representative in the Non Members field and click the [3] icon. To
remove a support representative from the group, select the support
representative in the Members field and click the [«] icon.
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Setting Up Support Representatives

The iSupport Asset Configuration Wizard appears when the Desktop is initially accessed by the

System Administrator profile. It includes options for creating groups, creating support

representative profiles, and assigning support representatives to groups. Those assigned to the

Administrators group via the wizard will have access to configuration options.

Use the Support Representative screen to set up every person in your organization that will be

using iSupport Asset. To access the Support Representative entry screen, select Support

Representatives | Profiles on the Configuration menu.

First Mame:

Last Mame:

Email Address:

Suppart Center:

Display Time Zone:

Details Groups

Pager Email Address:

iSupport Administrator: ) ves (O Mo

Configuration > Support Representatives = Profiles

Permissions
Barry Phaone:
White Fax:
bw @lblsoft. com Cellular:
Location:

Default |w

(GMT-08:00) Pacific Time {US & Canada)

Login:
Password:
First Fep to Motify:

Second Rep to Motify:

360-397-1000

360-397-1007

300-397-1008

Headguarters | w

BW
Reset
Dwayne March|w

Gena Pirie b

*The Display Time Zone is for display purposes only, Incident business hour escalation and
statistics are based on the assignee's support center time zone setting.

Avatar:

Femave

Browse._.

Field

Description
First Name Enter the name of the support representative.
Last Name

Email Address

Enter the support representative’s email address.

Pager Email Address

Enter the pager address for the support representative.

Phone Enter the phone number for the support representative.

Fax Enter the fax number for the support representative.

Cellular Enter the support representative’s cellular phone number.

Location Select the location for the support representative. Locations are used

for location-based routing.
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Field

Description

Support Center

If applicable, select the support center for the support representative
or leave Default selected to use the support center specified as default
in the Support Center screen. The support center’s time zone will be
used for business hour statistics and service level agreement
calculations. If you choose not to assign a support center, business hour
statistics and service level agreement calculations will use the time
zone settings of the server hosting iSupport Asset.

Display Time Zone

Select the time zone to use for date/time stamps that will display for
the support representative. This is for display purposes on the support
representative’s Desktop client only.

If a support representative changes his/her display time zone in the
Preferences screen, it will be updated in their Support Representative
record.

iSupport
Administrator

Select Yes to allow the Configuration option to appear on the function
bar on the Desktop and on the Details tab in the Preferences screen for
the support representative.

First Rep to Notify

Select first person to which notifications should be sent regarding
events such as escalation. Notifications are enabled in the SLA and
Custom Notification screens in the Configuration module.

Second Rep to Notify

Select second person to which notifications should be sent regarding
events such as escalation. Notifications are enabled in the SLA and
Custom Notification screens in the Configuration module.

Login

Enter the support representative’s user name for logging into the
Desktop.

If using Microsoft® Windows-based authentication with iSupport to
bypass the iSupport Login prompt, enter the support representative’s
Microsoft® Windows user name as follows: DOMAINNAME\username.

Password

If you are not using Microsoft® Windows-based authentication with
iSupport Asset, enter the support representative’s password for
logging into the Desktop. Support representatives can change their
password via the Preferences link on the Desktop.

Avatar

Click the Browse button to select a picture to appear in the Support
Representative Profile screen.
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Designating Groups

Use the Groups tab to designate the support representative as a member of groups for reporting,

permissions, and group-based routing.

Configuration > Support Representatives > Profiles
Details Groups Permissions
No Membership
Suppart Primary: |Admini5tratn:|r5 |
Applications
Development
Quality Control Network
Tier One
Tier Two
[ Save ] [ Delete ] [ Cancel
Field Description
No Membership/ Use the Primary field to designate the primary group for the support
Membership representative.
Primary To designate the support representative’s primary group, select the
group in the No Membership field and click the icon next to the
Primary field.
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Field Description

Then select the groups in which the support representative should be a
member.

m To add a support representative to a group, select the group in the
No Membership field and click the [3] icon.

m Toremove a support representative from a group, select the group in
the Membership field and click the [«] icon.

Changing the Primary Group for Multiple Support Representatives

To change the primary group for more than one support representative at one time, select
Support Representatives | Profiles and use the checkboxes on the left in the Support
Representatives screen to select the support representatives. Then click the Change Primary Group
link.

Configuration > Support Representatives > Profiles

CZreate Change Primary Group ©Change Permissions  Ewport &l to Microsoft Excel Delete

Abby Kienle Quality Control
[] Barrv White fes Development
[] Sonnor Flynn fes Applications
] Dwavne March es Metwork

The following dialog appears:

Select Group
Group - Description i
Administrators  Administrators group created during 1
application install.

Applications Applications Group 3
Cevelopment Development Group . S
Metwork: Metwarl: Group 1

Cuality Quality Control Group 1

Control v

DCnpy Fermissions

[':|I:ISE Window
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Select the group to be the primary group for the selected support representatives. Select the Copy
Permissions checkbox to replace the permissions of the selected support representatives with the
permissions of the group.

Assigning Permissions to Support Representatives

If Permissions are enabled in the Global Configuration screen, you can use the Permissions tab to
allow or disallow certain types of access to iSupport Asset functionality.

When you select an option on the left on the Permissions tab, the applicable fields will display. Use
the Select All link to select all permissions, or the Clear All link to deselect all permissions.

With the Reader permissions, functionality will only be allowed for selected permissions. With
Author and Editor permissions, if a permission is not selected, the function will not display for the
support representative.

Configuration > Support Representatives > Profiles

Details Groups Permissions

=f~ iSupport Permissions

Reader Select all Asset Permissions
----- Assels
..... c Clear All &sset Permissions
ustomers
----- Desktop Cantent

----- License Management [y il Create New Asset
Lize Multiple Asset Wizard

----- Feports Create Scan/Comparison

eI Eit Asset

Delete Asset
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Assigning Asset Permissions

On the Permissions tab, select Assets to allow or disallow access to asset functions such as creating,
viewing, updating fields, and scanning.

Configuration > Support Representatives = Profiles

Details Groups Permissions

= iSupport Permissions
. - =P e \iew Asset Select All Asset Permissions

B Assets View Scan/Comparison

- Customers Clear &ll Asset Permissions

- Desktop Content
- License Management o - i Create Mew Asset

Use Multiple Asset Wizard
- Reports Create Scan/Comparison

Editar Edit Asset

Delete Asset
Delete Scan/Comparison

Field Description

Reader Click the Reader checkbox or select View Asset to allow the support
representative to view any Asset record. If this option is not selected, all views of
Asset records will not be included on the Desktop.

m View Scan/Comparison: Select to allow the support representative to view any
Asset Scan Comparison record. If this option is not selected, all views of Asset
Scan Comparison records will not be included on the Desktop.

Author Click the Author checkbox to select all Author permissions, or select one or all of
the following:

m Create New: Select to allow the support representative to create Asset records.
If this option is not selected, the Create Asset option will not be included on
the Desktop.

m Use Multiple Asset Wizard: Select to include the Asset Creation Wizard on the
Create menu on the Desktop Home page for the support representative. The
Asset Creation Wizard enables automatic creation of multiple Asset records;
you can enter data to populate asset fields in all records created, display
prompts for entering data unique to a record, and save your settings in a
profile for use later.

m Scan/Comparison: Select to allow the support representative to perform a scan
on a computer that has Microsoft Windows® 98 and above or any other WMI
(Windows® Management Instrumentation)-compliant machine over the
network, and to perform a scan comparison. If this option is not selected and
the support representative has the View permission, he/she can view Asset
records but the Scan fields will be disabled.
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Field Description

Editor Click the Editor checkbox to select all Editor permissions, or select one or all of

the following. Note: the View permission is required for these permissions.

m Edit Asset: Select to allow the support representative to update Asset records.

m Delete Asset: Select to allow the support representative to delete Asset
records. If this option is not selected, the Delete option will not be included in
the Asset screen and on the Desktop.

m Delete Scan/Comparison: Select to allow the support representative to delete
Asset records. If this option is not selected, the Delete option will not be
included in the Asset Scan Comparison screen and on the Desktop.
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Assigning Customer/Company Permissions

On the Permissions tab, select Customers to allow or disallow access to customer functions such as
creating, viewing, and updating fields. Company permissions are tied to these settings; if a
support representative has permission to delete a Customer Profile record, he/she also has
permission to delete a Company record.

Configuration = Support Representatives = Profiles

Details Groups Permissions

= iBupport Permissions

Reader NS Select All Customer
..... Assets Permissions
----- Customers )
- Clear all Customer
Permissions

----- Desktop Content

----- License Management Authar

----- Reports
e Delete
Field Description
Reader Click the Reader checkbox or select View to allow the support representative to

view any Customer Profile or Company record. If this option is not selected, all
views of Customer Profile and Company records will not be included on the
Desktop.

Author Click the Author checkbox to select all Author permissions, or select one or all of
the following.

m Select Create New to allow the support representative to create Customer
Profile and Company records. If this option is not selected, the Create
Customer and Create Company options will not be included on the Desktop.
Only basic customer information can be entered for a new customer or
company in the Select Customer dialog.

If the Create New option is not selected, the Create Customer and Create
Company options will not be included on the Desktop. Only basic customer
information can be entered for a new customer or company in the Select
Customer dialog.
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Field Description

Editor Click the Editor checkbox to select all Editor permissions, or select one or more of

the following.

Note: the View permission is required in order to select any of these permissions.

If a support representative has the Author | Create New permission but no Editor

| Edit permission, the Save and Close Window menu option and icon will not be

available after a Customer Profile or Company Record is initially saved.

m Edit: Select to allow the support representative to update Customer Profile
and Company records.

m Delete: Select to allow the support representative to delete Customer Profile
and Company records. If this option is not selected, the Delete option will not
be included in the Customer Profile and Company screen.
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Assigning Desktop Content Permissions

On the Permissions tab, select Desktop Content to allow or disallow display of the tab, view, chart,
and alert functionality on the Desktop.

Configuration = Support Representatives > Profiles

Details

=[~ iSupport Permissions

Groups Permissions

=

=
= o
T
| =]
" T
L= =

_‘
m
(51}

Select All Desktop Content
Permissions

Author

_‘
m
o
J J

_‘
m

== =n

re

Customers

Desktop Content

License Management

Clear All Desktop Content
Permissions

_‘
m
i}

= =
m m m
[T s T« T T < T T T}

= == = A

rrn—rn—rn—rn—rn—rl—rn—rn—r
[ I 5 I I o T 5 s I 5 [ |

i
C
C
C
Cre
C
C
i
C

)

Ry Edit Shared Tab
Edit Shared View
Edit Shared Chart
Edit Shared Alert
Delete Private Tab
Delete Shared Tab

Delete Private View
Delete Shared View
Delete Private Chart
Delete Shared Chart
Delete Private Alert
Delete Shared Alert

Field Description
Author m Create Private Tab: Select Yes to enable the support representative to
create tabs for display on their own Desktop. If this option is not enabled,
the Add New Tab option is grayed out on the Add Tab menu for the
support representative.
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Field Description

m Create Shared Tab: Select to enable the support representative to create
tabs that are designated as Shared (tabs that other support representatives
can access via the Add Existing Tab option on the Add Tab menu).

m Create Private View: Select to enable the View Designer to appear on the
Desktop action menu for the support representative.

m Create Shared View: This permission requires the Create Private View
permission. Select this option to include the Access field in the View
Designer for the support representative. The support representative will be
able to create private views that cannot be accessed by other
representatives, as well as shared views that can be accessed by other
representatives.

m Create Custom View: This permission requires the Create Private View
permission. Select this option to include the Design Custom View link in the
View Designer for the support representative. The Design Custom View link
enables users to access existing custom SQL queries within an iSupport
Asset SQL table.

m Create Private Chart: Select to enable the Chart Designer to appear on the
Desktop action menu for the support representative.

m Create Shared Chart: This permission requires the Create Private Chart
permission. Select this option to include the Access field in the Chart
Designer for the support representative. The support representative will be
able to create private charts that cannot be accessed by other
representatives, as well as shared charts that can be accessed by other
representatives.

m Create Private Alert: Select to enable the Alert icon to appear in content
frames, and the Alert button to appear in the View Designer and Chart
Designer for the support representative.

m Create Shared Alert: Select to include the Send To field in the Alert creation
screen for the support representative. The support representative will be
able to create private alerts that cannot be accessed by other
representatives, as well as shared alerts that can be accessed by other
representatives.
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Field Description

Editor m Edit Shared Tab: Select to allow the support representative to change the
content of a tab that is designated as Shared via the Sharing & Permissions
option on the tab menu. Other support representatives can add tabs
designated as Shared to their own Desktops.

m Edit Shared View: Select to allow the support representative to change the
content of a view that is designated as Shared via the Access field in the
View Designer.

m Edit Shared Chart: Select to allow the support representative to change the
content of a chart that is designated as Shared via the Access field in the
Chart Designer.

m Edit Shared Alert: Select to allow the support representative to change the
settings of an alert configured with specified support representatives in the
Send To field.

m Delete Private Tab: Select to allow the support representative to delete tabs
designated as Private (via the Sharing & Permissions option on the tab
menu). Private tabs are not available to other support representatives.

m Delete Shared Tab: Select to allow the support representative to delete a
tab that is designated as Shared via the Sharing & Permissions option on
the tab menu.

m Delete Private View: Select to allow the support representative to delete
the content of a view that is designated as Private via the Access field in the
View Designer.

m Delete Shared View: Select to allow the support representative to delete a
view that is designated as Shared via the Access field in the View Designer.

m Delete Private Chart: Select to allow the support representative to delete a
chart designated as Private via the Access field in the Chart Designer.

m Delete Shared Chart: Select to allow the support representative to delete a
chart designated as Shared via the Access field in the Chart Designer.

m Delete Private Alert: Select to allow the support representative to delete an
alert they have created.

m Delete Shared Alert: Select to allow the support representative to delete an
alert configured with specified support representatives in the Send To field.
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Assigning License Management Permissions

The License Management feature enables you to track instances of one or more software titles
against a specified condition and quantity. The License Management agent scans all existing
inventory scans and searches for instances of the software titles specified in Software License
Profile records. It compares the actual quantities found against the conditions, flags the profiles
that meet the conditions, and updates the profiles with the actual quantities.

On the Permissions tab, select License Management to allow or disallow access to License
Management functions such as viewing, creating, editing, and deleting Software License Profile
records.

Configuration > Support Representatives > Profiles

Details Groups Permissions

- iSuppaort Permissions
S [ Reader Select Al License

..... fssets Management Permissions

----- Customers -
Clear All License

..... Desktop Content Management Permissions

..... ] author

----- Repaorts
e Delete
Field Description
Reader Click the Reader checkbox or select View to allow the support representative to

view any Software License Profile record. If this option is not selected, views of
Software License Profile records will not be included on the Desktop for the
support representative.

Author Click the Author checkbox or select Create New to allow the support
representative to create new Software License Profile records. If this option is
not selected, the Create option will not be available to the support
representative for Software License Profile records on the Desktop and in the
Software License Profile screen.
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Field

Description

Editor

Click the Editor checkbox to select both Editor permissions, or select one or
both of the following. Note: the View permission is required for these
permissions.

m Edit: Select to allow the support representative to update Software License
Profile records. If this option is not selected, the support representative can
view Software License Profile records but the fields will be disabled.

m Delete: Select to allow the support representative to delete Software
License Profile records. If this option is not selected, the Delete option will
not be included on the Desktop and in the Software License Profile screen
for the support representative.
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Assigning Permissions for Reporting Functionality

On the Permissions tab, select Reports to allow or disallow access to the Report Viewer, Ad Hoc
reports, and Report Access functionality.

Configuration > Support Representatives > Profiles

Details Groups Permissions

=i iSupport Permissions

_____ Assets Mote: Report Viewer allows display of all customer and incident information, even if
permissions have been restricted for viewing the information. This permission will also allow

..... Customers access (via iSupport) to reports in the cSupport'\Reports folder,

----- Desktop Content Report Viewer: E} Yes {:} Mo

""" License Management Mote: Ad Hoc Reporting is only available if you have & version of Microsoft SQL Server 2005
other than Express Edition.

..... FLmts.
Ad Hoc Reports: ®ves Ono
Manage Folders and Reports: (%) vaz (O g

Field Description

Report Viewer Select Yes to include the following on the Desktop for the support
representative: the Report Viewer option on the Tab Add Content menu, the
Always Show the Reports Tab option in the Preferences screen, and the
Reports option on the action menu. Note: the support representative will be
able to view all customer using the Reports option, even if permissions have
been restricted.

Ad Hoc Reports | Select Yes to, if a support representative includes the Reports tab on the
Desktop, enable display of the Ad Hoc Reports option that tab. The Ad Hoc
Reports option enables support representatives to create SQL reports.

Manage Folders | Select Yes to, if a support representative includes the Reports tab on the
and Reports Desktop, enable display of the Manage Group Access icon next to the
reports. The Groups Access feature enables support representatives to set
group access permissions on SQL reports.
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Assigning Permissions to Multiple Support Representatives

To change permissions for more than one support representative at one time, select Support
Representatives | Profiles and use the checkboxes on the left in the Support Representatives screen
to select the support representatives. Then click the Change Permissions link.

Configuration = Support Representatives = Profiles

Create Change Primary Group Change Permissions  Export All to Microsoft Excel Delste

O e e i

| Abby Kienle fes Quality Control
[] Barry White es Development
] Connor Flynn ez Applications
[[] Dwavne March ez Metwork
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Using Permissions Views

To view a list of support representatives and their permissions, there are two views:

m  Select Support Representatives | Permissions | Flat to view a list of each permission for each

support representative. You can use the Export All to Microsoft Excel link to export the data in
this view to a Microsoft® Excel spreadsheet.

Control

Control

Control

Export All to Microsaft Excel

First

Mame «

Abby Kienle Quality
Abby Kienle Quality
Abby Kienle Quality
Abby Kienle Quality

Control

Configuration > Support Representatives > Permissions > Flat

Last Name Primary Group | Module

Configuration
Knowledge
Incident Data

Owerride

Reports

Permission

Administrator

Approver

Allowed

iewer

m  Select Support Representatives | Permissions | Summarized to view all of the permissions for

each support representative. You can use the Print link to print this view.

Print

Abby Kienle
Alerts Author:

Alerts Editor:

Assets Author:

Aszets Editor:

Create Private

Create Shared

Edit Shared

Delete Private

Delete Shared

Create Mew Asset

[Jze Multiple Asset Wizard
Create Scan [ Comparisan
Edit Asset

Delete Asset

Delete Scan [ Comparison

Configuration > Support Representatives = Permissions > Summarized

Quality Control
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Deleting Support Representative Records

To delete one or more Support Representative records, select Support Representatives | Profiles
and use the checkboxes on the left in the Support Representatives screen to select the support
representatives. Then click the Delete link.

Configuration > Support Representatives > Profiles

Create Change Primary Group Change Permissions Export &ll to Microsoft Excel Delete

O T T T [

] Abby Kienle Yes
] Barry White Yes
] Connor Flvmn Yes
] Cwavne March Yes

Quality Control
Development
Applications

Metwork

114

iSupport Asset Administrator's Guide



Managing Tabs for Support Representatives

Select Support Representatives | Tabs in the Configuration module to add, delete, and rename
tabs, specify tab access, and designate a tab as default for newly-created support representative
profiles. This screen lists all tabs created and designated as Shared, as well as all private tabs that
you have created. After making entries in a row, use the Save [l icon to save it or the Cancel ¥)
icon to undo your entry. Use the Edit & icon to modify entries in a row.

Configuration = Support Representatives > Tabs
Add Delete

] EH Assets Barry White Myself

] g Companies Barry White Myself 1 1
] CH Customers Barry White Myself 1 7
] EH Dashboard Barry White Myself 1 g
] EH License Profile Barry White Myself 1 1
] & Shared Barry White Shared Default 0 7

Field Description

Name Enter the tab name. If renaming a tab, you'll need to log off the Desktop and
log back in to display the change.

Author The support representative who created the tab.

Access Select:

m Myself to keep the tab private.

m Shared to enable other support representatives to add the tab to their
Desktop. You can click the Configure link to only allow specified support
representatives and support representative groups to access the tab.

Default Select this checkbox to, when a support representative with a newly-created
profile adds the tab to his/her Desktop, set the tab as their default so it
displays when the support representative logs in. Note that you can only
designate shared tabs as default.

Usage The number of support representatives that have added the tab. (This
includes the support representatives and members of support representative
groups added via the Configure link.)

Components The number of content frames on the tab.
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Restricting Access to a Tab

Use the Configure link on a tab row to only allow specified support representatives and support
representative groups to add the tab. Click the Add link to display the following dialog for
selecting the groups. After you add one or more groups and save, the tab will be available only to
members of the selected groups.

Configuration = Support Representatives > Tabs

Restricted to the following groups and/for reps:

Add  Remave
n Configuration > Support Representatives = Tabs
® Groups Q Support Representatives
Select Support Rep Groups:
O
Administrators Administrators group crea..,
[] Applications Applications Group
[] Development Development Group
Metwork Metwork Group
[] Quality Contral Cuality Control Group
[] Support Suppork group creaked dur. ..
|:| Tier One Tier ©One Suppork
|:| Tier Two Tier Two Suppork
[ Hdd ] [ Cancel
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Creating Customer Groups

Use customer groups for reporting and asset assignment. You can also assign customers to a group

via the Customer Profile screen, Company screen, and Desktop.

Configuration > Customer Management = Groups

Support Representative | Custﬂmer| Azzet

iCreate Delste

Team

Platinum Support Maximum support
Members

]
] Ewecutive Magmt Officers of the company
]

Group =~ Description Sl E
I"-"Iernber.,

O] Adobe Users Customers using Adobe
products
Customer Customers submitting

Advisory Board feedback on our products

Customer
Members Members
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To create a customer group, select Customer Management | Groups and click the Create link. The

following screen appears:

Configuration = Customer Management > Groups

Details Membership

Group Mame: |Adcobe Users
Location: Headquarters %

Description: vy

Customers using Adobe products

Custamer group membership can be modified by support representatives with Customer
Edit permission. It can be done from the Membership tab in this screen, from all
customer and company views on the c.Support Desktop, and from Customer Profile and
Company records.

[ Save ] [ Delete ] [ Cancel ]

Field Description

Group Name Enter the name of the customer group.

Location Select the support representative location to associate with the
customer group.

Description Enter a description of the customer group.
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Adding Customers to Customer Groups

Use the Membership tab to assign selected customers to the group or to associate the group with

a company for future customer assignment.

Configuration = Customer Management > Groups

Dietails | Membership I

dd Remowve ® customers O Companies

by@lblsoft.com LBELSoft, Inc.

/= Dialog - Select Customer - Windows Internet Explorer

Select Customer

® Exizting Customer O Mew Customer

| Last Mame vl | Contains vl |’* | [ Search ] [ Show All ]

—=2arCl n resuy

Brown Alton (3680) Street AB@ga.gwi.a
555- Bmlders,

= 11T

Cancel

To add a customer to the group, click the Customers radio button and then click the Add link.
Select an existing customer or create a new one.
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To add all current customers of a company to the group or associate the group with a company for
future customer assignment, click the Companies radio button. The following dialog appears:

Configuration > Customer Management = Groups

Dietails | Membership l

dd Remowve (O customers &) Companies

Location

/- Dialog - Select Company - Windows Internet Explorer

Select Company

'@'Existing Companies ) New Company ) Mo Company

Company Name | Contains  |™ | |II:+I5|:-1'-t | [ Search ] [ Show All ]

[l search within results

T 1

LBLSoft, Inc. Morthwest Division

Cancel

Once you select an existing company or create a new one, following dialog appears:

Configuration = Customer Management = Groups

Details | Membership |

Add Remove ) Customers @CDI‘I‘IDEI‘HES

N

%]

Windows Internet Explorer

P Do you want to add all customers associated with this companys
W) Selecting Cancel will nok affect customers buk will associate the
company with the group For Future customer assignment,

L [8]4 J [ Cancel

If you select OK at this prompt, all of the company’s current customers will become members of
the group. The company will be associated with the group for future customer assignment.

If you select Cancel at this prompt, none of its current customers will be assigned to the group.
However, the company will still be associated with the group for future customer assignment.
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This future customer assignment can occur in the Customer Profile screen; when you add a
customer for the company and save the record, the customer will become a member of the group

after clicking OK at the prompt:

Selection * * Hew » Find ~ ISupport
HRS DB

First Mame: |Steve | Avatar:

Last Marne: |Jnhnsan |

Email: |5j@lblsoft.cnm

Phone: 360-397-1004 add Remove

— LELoort, Inc, Windows Internet Explorer

» 4 apply the company's associated groups to this customer's group membership?
\7/ Selecting Cancel will not affect the customet's group membership.
Details Address tachments Miscellaneous
I Ok ] [ Cancel
Custamer 1D |G6753509
sjiohnzon@lblsec.com

Title: |.¢\ccnunting Manager |

Fax: |360-397-1007 |

Cellular: |360-397-1000 |

Location: |Headquarters |

Manager: |J0hn Colling |

Departrnent: |.¢\dministration |

You can also manually add a customer to a group or remove a customer from a group using the

arrows in the Groups section in the Customer Profile screen.
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Assigning Customers via the Company Screen

In the Company screen, support representatives with Customer | Editor | Edit permission can use
the Groups section to assign all of a company's current customers to a group. When you select a
group and click the right arrow, a dialog appears regarding the assignment. If you select OK, all of
the company’s customers will become members of the selected group. If you select Cancel, the
group will still be included in the Associated Groups field for future customer assignment.

Selection* MNew~ Find ~ ISupport

e g e O

Company Mame: |LBLSn::f't. Inc. |

Primary Customggs o Toboo

Details ssels

9, Dovyou wish ko apply the group membership change to the
Custom Bl \_V Cuskomer Profile records associated with this compary?
Selecting Cancel will not affect customers but will apply the
Company Murm graup assaciation change ko the campany.
Region: QK ] ’ Cancel
Phone: EUEEL
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Adding Customers to Groups via the Desktop

You can add selected customers to a group and remove selected customers from a group using the
he Desktop.

Add to Group [ and Remove From Group [ icons in customer views on t

All Customers by Name N A% 2 F .| x

] Name Company EUD Approved
Alder, Henry Technology PCS Mo %
Apple, Christina LBLSoft, Inc. Mo |
[0  Apple Christine  Unspecified Yes =
< 11T | > o
M« 112 > M 28 items in 2 pages

Monitoring Licensed Sessions

Use the Support Representatives | Licensed Sessions option in the Configuration module to display

the support representatives currently logged into iSupport Asset. You can
representative by selecting an entry and clicking the Delete link.

log off a support

Configuration > Support Representatives > Licensed Sessions

Licensed Sessions - 2 Active 2 Allowed

|#] Celete Current Date and Time (UTC): 3/6/2008 7:09:34 PM

n Last Accessed Date (UTC) + | Session 1D

O 3/6/2009 7:06:44 PM bf05348a-95fe-40e5-80fb-09efd9519763

OJ 3/6/2009 7:09:03 PM D1cBeds2-7c69-4032-bldd-bdb06d247bo4

Name

System Administrator

Barry White
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5 Setting Up Correspondence Templates

Overview

Use the Correspondence Template screen to set up correspondence templates for use in iSupport
Asset entry screens. You can include all aspects of an email, including attachments.

Configuration = Notifications > Correspondence Templates

Tithe: |F‘Iease Verify Thig Information | w5

[ To: ” Modified By: Barry White

(From: | |bw@lblsoft.com Active Madify Date: 1/26/2010

e | [ erohibit Editing Pricrity:
[ Bic: ] | [ cc others To Motify
Subject: |r~'1l:|re Information Required | v

Preview Correspondence with: Use With: Customers

Body Attachments

Message: Incude Field

|V @dh d2a9--BJ UBREGA-H-|WAIPGEEEEEE £ E S

| Font Mame v Size*| Paragraph St.. v A = |

Hella,

Flease send me your updated contact information. This is currently in your database:
<First Name><Last Name=

<Email=

<Company=

<Phones

Thank you,

Barry White

Save ] [ Delete ] [ Cancel
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When creating a correspondence, you can select a template set up during configuration or create
a new email.

Select a Correspondence Template

Mew Correspondence (Blank)

Template Name &

Please Verify This Information

Support Contract is Mat Valid

If creating a new correspondence document, the CC, BCC, Subject, and Attachment fields are
blank. In either a blank correspondence or correspondence created from an editable template, the
Body field may contain a signature block if set up in the Preferences screen (accessed via the
Desktop).

After the email is sent and the record is saved, Audit History notations are included on the History
tab. Notations regarding system-generated notifications (for example, when a record is saved) are
included.

You can select Find | Correspondence | For Customer to display all correspondence sent to the
customer from the Customer Profile screen. From the Correspondence Documents dialog, you can
open a document by clicking on it. System-generated correspondence documents are not included
in this dialog.

You can also use the Correspondence views on the Desktop.
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Creating a Correspondence Template

To access this feature, select Notifications | Correspondence Templates from the Configuration

menu.

Configuration > Notifications > Correspondence Templates

Correspondence Template

Title: |Please Verify This Information | ?

[ To: ]l | Modified By: Barry White

(From: ] |bw@iblsoft,com | [ active Madify Date: 1/22/2010

(e | | O erohibit Editing Priority:

(B || | [ cc Others To Natify

Subject: |M|:ure Information Required |"'5‘r

Preview Correspondence with: Use With: Customers

Body Attachments

Message: Indude Field

|V ah fa-0-B7 UEBEEGON-H-|BHEEE=EE iFFE iz =

| Font Narme  =| Size~| Paragraph St.. = A = |

Hella,
Please send me your updated contact information. This is currently in your database:
<First Mame=-<Last Namex>
<Email =
< Company=
<Phone=
Thank you,
Barry White
[ Save ] [ Delete ] [ Cancel ]

Field Description

Title Enter a name for the correspondence template. If the Active checkbox
is selected in this screen, this template title will display for selection in
the correspondence template selection dialog.

To Select or enter the address to which correspondence using this
template should be sent.

From Select or enter the address to be included in the Reply To field when an
email is created from the template. You can format the email address
according to the following examples:

m support@gwi.com
m "Support"<support@gwi.com>
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Field

Description

CcC Select or enter the address to be included in the CC field when an email
is created from the template.
You can format the email address according to the following examples:
m support@gwi.com
m "Support"<support@gwi.com>

BCC Select or enter the address to be included in the BCC field when an
email is created from the template.
You can format the email address according to the following examples:
m support@gwi.com
m "Support"<support@gwi.com>

Subject Enter the text to be included in the Subject field when an email is

created from the template.

CC Others to Notify

This field appears if the Others to Notify option is enabled in the Global
Configuration screen. Select this checkbox to enable the CC: Others to
Notify field when a correspondence is created from the template.

If originating from a customer profile or for customers selected on the
Desktop, this will copy the correspondence to those on the customer's
Others to Notify list as well as the Others to Notify list of the company
assigned to the customer.

Prohibit Editing

Select this checkbox to, when the template is selected, prevent all fields
on the email from being edited.

Active Select this checkbox to include the template in the correspondence
template selection dialog in the Customer Profile screen.

Modified By The name of the person who created or last modified the template is
included in this field after the template is saved.

Modify Date The date on which the template was created or last modified is
included in this field after the template is saved.

Priority Select the priority delivery level for the email created from the
template.

Use With Select Customers if the template should be included for selection in the
Customer Profile screen.

Body Enter the text to be included in the Body field when an email is created

from the template. See “Including Field Values in the Template Body”
on page 129 for information on including field values.

The text editor toolbar appears when you place your cursor in the Body field or click the field label
link to display a larger window. See “Using the Text Editor Toolbar” on page 16 for more
information. You can use the Image Manager 3] to upload saved screenshots and other images

up to 2 MB.
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When you enter a URL or email address with a space after it, the entry turns into a hyperlink. By
default the Tab key will move from field to field; you can enable the Tab key to insert spaces
instead by setting an option in the Preferences screen (accessed via the Desktop).

Including Field Values in the Template Body

Use the Include Field link to add field values from the current record to the Body field. When the
correspondence template is selected, the selected field data will be inserted into the email.

When you click the Include Field link, the following dialog will appear for selecting values.

Select Field to Include

Current Date
Customer
Details

First Mame

Last Mame
Customer ID
Title

Email

Phone

Company
Location
Manager
Departrnent
Custom SLA
Comments
Custom Fields
Customer Advisory Information

Close Window

The values are inserted as shown in the example below:

Body Attachments
Message: Include Field

WEAE 2B T U RGOS EFE
Font Name =) Size | Paragraph St.. - A~

Hella,

Please send me your updated contact information. This is currently in your database:
<First Name=<Last Name=

<Email =

<Company=

<Phone=

Thank you,

Barry White
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Attaching Files

To attach a file to the correspondence template, click on the Browse button on the Attachments
tab, select the file, and click OK. The file name appears in the Attachment field. Click the Add
button to add the file to the list.

Body Attachments

Attachment: | [ Browsz... | Add

I T N
License. lic 0.918K text/plain

Previewing a Correspondence Template

Use the Preview Correspondence link to view the template using values from a selected record.
The Select dialog appears for you to select a customer. The template appears as shown in the
example below:

Title: |F‘Iease Verify This Information |

From: |I:|'A'@Iblscuﬁ.|:-:um | Modified By: Barry White
cc: | | Modify Date: 1/29/2010
BCC: | | Priority: Mormal

Subject: |Ml:-re Information Reguired

Body Attachments

Hella,

Please send me your updated contact information. This is currently in yvour database:
Stevelohnson

sji@qga.gwi.com

LBLSoft, Inc.

360-397-1004

Thank vou,

Barry White

If data does not exist for a required field, nothing will be inserted when the email is
generated. The field area will be blank.

When using a multiselect view to send a correspondence, if there is a value specified in the To field
on a template, previewing correspondence will include the value in an Also Send To field.
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6 Setting Up Assets

Overview

iSupport Asset functionality enables you to collect and record information about any type of item.
This information can be associated with a customer. The Asset entry screen enables you to record
identification numbers and purchase, warranty, and maintenance information if applicable.

Selection *  MNew - ISupport
& D &
Name: [BW Laptop | Type: |IBM Thinkpad | Source: Direct Entry
Details Owners Custom Fields Groups Attachments Dynamic Asset Scans

Inventory Asset Scans

Model: |Thinkpau:| | Manufacturer: |IEiM |
Tag Number: ca434 | Serial Number: |10293-20394-2032 |
Location: |.-?-.n:n:|:|unting Department | Purchase Date: | 10412009 | 21
Maintenance Expiration Date: |1..-'22I."2|:|11 | 217 Warranty Expiration Date: |1..-'12I."2|:|11 | 217
Comments:

Replaced motherboard on 10/10/2009

You use asset types to track information on similar assets. You can set up custom fields and fields
such as Owner, Tag Number, and Location to display when the asset type is selected.

Asset groups enable you to associate assets for viewing and reporting. For example, you can create
a group called Accounting Assets for assets such as computers and printers in the Accounting
department.

You can import asset data from a specified Microsoft SQL Server database to populate iSupport’s
Asset database.
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About Asset Scans

Asset scans collect hardware, software, and service details automatically on non-Windows devices
on your local subnet and on computers with Windows 98 and above or any other WMI-compliant
machine (WMI must be installed and active). There are two types of scans in iSupport Asset:

m  You can perform a dynamic asset scan from the Asset screen or Desktop.

m Inventory asset scans can be scheduled and run automatically according to an Inventory Scan
Definition, which defines the hosts (remote machines) to be scanned during a specified start
time and duration. Inventory scans include a more comprehensive set of data than dynamic

scans.

The login used for accessing the machine will be validated by the WMI process of the target
machine in order to return the requested data. Traditionally, the login must be a member of the
Administrators group of the machine to be scanned, but permissions may be modified to a
different structure. You can set up a default login that can be accessed automatically by iSupport

Asset.

When a dynamic scan is initiated, the support representative can specify the types of data to
include in the scan. A partial example of a dynamic scan is shown below:

Selection

SuUMmmary

Cormputer Systerm

Hew -

Qperating System

Processes

Services

Logical Drives

Software Titles

Hot Fixes

Network Adapter

Modem

Parallel Ports

Serial Ports

Port Connections

Desktop Monitor

kKeyboard

Painting Device

Title:

Scan Date:

COMPUTER SYSTEM
Description:
Domain:

Domain Role:
Manufacturer:
Mame:

Model:
Processors:
Owner Name:

Status:

Total Physical Memory:

OPERATING SYSTEM

Name:

Yersion:

11/23/2009 12:37:20 PM

AT/BT COMPATIBLE
nec.com

Mernber Workstation
LEMCW D

DoC

g51094a0U

1

Lisa

Ok

3 Gh

Microsoft Windows ¥P Professional

5.1.2600 Service Pack 3

Baseline Workstation Scan

Asset scans can also be scheduled and run automatically according to an Inventory Scan Definition,
which defines the hosts (remote machines) to be scanned during a specified start and end time.
You can specify a range of IP addresses, domain names, or an Active Directory path to be scanned.
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Inventory scans include a comprehensive set of data. A partial example of an inventory scan is

shown below:

Selection -
I

Summary

Computer System

Operating System

Processes

Services

Logical Drives

Software Titles

Hot Fixes

Metwork Adapter

Modem

Parallel Ports

Serial Ports

Port Connections

Desktop Monitor

Keyvboard

Pointing Device
e

Hew -

Title:

Scan Date:

COMPUTER SYSTEM
Description:
Domain:

Domain Role:
Manufacturer:
Mame:

Model:
Processors:
Owner Mame:

Status:

Total Physical Memory:

OPERATIMG SYSTEM

Mame:

Yersion:

Inventory Scan

11/23/2009 1:25:35 PM

AT/AT COMPATIBLE
Nec,com

Mermber Workstation
LEM WO

iz

310940

1

Lisa

o] 4

3 GB

Microsaft Windows =P Professional

5.1.2600 Service Pack 3

Inventory scans are viewed on the Desktop, and can be associated with asset records. If

configured, asset records can be created automatically and associated with machines involved in

inventory scans.

From the Scan screen or Desktop, you can generate and save a side-by-side comparison of dynamic

or inventory scans. This functionality is controlled by support representative/group permissions.

The Setup Process

1 Use the Asset Type screen to set up asset types for classifying similar assets. You can set up

fields to display in the Asset screen when an asset with a specified type is selected. If you wish
to allow support representatives to perform scans without entering a login with local
administrative rights, enter the user name and password for dynamic asset scans. See “Setting
Up Asset Types” on page 136 for more information.

If performing asset scans and you need to add a login with local administrative rights on a
customer’s computer, right-click on My Computer and select Manage. Under Local Users and
Groups, click on Groups and then double-click on Administrators. Click Add. Select the name
from one of the groups in the Look In drop-down list and click Add. Click OK. In the
Administrators Properties dialog, click Apply and then click OK.
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If dynamic or inventory scans will be performed, ensure that WMI is installed and active on the
machines to be scanned.

If maintenance and warranty expiration notifications have been set up, enable the Asset
Reminder agent on the Miscellaneous tab in the Agent Configuration screen. For more
information about enabling agents, see “Scheduling and Running Agents” on page 176.

If applicable, set up global custom fields for assets. These fields will display in the Asset screen.
See “Setting Up Global Custom Fields for Assets” on page 147.

If applicable, import asset data from a specified Microsoft SQL Server database into iSupport’s
Asset database. See “Importing and Synchronizing Asset Data” on page 166 for more
information.

Use the Support Representative Profile screen to grant permissions to support representatives
for asset functionality. See “Assigning Group Permissions” on page 82 and “Assigning
Permissions to Support Representatives” on page 101 for more information.

Create asset records using the Asset screen. See the iSupport Asset User’s Guide for more
information.

Create inventory scan definitions for assets to be scanned automatically on a scheduled basis.
For more information, see “Setting Up Inventory Scans” on page 154. Then enable the Asset
Inventory Scan agent on the Basics tab in the Agent Configuration screen. For more
information about enabling agents, see “Scheduling and Running Agents” on page 176.

The Inventory Scan Messages tab in the Scan Maintenance screen contains messages regarding
the progress of scans run using inventory scan definitions. This includes errors that occur while
retrieving or saving the data, details regarding the machines included in the range to be
scanned and the machines that were unreachable, and status information. These messages are
stored in the cSupport database and can accumulate quickly; it is important to use the Clear All
Messages link in that screen to maintain the size of the stored data.

The Microsoft® Windows Event Viewer contains log entries regarding the c.Support Agent
Manager. It's important to check the size of the Microsoft Windows Event Viewer and increase
it if necessary.

To access the Microsoft Windows Event Viewer, on the Windows Desktop, go to Start |
Programs | Administrative Tools | Event Viewer | cSupport. Right-click on cSupport in the left
pane and select Properties. In the cSupport Properties dialog, make adjustments in the fields in
the Log Size section.

To configure automatic creation of asset records for machines that are involved in inventory
scans but not associated with an existing record:

m Create or find an asset record to be used as a template for records created for machines that
are involved in inventory scans but not associated with an existing record. The asset type in
the template record will determine the fields that will appear on the automatically-created
record. It's a good idea to create an Asset record specifically for use as a template.
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m In the Agents screen, enable the Auto Asset Create from Inventory Scan agent, which will
run every hour based on the time at which the c.Support Agent Manager service is started.

You can also execute this agent immediately via the Advanced tab in the Agents screen.
You'll be able to select an existing asset record to use as a template, so this is a good
method to use for control in building asset records for certain types of assets in your
inventory.

For more information, see “Creating Asset Records Automatically Based on Inventory Scans”
on page 164.
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Setting Up Asset Types

You use asset types to classify similar assets (for example, printers and laptops). You can set up
custom fields and fields such as Owner and Tag Number to display when the asset type is selected.
When you enable maintenance/warranty tracking for an asset type, expiration notifications will be
sent for assets associated with the asset type. To access the Asset Type screen, select Asset
Management | Types on the Configuration menu. Then click the Create link. Use the Basics tab to
set up asset types, enter a login for running asset scans, and set up optional and custom fields.

Configuration > Asset Management > Types

Basics Mainktenance,Warranky Cuskonn Motifications

Assek Type Mame: |5|:anna|:||e P

Enable Scanning: {E} Yes {:3' Mo

Default User Mame For Dynamic Scanning: |.ﬁ.dmini5tratnr |

Default Password For Dynamic Scanning: Feset

Defaulk SMMP Cormmunity String For Dynamic Scanning: ||:||.|I:|Ii|: |

Optional Fields:
Chpner Location Model Manuf ackurer

Tag Mumber Setial Mumber Purchase Date Comments

Custom Fields:

Add Delete
R Service Date Dake Field
Field Description
Asset Type Name Enter the name of the asset type. Asset types classify similar assets and

enable custom and optional fields to display when recording
information about an asset.

Enable Scanning Select Yes if asset scans will be performed on assets assigned this asset
type. Asset scans can be performed on non-Windows devices on your
local subnet and on computers with Microsoft Windows® 98 and above
(WMI must be installed and active).
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Field Description

Default User Name If asset scans are enabled, enter the user name and password to be
for Dynamic Scanning | used for accessing the machine to be scanned. This login will be
validated by the WMI process of the target machine in order to return
the requested data. Traditionally, the login must be a member of the
Administrators group of the machine to be scanned, but permissions
may be modified to a different structure.

Default Password for
Dynamic Scanning

When a dynamic scan is initiated, the Dynamic Asset Scan dialog
appears as shown below. If you have set up a default user name and
password for the selected asset type, the support representative can
select Yes in the Use Default Credentials checkbox to use this default
user name and password.

If No is selected in the Use Default Credentials field, the User Name and
Password fields will be enabled for entering a login.

Default SNMP If you wish to track non-Windows devices on your local subnet, enter
Community String for | the SNMP community string (a text string that acts as a password for a
Dynamic Scanning network device). Community strings are configured by administrators

of network devices that support SNMP to allow varying levels of access
to the devices configuration and operational settings; this grants
management tools read-only access to the remote device. The default
community string for read-only access to network devices is normally
the word "public”.
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The Dynamic Asset Scan dialog is shown below; it appears when a dynamic scan is initiated in the
Asset.

63}
Dynamic Asset Scan Uncheck all Check all
Computer Systems [ ] System Ports [ ]

Computer System Cperating System Maodems Metwork Adapters
Services Software Titles Parallel Ports Serial Ports
Running Processes Hot Fixes Port Cannectors Logical Drives
Peripherals ol Hardware Controllers ol
Infrared Devices keyboards IDE Controllers Floppy Controllers
Painting Devices Desktop Monitors Video Controllers PCMCIA Controllers
System Hardware | Drives | |
Processors Physical Memary Disk Orives CD-ROM Drives
BIOS System Slots Floppy Drives
Host Address: |x.x.x.x.x |
Community: |pu|:u|ic |
Use Default Credentials & ves O o
[ Scan ] [ Close Window ]

If a login is used to access a Microsoft Windows XP machine, a profile and a folder are
v created in the Documents and Settings folder.
If using iSupport Asset’s scanning features in a domain with a Windows 2003 domain
controller, see “Changing iSupport Asset’s Access to SQL Databases” on page 241 for
information on integrating the security context of Windows Server 2003 Active
Directory with the domain on which iSupport Asset resides.

Entering Optional and Custom Fields

You can set up custom fields and optional fields such as Owner, Tag Number, and Location to
display in the Asset screen when the asset type is selected.
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The custom and optional fields will display as shown below in the Asset screen:

ele 0 = 1 wlele
P
HRaDE| & 2
Mame: |SJ Laptop | Type: |Laptop Source: Direck Enkry
Details Hiskary Cners Service Contracts Custom Fields Groups Attachrents
Dynarnic Assek Scans Imvenkory Asset Scans
Model; |Thin|<pal:| Manufackurer: |IBM |
Setup in Tag Mumber: (C0293 Serial Number |230498-192360-102938 |
the
Optional Location: |Headquarters Purchase Date: 11/1/2008 FE
Fields Maintenance Expiration Date! 1112010 2117 Watranky Expiration Date: |11/1)2010 2117
section of
the Asset Cammenks:
Type Replaced motherboard on 1715109,
screen
Selection * Hew ~ Find ~ Isupport
HES D@D & o
Marme: |SJ Laptop | Type:! |La|:uto|:u Source: Direck Entry
Details Hiskary Owners Service Conkracks Custom Fields Groups attachrents
Set up in Dvnamic Assek Scans Inwventary Asset Scans
the 1
Custom ——ILlsed For: |W0rkjng at home ||
Fields |SErvice Dake: |9,|'1,|'2E|D'3 | 1
screen i

Set up in the Custom Fields
section of the Asset Type screen
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Use the following fields to set up optional and custom fields for the asset type.

Configuration > Asset Management = Types

Basics MainkenanceWarranky Custorn Motifications

Ascet Type Mame: |5|:anna|:||e PC

Enahle Scanning: {E} Yes "D Mo

Default User Mame For Dvnamic Scanning: |.ﬁ.dmini5tratnr |

Default Passward For Dhynamic Scanning: Feset

Default SMMP Community Skring For Dyvnamic Scanning: ||:ILI|:I|il: |

Cptional Fields:
Ciwrer Location Model Manufacturer
Tag Mumber Serial Mumber Purchase Date Comments

Cuskam Fields:
add Delete

|:| 1 Service Date Dake Field

In the Optional Fields section, select the checkbox next to each field that should display when the
asset type is selected in the Asset screen.

In the Custom Fields section, click the Add link to set up a custom field that will display in the
Custom Fields section when the asset type is selected in the Asset screen.

Custom Field

Row: IE

Label: ILIsed Far
Required:  ves 8 Mo
Type: |Text Field =
Default Value: livgrking on the road ﬂ
.
Ok | Celete Cancel |
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Field Description

Row Enter the row number for the position of the field. Row one will be the
first field, row two will be located under the first field, and so on. Note:
Custom fields for an asset type will display below any global custom
asset fields. For information on global custom fields for assets, see
“Setting Up Global Custom Fields for Assets” on page 147.

Label Enter the label for the custom field.

Required Select Yes to require the field to be completed before the record can be
saved.

Type Select the type of field to be included:

m Check box (enables multiple selections)

m Currency (dollar sign displayed next to field and allows the numbers
0 through 9, a decimal point, and two values after the decimal
point). See “Changing the Currency Custom Field Symbol” on page
193 for information on changing the dollar sign symbol.

m Date (MM/DD/YY)

m Date Time (MM/DD/YY; a time can be entered in the field). Manual
entry in date time fields can be disabled, requiring the user to click
the [z17] icon. See “Disabling Manual Entries in Date Time Fields” on
page 290.

m Hyperlink (you can specify default text and a URL to appear in the
field (the user can change those entries), or you can leave the field
blank and allow the user to enter the default text and URL.

Multiple selection list box

Number only (allows the numbers 0 through 9 and a decimal point)
Radio button (enables only one selection)

Single selection drop-down

Text area

Text field
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Field

The types of fields are shown below.

Description

Check box -

Radio button |

Text area |

Text field_|

Single selection |
drop-down

Date field
Date/Time field—]
Multiple selection
list box
Hyperlink |
Currency only—

Number only -

T Cubicle Location:

t— Training Taken:

[ Expen=ze:

—Method of Payment:

Security Code Required:

M Security Code: |EFL549

T Fhysical Location of CPU: | Under deslk V|

| —Service Date: [9/12/2008 |zl
—Date/Time I=sue First Noticed: |9,*]_2;2|:||:|8 01:16 PM | 217

— For More Information:

T Mumber of Users Affected:

¥l viza []american Express [ cash

@YEE '::::'ND

Third cubicle down, on the right side of Accounting

Company Orientation

Intro to PCs
U=sing Microsoft Word
Computer Hardware Maintenance

GWI's Web Site Edit
$ [50.88 |
E |

Options

This field displays when creating a radio button, checkbox, or multiple
selection list box, or single selection drop-down. Enter a list of items for
a support representative to choose from when completing this field.
Separate each value with a comma or a return.

Default Value

Enter a value to appear as an option in the custom field by default.

To delete a custom field, click the row number and then click the Delete link. To delete multiple
custom fields, select the fields and click the Delete link.

To edit a custom field, click the label link.
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Entering Maintenance and Warranty Defaults

Use the Maintenance/Warranty tab to set up notifications for maintenance and warranty
expiration dates.

Configuration > Asset Management = Types

Basics HMaintenance /Warranty Custom Motifications

Track Maintenance Information: ®ves Ono
Who to Motify of Maintenance Expiration: Cvner 1 other

Email Addresses of Other Redpients: bw@lblsoft, com

Mumber of Days After Asset Creation to

=]

Default Maintenance Expiration Date: 333

Mumber of Days Prior to Maintenance 5

Expiration to Send Reminder:

Track Warranty Information: ® ves O Mo
Who to Motify of Warranty Expiration: Cvner Oither
Email Addresses of Other Redpisnts: bw @lblsoft. com

Mumber of Days After Asset Creation to [

Default Warranty Expiration Date: =

Mumber of Days Prior to Warranty 5

Expiration to Send Reminder:
Field Description
Track Maintenance Select Yes to enable maintenance notification functionality, which
Information sends notifications when a maintenance expiration date is near.
Who to Notify of If tracking maintenance information, select the person to whom the
Maintenance maintenance expiration reminder email should be sent.
Expiration m Select Owner to send the maintenance reminder email to the owner
Email Addresses of assigned to the asset (in the Asset entry screen). The notification will
Other Recipients contain asset details (for example, the name, type, and expiration

date.)

m Select Other to send the maintenance expiration reminder to
someone other than the owner. In the Email Addresses of Other
Recipients field, enter the email address of this person. The
notification will contain a link to the asset record.

Number of Days After | Enter the number of days after the asset record is created to display as
Asset Creation to default for the maintenance expiration date.

Default Maintenance
Expiration Date
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Field

Description

Number of Days Prior
to Maintenance
Expiration to Send

Enter the number of days before the expiration date in which the
maintenance notification should be sent.

Reminder
Track Warranty Select Yes to enable warranty notification functionality, which sends
Information notifications when a warranty expiration date is near.

Who to Notify of
Warranty Expiration

Email Addresses of
Other Recipients

If tracking warranty information, select the person to whom the

warranty expiration reminder email should be sent.

m Select Owner to send the warranty reminder email to the owner
assigned to the asset (in the Asset entry screen).

m Select Other to send the warranty expiration reminder to someone
other than the owner. In the Email Addresses of Other Recipients
field, enter the email address of this person.

Number of Days After
Asset Creation to
Default Warranty
Expiration Date

Enter the number of days after the asset record is created to display as
default for the warranty expiration date.

Number of Days Prior
to Warranty
Expiration to Send
Reminder

Enter the number of days before the expiration date in which the
warranty notification should be sent.

Scheduling the Asset Reminder Agent

If you enabled maintenance and/or warranty expiration functionality, enable the Asset Reminder
agent on the Miscellaneous tab in the Agent Configuration screen. For more information, see
“Scheduling and Running Agents” on page 176.

Customizing Notifications for Asset Events

Email notifications include standard system messages, which are listed in “Appendix |: Standard
System Messages for Notifications” on page 867. To customize a notification, first create a custom
notification via the Asset Custom Notifications link under Custom Notifications in the
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Configuration module. Note that standard system notifications will be sent to any recipients that
are specified in the Asset Type screen but are not specified on a custom notification.

Body Attachments
Motification Message: Indude Field
B =R R R, I

| Tahoma =2 = Mormal

Configuration > Notifications > Asset Custom Notifications

Delivery Priarity: (0 q & ngrmal O High

Subject: Asset Maintenance Expiring on <Maintenance Expiration Date .

%_-_

B 7 U 508 |EE
- A

¥
|
)
“mr
e
|

“_f}‘r Hindude Attachment(s) from Asset

)

Asset Details
Mame: <Asset Name>
Type: <Asset Type=

Model: <Model=

Manufacturer: <Manufacturer=

The maintenance coentract for the following asset is set to expire on <Maintenance Expiration Date=.

Purchase Date: <Asset Purchase Date

Field

Description

Delivery Priority

Select the priority level to assign to the email:
m High

m Normal

m Low
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Field Description

Subject In the Subject field, enter the subject line for the email notification.

Notification Message | On the Body tab, enter the body of the email notification. You can click
the Notification Message link to display a larger window for entry.

In both fields, you can use the Include Field link to add values from the
asset. Place the cursor where the data is to be inserted and click the
Include Field link. The following dialog appears; select the field to
insert.

Select Field to Include

Current Date

Asset

LIRL to Desktop Asset
Custom Ficlds

Asset Type Custom Fields
Monitar

Asset Age

WVersion

Details

Associated Configuration Ttem
Audit History

Comments

Company

Location

Maintenance Expiration Date
Manufacturer

Model

Mame

Owners

zed Count

Init Label

Linit Cost

Linit List Price

Purchase Date

Serial Mumber

Service Contracts

Source

Tag Mumber

Type

Warranty Expiration Date

When the event occurs, the selected field data will be inserted into the
email.

Include Select this checkbox to associate any attachments from the referenced
Attachment(s) from configuration item to the notification when it is sent.
Asset

Attachments Use the Attachments tab to attach a specific file to be sent with the
notification.
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After creating the custom notification, select it for the applicable event and recipient on the

Custom Notifications tab in the Types screen.

Configuration > Asset Management > Types

Basics Maintenance flarranty Custom Notifications

=|+ Custem Metification Event and Recipient Mapping

=I- Maintenance Expiration Reminder

E Asset Maintenance Expiring on <Maintenance Expiraticn
+~ Warranty Expirz Date>.

t| Low Item Count Motification

Chwner: None -

Setting Up Global Custom Fields for Assets

Use the Custom Fields screen to set up text, keyword, and date format fields for the Custom Fields

section in the Asset screen.

For each field, you can set it up so that the field must be completed before the record can be

saved. You can set up the following types of fields:

Check box {—
Security Code Required: ®vez Mo

Radio button —{

Method of Payment: [¥]vizsa []american Express []Cash

Cubicle Location:

Third cubicle down, an the right side of Accounting

Textarea 4+—
Text field J_ Security Code: |EFL549
Single selection Fhysical Location of CPU: | Under desk v|
drop-down - Service Date: [s/12/2008 [EEts
Date field - —
. . Cate/Time Issue First Noticed: |9,’12;2E|E|8 01:16 BFM |21'
Date/Time field——

any Orientation

Multiple selection Intro to PCs

_Training Taken:

list box Using Microsoft Word
Computer Hardware Maintenance
Hyperlink | For More Information: GWI's Web Site Edit
Currency only— ! Expense: s |50.88
Number only {— Mumber of Users Affected: |5

To access the Custom Fields screen, select Asset Management | Custom Fields on the Configuration

menu.
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To set up a field, select the Asset tab and then click the Add link.

Configuration > Asset Management > Custom Fields
|. Customer | | Campany | [ Asset l | advanced |
add  Delete
] 1 Monitor Single Selection Drop-Cown
F] 2 (= Edit Custom Field - Dialog - Windows Internet Ex... |:||i g|
] 3
Custom Field
R
Label: |LIse::| For
Fequired: O ves ®Na
Type: | Text Field
Default Yalue: |'-.-'-.-'|:|rkin|;| at home
K, ] [ Delete ] [ Zancel
Field Description
Row Enter the row number for the position of the field. Row one will be the
first field in the section, row two will be located under the first field,
and so on.
Label Enter the label for the field.
Required Select Yes to require the field to be completed before the record can be
saved.
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Field

Description

Type Select the type of field to be included:

m Check box (allows multiple selections)

m Currency (dollar sign displayed next to field and allows the numbers
0 through 9, a decimal point, and two values after the decimal
point). See “Changing the Currency Custom Field Symbol” on page
193 for information on changing the dollar sign symbol.

m Date (MM/DD/YY)

m Date (MM/DD/YY) Time
Manual entry in date time fields can be disabled, requiring the user
to click the [z icon. See “Disabling Manual Entries in Date Time
Fields” on page 290.

m Hyperlink (you can specify default text and a URL to appear in the
field (the user can change those entries), or you can leave the field
blank and allow the user to enter the default text and URL.

m Multiple selection list box

m Number only (allows the numbers 0 through 9 and a decimal point)

m Radio button (allows only one selection)

m Single selection drop-down

m Text area

m Text field

Options If setting up a radio button, checkbox, multi-select, or single-select

field, enter a list of items for a support representative to choose from
when completing this field. Separate each value with a comma or a
return.

Default Value

Enter a value to appear as an option in the custom field by default.
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Creating Asset Groups

Asset groups enable you to associate a collection of assets for access, viewing, and reporting. You
can assign assets to a group via the Asset Group screen and the Desktop. To create a group, select
Asset Management | Groups on the Configuration menu.

Configuration > Asset Management > Groups

Support Representative Customer Asset

Create Delete

I P N S [
|:| Administrative Assets Assets assigned to administrative users.

[0 Technical Assets Assets assigned ko technical skaff, 1

The following screen appears; enter the name and description of the group on the Details tab.

Configuration = Asset Management > Groups ::J

Details Mernbership Group Access

Group Mame: |Deueln:||:|ment Assets |

Description: '?’

Asszets assigned to developers.
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Adding Assets to Asset Groups

Use the Membership tab to add selected assets to a group.

Configuration > Asset Management > Groups "‘?r“l
! Drekails [ Membership ] I Group Access l
add Remove

/= Select Asset - Dialog - Windows Internet Explorer

Select Asset

O —

Accounting Application Software
] Accounting Printer Printer Ci01l Headgquarters =
] Accounting Server Server 15346 Morthwest Divisiol

To add an asset to the group, click the Add link. Select an existing asset and click OK.
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Restricting Access

Use the Group Access tab to restrict access to assets in the group to members of support
representative groups. This allows only those in the related support representative group to edit
Asset records in the asset group (or any other asset record not included in an asset group). If
configured, a support representative can select only his/her groups to add to an asset. Other
unrelated groups could be present on an existing asset; these unrelated groups could be removed
but not added. Click the Add link to select the groups. After saving, assets in the group will be
available only to members of the selected support representative groups.

Configuration > Asset Management > Groups j;.a

Details | | Mermnbership |[ Group Access |

Restricked ta the Fallowing groups;

add  Remove

n Add Group Access -

Select Suppart Rep Groups:

Mame De=scription
Administratars Adminiskratars group created during application install,
Applications Applications Group
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Adding Assets to Groups via the Asset Screen

You can add an asset to a group when you create an asset record via the Asset screen. In the

Groups section, select a predefined group in the No Membership field and click the right arrow to
move the group to the Membership field.

HES D &

Marme: |Desktc||:u P | Type: |Scannable PC Source: Unspecified
Details History: Cners Cuskom Fields Groups akkachments Dwnamic Assek Scans

Inventory Assek Scans

Mo Membership Membership
FN
administrative Assets . Technical Assets

Adding Assets to Groups via the Desktop

You can add selected assets to a group and remove selected assets from a group via the Desktop.
Select the assets via an asset view and then click the Add to Group E and Remove From Group

i icons.

|:| Asset Type Mame Owners Model Manufacturer Location Purchased
Frinter Accounting Printer 1 HP1033 HP Headgquarters B¢ 12007 —
IEM Thinkpad 5) Laptop 1 Thinkpad IEM Headquarters BALF200F
|:| Server Accounting Server i 120-5 IBM Morthwe st Divisian 1372007
-
< | 3
Change page: 4 123456783910, b Displaying page 1 of 2, items 1 to 25 of 2031,
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Setting Up Inventory Scans

Asset scans can be scheduled and run automatically according to an Inventory Scan Definition,
which defines the hosts (remote machines) to be scanned during a specified start and end time.
You can specify a range of IP addresses, domain names, or an Active Directory path to be scanned.
You can also initiate an inventory scan from this screen. Inventory scans run on the server on which
iSupport Asset is installed.

To access the Inventory Scan Definition screen, select Asset Management | Inventory Scan
Definitions on the Configuration menu. Then click the Create link. On the Basics tab, you'll specify
the schedule and type of scan; on the second tab, you'll enter specifics depending on the type of
scan. When finished, click the Save button or the Scan button to save the definition and initiate
the scan.

Configuration = Asset Management > Inventory Scan Definitions

Basics IF Settings Components to Scan

Scan Mame: Full System Scan Start Time:

Scan Type: IP 5can b Duration:

Scan Enabled: &) ves O o Scan On Weekends:
Frequency: Daily W

Email Addresses to Motify Upon Scan Completion: |sj@lblsoft.com

Impersonate WMI Authentication: @' Yes 'O' Mo

Mame: administrator
Passward: BEEEREEE
SMMP Community: public

Enable Auto Asset Create from Inventory Scan Agent: ® ves Ono
Asset Record Template for Automatic Asset Creation: Accounting Server

Populate Asset Serial Mumber Field with OS5 Serial Number: ®ves Onio

12:00 AM w
2 Hour(s)

@ Yes C‘ Mo

Last Run:
Field Description
Scan Name Enter a name describing the settings in the scan definition.
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Field

Description

Scan Type

Select the type of scan:

m A IP Scan searches based on a specified range of IP addresses. (You
can exclude specified IP addresses.)

m  An AD Scan searches based on a specified Active Directory path. You
can scan all machine names known by the domain controller, or scan
using an LDAP query for returning a specific set of information.

m A DNS Scan searches based on specified domain names.

Scan Enabled

Select Yes to allow scans to initiate based on the defined schedule and
setting; otherwise, select No to prevent the scan from occurring.

Frequency Select one of the following:
m  Daily to run the scan every day at the time designated in the Start
Time field.
m  Weekly to run the scan once a week on the day designated in the
Occurs On field.
m  Monthly to run the scan every month on the day designated in the
Occurs On field.
Start Time Select the time at which the scan should be initiated.
Duration Enter the amount of time (in hours) at which, if the scan is still running,

the scan should be terminated.

Scan On Weekends

This field is enabled if Daily or Monthly is selected in the Frequency
field. Select Yes to schedule the scan to run on Saturdays and Sundays.

Occurs On

This field is enabled if Weekly or Monthly is selected in the Frequency
field.

m If Weekly is selected in the Frequency field, select the day of the
week on which the scan should run. The scan will run every week on
the selected day.

m If Monthly is selected in the Frequency field, select the day on which
the scan should run. The scan will run every month on the selected
day.

To select more than one entry, click on entries while holding down the

Control key. Use the Shift key to select a range.

Email Addresses to
Notify Upon Scan
Completion

Enter the email addresses to which an automatic notification should be
sent when the scan completes. The notification will contain the scan
definition name and the time and date of completion.
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Field

Description

Scan Type

Select the type of scan:

m AP Scan searches based on a specified range of IP addresses. (You
can exclude specified IP addresses.)

m  An AD Scan searches based on a specified Active Directory path. You
can scan all machine names known by the domain controller, or scan
using an LDAP query for returning a specific set of information.

m A DNS Scan searches based on specified domain names.

Scan Enabled

Select Yes to allow scans to initiate based on the defined schedule and
setting; otherwise, select No to prevent the scan from occurring.

Frequency Select one of the following:
m  Daily to run the scan every day at the time designated in the Start
Time field.
m  Weekly to run the scan once a week on the day designated in the
Occurs On field.
m  Monthly to run the scan every month on the day designated in the
Occurs On field.
Start Time Select the time at which the scan should be initiated.
Duration Enter the amount of time (in hours) at which, if the scan is still running,

the scan should be terminated.

Scan On Weekends

This field is enabled if Daily or Monthly is selected in the Frequency
field. Select Yes to schedule the scan to run on Saturdays and Sundays.

Occurs On

This field is enabled if Weekly or Monthly is selected in the Frequency
field.

m If Weekly is selected in the Frequency field, select the day of the
week on which the scan should run. The scan will run every week on
the selected day.

m |f Monthly is selected in the Frequency field, select the day on which
the scan should run. The scan will run every month on the selected
day.

To select more than one entry, click on entries while holding down the

Control key. Use the Shift key to select a range.

Email Addresses to
Notify Upon Scan
Completion

Enter the email addresses to which an automatic notification should be
sent when the scan completes. The notification will contain the scan
definition name and the time and date of completion.
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Field

Description

Scan Type

Select the type of scan:

m A IP Scan searches based on a specified range of IP addresses. (You
can exclude specified IP addresses.)

m  An AD Scan searches based on a specified Active Directory path. You
can scan all machine names known by the domain controller, or scan
using an LDAP query for returning a specific set of information.

m A DNS Scan searches based on specified domain names.

Scan Enabled

Select Yes to allow scans to initiate based on the defined schedule and
setting; otherwise, select No to prevent the scan from occurring.

Frequency Select one of the following:
m  Daily to run the scan every day at the time designated in the Start
Time field.
m  Weekly to run the scan once a week on the day designated in the
Occurs On field.
m  Monthly to run the scan every month on the day designated in the
Occurs On field.
Start Time Select the time at which the scan should be initiated.
Duration Enter the amount of time (in hours) at which, if the scan is still running,

the scan should be terminated.

Scan On Weekends

This field is enabled if Daily or Monthly is selected in the Frequency
field. Select Yes to schedule the scan to run on Saturdays and Sundays.

Occurs On

This field is enabled if Weekly or Monthly is selected in the Frequency
field.

m If Weekly is selected in the Frequency field, select the day of the
week on which the scan should run. The scan will run every week on
the selected day.

m If Monthly is selected in the Frequency field, select the day on which
the scan should run. The scan will run every month on the selected
day.

To select more than one entry, click on entries while holding down the

Control key. Use the Shift key to select a range.

Email Addresses to
Notify Upon Scan
Completion

Enter the email addresses to which an automatic notification should be
sent when the scan completes. The notification will contain the scan
definition name and the time and date of completion.
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Field

Description

Impersonate WMI
Authentication

Select one of the following for the login to be used to access the
systems included in the scan:

m Select No to use the login that is set up for the c.Support Agent
Manager (the service used to process scans).

To view the login for the c.Support Agent Manager: from the Start
menu, select Programs | Administrative Tools | Computer
Management. Expand the Services and Applications section and
select Services. Right-click on the c.Support Agent Manager service
and select Properties. The Logon tab includes the login used by the
c.Support Agent Manager.

m Select Yes to enter a different login to be used to access the systems
included in the scan.

Name
Password

Enter the login to be used to access the systems included in the scan.

SNMP Community

If you wish to track non-Windows devices on your local subnet, enter
the SNMP community string (a text string that acts as a password for a
network device). Community strings are configured by administrators
of network devices that support SNMP to allow varying levels of access
to the devices configuration and operational settings; this grants
management tools read-only access to the remote device. The default
community string for read-only access to network devices is normally
the word "public".

Enable Auto Asset
Create from
Inventory Scan Agent

Select Yes to enable the Auto Asset Create from Inventory Scan agent
which creates Asset records automatically for machines that are
involved in inventory scans but not associated with an existing record.
(You can also enable this agent in the Agents screen.)

Asset Record
Template for
Automatic Asset
Creation

Click this link to select the name of an existing Asset record to use as a
template when the Auto Asset Create from Inventory Scan agent is run.
The record’s asset type will determine the fields that will appear on the
automatically-created record. See “Creating Asset Records
Automatically Based on Inventory Scans” on page 164 for a table listing
how the fields are populated.

Populate Asset
Serial Number
Field With OS

Serial Number

Select Yes to populate the Asset Serial Number field with the operating
system serial number when Asset records are created automatically for
machines that are involved in inventory scans but not associated with
an existing record.
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Specifying IP Settings

If IP Scan is selected in the Scan Type field, the IP Settings tab appears as shown in the example
below.

Configuration > Asset Management > Inventory Scan Definitions H?rJ
Basics IP Settings Components to Scan
Included IP Address Ranges Excluded IP Address Ranges
Start Address: End Address: Start Address: End Address:

10.16.1.101 - 10.16.1.147 10.16.1.145 - 10.15.1.145

Use the Included IP Address Ranges fields to enter the IP addresses of the systems to be scanned.

Use the Excluded IP Address Ranges fields to enter the IP addresses of the systems that should not
be scanned.

To enter an IP Address range, enter the first IP address in the range in the Start Address field and
the last IP address in the range in the End Address field, and then click the icon to move the IP
range into the list. To move a range out of the list, click the icon. To delete a range from the
list, click the X icon.

Specifying AD Scan Settings

If AD Scan is selected in the Scan Type field, the AD Settings tab appears. You can specify the scan
to:

m Scan all machine names known by the domain controller
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m Scan using an LDAP query for locating a specific set of machines. An example is shown below.

Configuration > Asset Management = Inventory Scan Definitions

Basics AD Settings Components to Scan

AD Path: LDAP: //LBLSOFT-AD
(® scan LIsing Query O scan Al Machines
LDAP Query:

(&{objectCategory =computer }{cn=5ALES ™))

Impersonate AD Authentication: '@ Yes C‘ Mo

[arme: LELSOFT \Administrator

FPassword: |[eessssss

Field Description

AD Path Enter the path for the Active Directory to be scanned.

Scan Using Query Select this field to use an LDAP query for locating a specific set of
LDAP Query machines.

LDAP (Light Weight Directory Access Protocol) defines how information
can be accessed in directories. In the example on the previous page, the
query locates all machine names known by the domain controller that
begin with “SALES".

Active Directory supports the LDAP search filter syntax as specified in
RFC 1960. For information on LDAP and search filters, see http:/
www.microsoft.com/windows2000/docs/uldap.doc.

Scan All Machines Select this field to scan all machine names known by the domain
controller.
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Field Description

Impersonate AD Select one of the following for the login to be used to access systems in
Authentication the specified Active Directory:

Name m  Select No to use the login set up for the c.Support Agent Manager
Password (the service used to process scans). To view the login for the

c.Support Agent Manager: from the Start menu, select Programs |
Administrative Tools | Computer Management. Expand the Services
and Applications section and select Services. Right-click on the
c.Support Agent Manager service and select Properties. The Logon
tab includes the login used by the c.Support Agent Manager.

m  Select Yes to enter a different login to be used to access the systems
in the specified Active Directory.

Specifying DNS Settings

If DNS Scan is selected in the Scan Type field, the DNS Settings tab appears.

Configuration = Asset Management > Inventory Scan Definitions H?r_a
Basics DNS Settings Companents to Scan
DMS Mame:

Development-01

Support-02|

Use the DNS Name field to enter the domain names of the systems to be scanned. Wildcards are
not allowed. Enter a domain name in the field on the left and click the icon to enter it on the
field on the right. To remove a domain name from the field on the right, select the name and click
the icon. To delete a domain name from the field on the right, click the icon.

Selecting Components to Scan

Select the types of data to include in the scan. To select all checkboxes in a section, use the
icon; to clear the checkboxes in a section, use the [ | icon. Use the Uncheck All and Check All Tinks

Chapter 6 Setting Up Assets 161



for all checkboxes.

Configuration = Asset Management > Inventory Scan Definitions -34"'
Basics IP Settings Components to Scan
Chedk All Unchedk All

Computer System Cperating System Modems Metwork Adapters
Services Software Titles Parallel Ports Serial Ports
Running Processes Hot Fixes Port Connectors Logical Drives
Infrared Devices kevboards IDE Controllers Floppy Controllers
Pointing Devices Desktop Monitors Video Controllers PCMCIA Controllers

Drives
Processors Physical Memory Disk Drives CD-ROM Drives
BIOS System Slots DFIDppy Drives

domain controller, see “Changing iSupport Asset’s Access to SQL Databases” on page
241 for information on integrating the security context of Windows Server 2003 Active
Directory with the domain on which iSupport Asset resides.

v If using iSupport Asset’s asset scanning features in a domain with a Windows 2003

Scheduling the Asset Inventory Scan Agent

After entering an inventory scan definition, enable the Asset Inventory Scan agent on the Basics
tab in the Agent Configuration screen. For more information, see “Scheduling and Running
Agents” on page 176.
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Viewing Orphaned Dynamic Scans

The Orphaned Dynamic Scans tab in the Scan Maintenance screen contains a list of dynamic scans
that have been associated with an asset, but the asset’s asset type changed to non-scannable.

Configuration = Asset Management = Scan Maintenance

Orphaned Dynamic Scans Inventory Scan Messages

Cielete

o Locnons e it | scamai

To delete these scans, select the checkbox next to the scan and click the Delete link.

Viewing Inventory Scan Messages

The Inventory Scan Messages tab in the Scan Maintenance screen contains messages regarding the
progress of scans run using inventory scan definitions. This includes:

m  Errors that occur while retrieving or saving the data.

m Details regarding the machines included in the range to be scanned, and the machines that
were unreachable.

m Status information such as when the scan was started and stopped.

Configuration > Asset Management = Scan Maintenance

Qrphaned Dynamic Scans Inventory Scan Messages

Refresh Page Clear All Messages Mumber of Davs Until Auto Purge:
[24/2008 9:14:41 AM Local Machines Scanner stopped.
1,/24/2008 9:14:41 AM Local Machines Databasze Writer stopped.
/24/2008 9:14:35 AM Local Machines Database Writer started.
1,/24/2008 9:14:35 AM Local Machines Scanning stopped.

Use the Number of Days Until Auto Purge field to specify a number of days after which messages
will be deleted automatically by the Database Maintenance agent. For information on scheduling
the Database Maintenance agent, see “Generating Diagnosis Reports” on page 181.
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These messages are stored in the cAsset database and can accumulate quickly. It is
important to use the Clear All Messages link or the Number of Days Until Auto Purge
field to maintain the size of the stored data.

You can use the cSupport Event Log and Microsoft® Windows Event Viewer to view application
errors and log entries regarding the c.Support Agent Manager. It's important to check the size of
the Microsoft Windows Event Viewer and increase it if necessary.

To access the Microsoft Windows Event Viewer, on the Windows Desktop, go to Start | Programs |
Administrative Tools | Event Viewer | cSupport. Right-click on cSupport in the left pane and select
Properties. In the cSupport Properties dialog, make adjustments in the fields in the Log Size

section.

Creating Asset Records Automatically Based on Inventory Scans

Assets can be created automatically for machines that are involved in inventory scans but not
associated with an existing record. To do this, you’ll need to do the following:

1 Create or find an asset record to be used as a template for creating records. The asset type in
the template record will determine the fields that will appear on the automatically-created
record; for example, if the Owner field is not set up for the asset type, it will not appear in the
auto-created record. The fields are populated as shown below.

Field Populated With

Asset Name The machine name in the inventory scan. If an asset name already
exists with the machine name, a numeric value will be appended to it.

Asset Type The contents of the Asset Type field in the asset record used as a
template

Owner The contents of the Owner field in the Asset record used as a template

Model Determined from inventory scan results

Manufacturer Determined from inventory scan results

Tag Number Blank

Serial Number

Blank unless determined from inventory scan results. You can populate
this field with the operating system serial number by selecting the
Populate Asset Serial Number Field with OS Serial Number option on
the Asset tab in the Agents screen.

Location

The contents of the Location field in the Asset record used as a
template

Purchase and
Maintenance
Expiration Dates

Blank
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Field Populated With

Comments Blank

Custom Fields The contents of the custom fields in the Asset record used as a
template

Attachments Blank

Dynamic Scans Blank

Inventory Scan The inventory scan for the machine that did not have an associated

Association asset record

To distinguish automatically-created asset records after the records are created, you can create
a global custom Asset field with “Auto-created” in the label; after the records are created, you
can create a Desktop custom view containing that field.

2 Enable the Auto Asset Create from Inventory Scan agent, which will run every hour based on
the time at which the c.Support Agent Manager service is started.

You can also execute the Auto Asset Create from Inventory Scan agent immediately via the
Advanced tab in the Agent screen. A dialog will appear for selecting the Asset record to be
used as a template for automatically creating records; this is a good method to use for control
in building asset records for your inventory.
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Importing and Synchronizing Asset Data

The Asset Integration feature enables you to import asset data from one or more Microsoft SQL
Server source databases into iSupport Asset’s Asset database, and synchronize with those source
databases on an interval basis. You'll enter a connection string and SQL query, and then click the
Test Query button to display columns in the source database on the Field Mappings tab for specific
field mapping options. You can schedule synchronization to occur on an interval basis.

Select Asset Management | Integration on the Configuration menu to create an integration
definition. Use the Basics tab to specify the connection string, SQL query, authentication
information, and synchronization interval.

Configuration > Asset Management > Integration > Integration Definition
Basics Field Mappings Synchronization
Microsoft SQL Server Source Mame: Aszet Integration Definition
Connection String: Server=ce1.Ibl.com; datatﬁe:acﬂ-.-e_aaaetal trusted_connection=yes
S0L Query: Select * from rdbassetsource
Authentication: O Windows Authentication (&) 5QL Server Authentication [ Test Query ]
Username: LBLwAdmin
Passward: sasanses
Active: | Yes | Asset Synchronization Interval: 15 minutes |V
[ Save ] [ Sync ] [ Cancel ]
Field Description

Microsoft SQL Server
Source Name

Enter a name for the SQL Server source definition. This name wiill
appear in the list of integration definitions and in the Source field in
the associated Asset record.

Connection String

Enter the connection string for accessing the source database.

SQL Query

Enter the SQL query string for accessing the asset-specific SQL columns
in the source database. Click the Test Query button to populate the
SQL Columns field on the Field Mappings tab.

Authentication

Select the type of authentication to be used to access the source SQL
Server database: Windows Authentication or SQL Server

Username Ardl ! Sl

p q Authentication. If using SQL Server authentication, enter the user
asswor name and password for accessing the server.

Active Select Yes to enable the Asset Synchronization agent that updates the

records in the iSupport Asset database with the information in the SQL
source database.

Asset Synchronization
Interval

Select the number of minutes in the interval for the synchronization to
be performed.

166

iSupport Asset Administrator's Guide



Specifying Field Mappings

When the query connection is successful, use the Field Mappings tab to specify options for
mapping the fields in the source database to the fields in the iSupport Asset database.

Configuration > Asset Management > Integration > Integration Definition _L?EJ
Easics Field Mappings Synchronizakion
Refresh Columns
Asset Mame Column From Source Database: nare b
Abtempt Asset Tvpe Mapping: On
—
Ascet Type Column fram Source Database: bype el
Attempk Asset Cwner Mapping: On
—
Ownier First Mame Colurn from Source Database: | owner_first Al
Owner Last Marne Column From Source Database: | owner_lask b
Cwynier Ernail Calumn from Source Database: owner_email w
Create Mew Customer Praofile if Mapping Fails: an
—
Standard Fields Cuskom Fields
S0L Columnns isuppart Columns Mapping
id A |DT_PURCHASE manufacturer - = MFiz
name DT_WaR_EMND radel - = MODEL
bype OT_MAINT_EMD lacation - LOCATION
purchase_date SYMC_KEY =3 |tag_number -= TaG_MUMBER
warranky_date setial_number - = SERIAL_MUMBER
maintenance_date
E £
owner_Firsk -
owner_lask
owner_email b
[ Save ] [ Sync ] [ Cancel ]
Field Description

Asset Name Column Select the asset name column in the SQL database that contains the
from Source Database | data to be synchronized.

Attempt Asset Type m Select On to specify the asset type column in the source database for
Mapping mapping to the iSupport asset type column. If a value in the source
database does not match the corresponding value a predefined
type, a new type will be assigned.

m Select Off to assign the predefined iSupport asset type in the Default
Asset Type field to all synchronized records.

Asset Type If On was selected in the Attempt Asset Type Mapping field, select the
Column from column to be used for mapping the asset type in the source database.
Source Database
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Field

Description

Default Asset Type

If Off was selected in the Attempt Asset Type Mapping field, select the
predefined iSupport asset type to assign to all synchronized asset
records.

Attempt Asset Owner
Mapping

m Select On to specify the names of the asset owner First Name, Last
Name, and Email columns in the source database and search for a
matching asset owner in iSupport Asset Customer Profiles.

If a value in the source database does not match, a new Customer
Profile record will be created if Yes is selected in the Create New
Customer Profile if Mapping Fails field. If No is selected in that field,
the customer in the Default Owner field will be assigned.

m Select Off to assign the customer in the Default Owner field as the
asset owner of all synchronized records.

Owner First Name
Column from
Source Database

If On was selected in the Attempt Asset Owner Mapping field, select
the owner first name column in the source database to be used in the
search for a matching asset owner in iSupport Asset Customer Profiles.

Owner Last Name
Column from
Source Database

If On was selected in the Attempt Asset Owner Mapping field, select
the owner last name column in the source database to be used in the
search for a matching asset owner in iSupport Asset Customer Profiles.

Owner Email
Column from
Source Database

If On was selected in the Attempt Asset Owner Mapping field, select
the owner email column in the source database to be used in the
search for a matching asset owner in iSupport Asset Customer Profiles.

Create New
Customer Profile
if Mapping Fails

m Select On to create a new Customer Profile record if a value in the
source database does not match.

m Select Off to assign the customer in the Default Owner field as the
asset owner of all imported records.

Default Owner

If no owner mapping was attempted or Off was selected in the Create
New Customer Profile if Mapping Fails field, select the customer to
assign as the asset owner for all imported records.

When you make an entry
the Test Query button or

in the Connection String and SQL Query fields on the Basics tab and click
Refresh Columns link, the SQL Columns section will be populated with

the names of the columns in the source database. The iSupport Columns field contains the

columns in the iSupport’s

Asset database.

Standard Fields Custom Fields
SQL Columns c.Support Columns Mapping
id A |DT_PURCHASE manufacturer -= MFG
name DT_WAR_END model -= MCODEL
type DT_MAINT_END location -= LOCATION
purchaze_date SYNC_KEY tag_number -= TAG_NUMEER
warranty_date zerial_number -= SERIAL_NUMEER
maintenance_date =
owner_first -
owner_last
awner_email b
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Do the following:

m  To map a field, select a field in the SQL Columns field and the corresponding field in the
iSupport Asset Columns field. Then click the button. The associated fields display under
Mapping.

m  To remove an entry from the Mapping section, select the entry and click the button.

Use the Custom Fields tab to map fields in the source database to the custom fields set up for both
asset types and the Asset entry screen.

Click Save to save your selections. The synchronization will occur when the Sync button is clicked
and/or on the interval set in the Asset Synchronization Interval field on the Basics tab.

Selecting Fields for Asset Synchronization

You can synchronize iSupport’s Asset database with fields in a Microsoft SQL Server source
database. Use the Synchronization tab to select the mapped fields to be evaluated when the
synchronization occurs. If a matching field exists in the source database, the record will be
updated in iSupport’s Asset database.

Configuration > Asset Management > Integration = Integration Definition ?IJ

Basics Field Mappings Synchronization

Select the mapped fields ko be evaluaked when the synchronization occurs, IF a selected matching figld exists in the source database, the
record will be updated in iSupport's asset database, IF no selected matching fields exist, a new record will be created,

Mame Model
Tvpe Location
L owrer Tag Mumber

[ marufactorer [ Serial Number

[ Save ] [ YT ] [ Cancel
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7 Generating SQL Reports

If Report Viewer permission is enabled in your Support Representative Profile record in iSupport
Asset, you can view SQL reports on the Desktop via the Reports tab or a Report Viewer frame.

ET " 5 ) - e e G|
Dashboard Customers Companies Assets License Profile Reports || Configuration || +

iSupport Reports

T e todmeavate | pccrpon

88 | 3 | Assets 1/28/2010 11:49:46 AM
88 | C3 | Data Sources 12/12/2008 11:20:57 AM
83 | [ | tnventory Scan Results 1/28/2010 11:49:40 AM

Viewing a Report

To display a report, click on its title. The report appears in a Report Viewer with paging, zoom,
search, and print options. Note that due to a limitation in Microsoft's RSClientPrint control,
iSupport Asset's SQL Report Viewer functionality is only supported with Microsoft® Internet
Explorer®. Mozilla® Firefox®, GoogleTM Chrome, and Apple® Safari® can be used to view a
report, but certain reporting features are not supported with those browsers. You can export a
report in one of the following formats: XML file with report data, CSV (comma delimited), TIFF,
Acrobat (PDF), Web archive, and Excel.

Access to SQL-based iSupport Asset reports and report folders can be restricted via group access
permissions; if the Manage Folders and Reports permission is enabled in your Support
Representative Profile record, the Group Access H icon will appear next to the folders and
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reports on the Reports tab. Click the icon to display the following dialog for selecting the support
representative groups that can access the report or folder.

iSupport Reports/Assets - Access Management: Assets by Maintenance Renewal Date

Restricted to the following groups:
Add Remove

.

|:| Applications Support Representative

|:| Development Support Representative

Creating an Ad Hoc Report

iSupport Asset includes report models of iSupport Asset database data built with Microsoft Report
Designer. If you have a version of Microsoft SQL Server 2005 other than Express Edition, you can
create reports based on these models using Microsoft Report Builder and Microsoft Report
Designer. If you have iSupport Asset’s Ad Hoc Reports permission, you can access Microsoft Report
Builder via the iSupport Asset Reports tab to create ad hoc reports using a simple drag and drop
interface. You can view SQL reports via the Reports tab on the Desktop if the report is saved in the
cSupport/Reports folder (or any subfolder underneath it) on your report server. More information
on this feature is available by selecting Ad Hoc Reports | Documentation on the Desktop Reports
tab.
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8 Performing Miscellaneous Administrative

Tasks

This chapter includes information on the following miscellaneous administrative tasks:

Managing access to images. See “Managing Access to Images” on page 173.

Scheduling and running agents, which perform tasks in the background such as sending
notifications. See “Scheduling and Running Agents” on page 176.

Generating configuration diagnosis reports. See “Generating Diagnosis Reports” on page 181.

Viewing the event log, which reflects the date and time that iSupport Asset agents run. See
“Viewing the Event Log” on page 182.

Enabling email to be sent when errors occur for certain types of functionality. See “Setting Up
Log Entry Notifications” on page 186.

Backing up the cSupport database. See “Backing Up iSupport Asset Databases” on page 189.

Changing the symbol for currency custom fields. See “Changing the Currency Custom Field
Symbol” on page 193.

Integrating with Microsoft Active Directory®, LDAP, Microsoft® Business Solutions Customer
Relationship Management (CRM), Domino Directory, and/or a Microsoft® SQL Server database
as a source of customer information. See “Integrating with Active Directory®"” on page 193,
“Integrating with LDAP" on page 200, “Integrating with Microsoft® CRM” on page 208,
“Integrating with Domino Directory” on page 206, and “Integrating With Other Remote
Databases” on page 210 for more information.

Setting Up Microsoft® Windows-based authentication. This enables support representatives to
bypass the Login prompt for the Desktop. See “Setting Up Microsoft Windows-Based
Authentication” on page 215.

Managing Access to Images

In iSupport entry fields with a toolbar, you can use the Image Upload ,gﬂ icon to upload saved
screenshots and other images up to 2 MB. Images are saved in the Images folder in the database
and associated with folders on which group access restrictions can be enabled. Note that images in
inbound email are still stored as attachments.
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Use the Administration | Image Management option in the Configuration module to delete and
restrict access to folders and images uploaded via the Image Manager.

Configuration = Administration = Image Management

Add Folder | Insert Image | Edit Folder: Images
= | Images Available to EUID:  Yes
----- LAl AccountingApplicationErrors Restricted to the following groups:
jfj Barry_\White Mame Description
- |z8l Error.gif

To only enable certain support representative groups to access the Images folder and/or one or
more folders below it, select the folder and click the Edit link. The following appears; click the Add
link to select the group(s) that can upload to or access the files in the selected folder. Use the
Available to End Users (Customers) checkbox to enable customers to view the images in that folder
that are included in iSupport records such as incidents, problems, changes, knowledge entries, etc.

Configuration > Administration = Image Management

Image Folder: AccountingApplicationErrors
Restrict access to the following groups:

Add Remove

] == ==

Available to End Users {Customers)

[ Save ] [ Cancel ]

174 iSupport Asset Administrator's Guide



After selecting the support representative groups that can access the images in the selected folder
and clicking Add, the groups appear as shown below. Click Save.

Configuration = Administration > Image Management

Image Folder: AccountingApplicationErrors

Restrict access to the following groups:

Add Remove
O —
[] Administrators Administrators group created during application install.
[] Applications Applications Group
[] Development Development Group
[] Metwork Metwork Group

Available to End Users (Customers)

[ Save ] [ Cancel

The groups appear in the Image Management screen as shown below.

Configuration = Administration > Image Management

Edit Delete Faolder: AccountingApplicationErrars
=-C3 Images Available to EUD:  Yes

S | A -countingApplicationErrors

------ A MailApplicationErrors

Resfricted to the following groups:

e @ Error.gif Marne Description
Administrators Administrators group created during application
install.
Applications Applications Group
Development Development Group
Metwark Metwark Group
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Scheduling and Running Agents

Agents perform tasks in the background that are an integral part of iSupport Asset functionality.
To verify that an agent has run, select Administration | Event Log on the Configuration menu.

Agent intervals start at the time the c.Support Agent Manager service last ran; therefore, if you
wish for an interval-based agent to run at a certain time, stop and start the c.Support Agent
Manager service at that time. For example, if you set an interval for an agent to 24 hours and wish
to have the agent run at 2 a.m., stop and start the c.Support Agent Manager service at 2 a.m.

Using Global Agents

Use the Global tab to disable or specify the interval for the Notification, Alert, and Database
Maintenance agents. You can click the Run Now button to execute an agent immediately.

Configuration > Administration > Agents

Global Azzet Directory Integration

Alert Agent
This agent evaluates alerts and activates them as necessary.

Interval: |5 minutes |w Run Mow |

Database Maintenance Agent
This agent maintains data resulting from incomplete saves, deleted records, etc.

Time Agent Should Run Each Day: 11:30 PN w Run Mow |

Field

Description

Alert Agent Interval

Alerts are configured to send an email or page, and/or appear at the
top of the Desktop tabs, when a view field reaches a certain threshold.
Select the number of minutes or hours in the interval for the Alert
agent to run and evaluate configured alerts, or select Daily to run the
agent every day at a specified start time.

Time the Database
Maintenance Agent
Should Run Each Day

The Database Maintenance agent maintains data resulting from
incomplete saves, deleted records, etc. Select the time at which the
Database Maintenance agent should run each day.
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Using Asset Agents

Use the following screen to enable or disable agents, or specify the interval for Asset Reminder,
Inventory Scan, Auto Asset Create, Asset Import, and License Management agents. You can click
the Run Now button to execute an agent immediately.

Global Asset

Enable: Yas

Configuration = Administration = Agents

Asset Reminder Agent

This agent sends notifications to the individuals spedfied in the Asset Configuration screen, based on the
spedfied number of days prior to the warranty or maintenance expiration date.

Enable: | Yes | Time Agent Should Run Each Day: [ 12:00 AM |» Run Now

Asset Inventory Scan Agent
This agent checks inventory scan definitions and initiates scans as scheduled.

Auto Asset Create from Inventory Scan Agent
This agent creates an Asset record for each inventory scan that is not assocdated with an asset.

Enable: L Yes J L Run Mow _J

Directory Integration

Populate Asset Serial Mumber Figld with G5 Serial Mumber: Yes

i
Default Asset Record Template for Automatic Asset Creation: Web Server .

License Management Agent

Thiz agent scangs all inventory scans and searches for the software titles specified in Software License
Praofile records. It compares the actual quantities found against the condition spedified in the profiles, flags
the profiles that meet the condition, and updates the profiles with the actual counts,

Enable: | Yes | Time Agent Should Run Each Day: | 12:00 AM w Run Mow

Field Description
Asset Reminder The Asset Reminder agent searches for warranty and maintenance
Agent expiration dates. If it is the specified number of days before the

Time the Asset
Reminder Agent
Should Run Each Day

warranty or maintenance expiration date, it will send an email
reminder to the individuals specified in the Asset record.

Select Yes to enable the Asset Reminder agent. After selecting Yes,
select the time at which the Asset Reminder agent should run each day
in the Time the Asset Reminder Agent Should Run Each Day field.

Asset Inventory Scan
Agent

Select Yes to enable the Asset Inventory Scan agent that checks
inventory scan definitions and initiates scans according to schedule.
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Field

Description

Auto Asset Create
from Inventory Scan
Agent

Select Yes to enable the Auto Asset Create from Inventory Scan agent
that creates asset records for each machine involved in an inventory
scan that does not have an association with an asset record. The agent
will run every hour based on the time at which the c.Support Agent
Manager service is started. Asset records will be created using the asset
selected in the Auto Asset Create Asset Record Template field as a
template.

Populate Asset Serial
Number Field with OS
Serial Number

Select Yes to populate the Asset Serial Number field with the operating
system serial number when Asset records are created automatically for
machines that are involved in inventory scans but not associated with
an existing record.

Asset Record
Template for
Automatic Asset
Creation

Click this link to select the name of an existing Asset record to use as a
template when the Auto Asset Create from Inventory Scan agent is run.
The record’s asset type will determine the fields that will appear on the
automatically-created record. See “Creating Asset Records
Automatically Based on Inventory Scans” on page 164 for a table listing
how the fields are populated.

License Management
Agent

Time the License
Management Agent
Should Run Each Day

Select Yes to enable the License Management agent that scans all
existing inventory scans and searches for the software titles specified in
Software License Profile records. It compares the actual quantities
found against the condition specified in the profiles, flags the profiles
that meet the condition, and updates the profiles with the actual
counts. Notifications are sent if configured.

After selecting Yes, select the time at which the License Management
agent should run each day in the Time the License Management Agent
Should Run Each Day field.
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Using Directory Integration Agents

Use the Directory Integration tab to enable or disable agents that trigger integration with
customer data sources. You can click the Run Now button to execute an agent immediately.

labal Aszet Directory Integration

Domino Directory Synchronization Agent

This agent performs & scheduled one-way synchronization between a spedfied IBM Lotus®,/DomingTM Directory and the
c.Support customer table,

Interval: | Daily w
Customer Relationship Management Synchronization Agent
This agent updates the records in ¢, Support Customer Profiles with the information in Microsoft® CRM.
val: i Run N
Interval: | 15 minutes |+ | | RUf Now |

Remote Database Synchronization Agent

This agent performs a scheduled one-way synchronization between a spedfied Microsoft SQL Server database and the
c.5upport Customers table,

Interval: | Daily w | Run Now |
Field Description
Domino The Domino Synchronization feature performs a scheduled one-way
Synchronization synchronization between a specified IBM Lotus®/Domino™ Directory
Agent Interval (previously termed “NAB”) and the iSupport Asset customer table. See
“Integrating with Domino Directory” on page 206 for more
information.

Select the number of minutes in the interval for the synchronization to
be performed, or select Daily to run the agent every day at a specified

start time.
CRM Synchronization | The Microsoft® CRM Integration feature enables the CRM
Agent Interval Synchronization agent that updates the records in iSupport Asset

Customer Profiles with the information in Microsoft® CRM. See
“Integrating with Microsoft® CRM" on page 208 for more information.

Select the number of minutes in the interval for the synchronization to
be performed, or select Daily to run the agent every day at a specified
start time.
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Field Description

RDB Synchronization | The Remote Database Integration feature enables the agent that
Agent Interval performs a scheduled one-way synchronization between a specified
Microsoft SQL Server database and the iSupport Asset Customers table.
The synchronization will be performed according to the mapping
specified on the Other RDB tab in the Directory Integration screen; see
“Integrating With Other Remote Databases” on page 210 for more
information.

Select the number of minutes in the interval for the synchronization to
be performed, or select Daily to run the agent every day at a specified
start time.
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Generating Diagnosis Reports

Use the Diagnosis Report feature to compile a printable summary of configuration settings and
information on the server on which the diagnosis is run. The Configuration Wizard generates a
diagnosis report when the Finish button is clicked.

To generate a Diagnosis Report, select Administration | Diagnostics on the Configuration menu.
Then click the Create link. Complete the following fields and then click the Create button.

Configuration > Administration > Diagnostics
Report Title: [an configuration Report 4
Check Spelling
Report Documents current configuration settings for backup purposes
Coamments:
Create | [ Cancel
Field Description
Report Title Enter a title to be included in the Report Title field in the Report
Information section at the top of the report.
Report Comments Enter text to be included in the Comments field in the Report
Information section at the top of the report.

The diagnosis report appears as shown in the partial example below:

Configuration > Administration > Diagnostics

&Diagnosis Report Print Email Delete Close Report

Report Information

Repaort Title:  Manthly Configuration Report

Created By:  Barry White

Created: 11/24/2008 1:53:20 PM

Comments; Documents current configuration settings for backup purposes

Server Information

Server Name CED0C

Cperating System Microsoft Windows NT 5.2.3790 Service Fack 2

Framework Version: 2.0.50727.1433

AZFPMET User Mame: c.Support

SOL Server Version: Microsoft SQL Server 2005 - 9.00.3042.00 (Intel X86) Feb 9 2007 22:47:07 Copyright

on Windows NT 5.2 (Build 3790: Service Pack 2]
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Viewing the Event Log

In the Configuration module, you can view Event Log entries that reflect application errors and
messages and the date and time that iSupport Asset agents run. To view the Event log, select
Administration | Event Log.

Configuration = Administration > Event Log

Refresh Page
Event Log Type: (&) Database O Windows Number of Days Until Autc Purge:

345678951011 12 13 14 15...

M_@@ Entry

Ewecution coamplete - Schedulingfgent. Execution

time: 0.002 seconds. Additional Information
Semimimodidididciiimdomiiidodiomdodiocodoidocordodicocicodidoscodisodododo:

| I D P TimeStamp: 8/20/2008 11:08:04 AM OS Platform:
i Sgrvice Win32ZNT OS Version: 5.2.3790.131072 CLR Version:

2.0.50727.1433 MachineName: CSDOC
WindowsIdentity: CSDOC\c.SupportSvc

e e

Informational messages and warnings from the iSupport Asset services and Desktop are logged by
default to a database table. You can specify logging to occur in the Windows Event Log instead by
changing variables in the Logging Management section in the web.config file; see “Specifying
Logging Locations” on page 185 for more information.

Use the Event Log Type field to display entries in the database table or entries in the Windows
Event Log. If using database logging, you can use the Number of Days Until Auto Purge field to
specify a number of days after which entries will be deleted automatically by the Database
Maintenance agent.

In the event the database logging provider fails to write an event to the database, the event and
an additional event for the failure will be written to the iSupport Asset Windows Event Log. If that
fails, it will write to the Windows Application Log.
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If you click on the date/time link of an entry, the entry will appear in a window for viewing,
printing, or sending in an email.

Entry Brint Email

Time: 3/7/2007 6:47:55 4M ;I
Type: Informational

Source: csurvey Service

Ewvent ID: 1

Message:

Survey agent completed.

Additional Information

B e
TimeStamp: 3/7/2007 6:47:55 AM

0S5 Platform: Win32ZNT

05 Version: 5.2.3790.65536

CLR Version: 2.0.50727.42

MachineMame: LELSOFT

Windowsldentity: LBLSOFT\c.SupportSvc

S S S T T S S S e G RO SR SR SRR S S S S SO S S S S I S e e e e S S e vI

Ok |

Click the Email link to send the entry in an email. Change the To address, From address, or subject
line in the Email Information dialog if applicable. Once you click OK, the email is sent.

Email Information

To: |5uppur‘t@gwi.cnm

Frorm: |hw@|b|s::|ft.c:c|rn

Subject: |Event Log Entry from c.Support

Q1 | Cancel

The Source in the Event Log screen indicates the module in which the entry originated; entries
include Desktop or cSupport Agent Service (which handles all of the iSupport Asset agents).

The Event ID indicates the agent causing the error or informational message. Event IDs and
corresponding agents are listed below:

Event

ID Agent Agent Description

0 Configuration Agent Updates Configuration settings from the iSupport Asset
database.

1 AD Synchronization Agent | Updates the records in iSupport Asset Customer Profiles
with the information in Active Directory®.

3 Auto Asset Create from Creates asset records for each machine involved in an

Inventory Scan Agent inventory scan that does not have an association with an

asset record.
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Event

ID Agent Agent Description
4 Asset Reminder Agent Searches for warranty and maintenance expiration dates;
if it is the specified number of days before the warranty or
maintenance expiration date, sends an email reminder to
the individuals specified in the Asset Configuration screen.
5 Asset Inventory Scan Checks inventory scan definitions and initiates scans
Agent according to schedule.
6 Domino Synchronization Performs a scheduled one-wa¥ synchronization between a
Agent specified IBM Lotus®/Domino™ Directory (previously
termed “NAB") and the iSupport Asset customer table.
9 Database Maintenance Maintains data resulting from incomplete saves, deleted
Agent records, etc.
10 Memory Management Runs once every 24 hours; cleans up unused memory that
Agent is allocated but not properly reclaimed by the OS. This is/
was due to a memory leak in the early 1.1x framework for
service based applications.
11 Microsoft® CRM Updates the records in iSupport Asset Customer Profiles
Synchronization Agent with the information in Microsoft® CRM.
13 Remote Database Performs a scheduled one-way synchronization between a
Synchronization Agent specified Microsoft SQL Server database and the iSupport
Asset Customers table.
18 Asset Import Agent Performs a scheduled one-way synchronization between a
specified Microsoft SQL Server database and the iSupport
Asset Assets table.
19 License Management Checks all existing inventory scans and searches for the
Agent software titles specified in Software License Profile
records. It compares the actual quantities found against
the condition specified in the profiles, flags the profiles
that do not meet the condition, and updates the profiles
with the actual counts. Notifications are sent if
configured.
20 LdapSyncAgent Updates the records in iSupport Asset Customer Profiles
with the information in an LDAP source.
21 Alert Agent Evaluates alerts and activates them as necessary. Alerts are
configured to send an email or page, and/or appear at the
top of the Desktop tabs, when a view field reaches a
certain threshold.
100 Service Events Occurs when the agent manager service starts.
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Specifying Logging Locations

Informational messages, errors, and warnings from the iSupport Asset services and Desktop
databases are logged by default to a database table instead of the Windows Event Log. You can
disable logging or specify logging to occur in the Windows Event Log by changing variables in the
LoggingManagement section in the web.config file in the directories in which the Desktop
functionality is installed (RepClient by default).

<loggingManagement >

zmodule name="csupportbesktop” mode="on">

<pubTisher mode="on" assembTy="Gwi.cSupport"

type="Gwli.LoggingManagement. batabaseLoggingPublisher” supportedioglevels="*"
applicationname="csupport Desktop”/ >

<publisher mode="off" assembly="GwICommon"
type="Gwi.LoggingManagement . windowsEventLogPublisher” supportedioglevels="*"
applicationnames= ‘csupport bDesktop” Toguame="csupport”/>

<publisher mode="off" assembly="Gwi.cSupport"

type="Gwi.LoggingManagement. EmailrPublisner” emailsubject="<.Support Desktop"
includeserverdameIinsubject="true" includeFirstLineInsubject="trua"
supportedLogLevels="Error" emailToAddress="example@example. com"
emailrPriority="high" />

<pubTisher mode="off" assembly="GwICommon"

type="Gwi.LoggingManagement. TwitterPublisher"” supportedLoglevels="*" userMame=""
password="" fargetUsernames="" />

< modul e

<module name="csupportservice” mode="on"=>

<pubTisher mode="on" assembTy="Gwi.cSupport”

type="Gwl.LoggingManagement. batabaseLoggingPublisher” supportedioglevels="%"
applicationnames "CSUppOrt Agent Service’ />

<publisher mode="off" assembly="GwICommon"

type="Gwi.LoggingManagement. windowsEventLogPublisher” supportediogLevels="%"
applicationNames csupport Agent service” loghame="csupport”/

<pubTisher mode="off" assembly="Gwi.cSupport"
type=”Gwi.Luggingmanagement.Emaﬁ1Pub1is er" emailsubject="c.support sService"
includeserverdameInsubject="true" includeFirstLineInsubject="true"
supportedLogLevels="Errar" emailToAddress="example@example.com"
emailPriority="high" />

<pubTisher mode="off" assembly="GwICommon"

Type="Gwi.LoggingManagement. TwitterPublisher” supportedLogLevels="*" userMame=
password="" fargetUsernames="" />

< /modulex

</loggingManagement »

The LoggingManagement section in the web.config file contains logging settings for the
following:

m  The cSupportDesktop module statement logs messages for functionality such as sending
correspondence. The statement starts with:
<module name="cSupportDesktop" mode="on">

m  The cSupportService module statement logs messages for agent-controlled functionality such
as notifications, escalation, asset inventory scans, archiving, and directory integration. This
statement starts with:
<module name="cSupportService" mode="on">

In each section, you can change variables to enable or disable logging to the SQL database on
which iSupport Asset is installed and the Windows Event Viewer, and specify the types of messages
that are logged.

The following statement controls logging to the database:

Chapter 8 Performing Miscellaneous Administrative Tasks 185



<publisher mode="on" assembly="Gwi.cSupport"
type="Gwi.LoggingManagement.DatabaseLoggingPublisher" supportedLoglLevels="*"
applicationName="cSupport Desktop"/>

The following statement controls logging to the Windows Event Viewer:

<publisher mode="off" assembly="GWICommon"
type="Gwi.LoggingManagement.WindowsEventLogPublisher" supportedLogLevels="*"
applicationName="cSupport Desktop" logName="cSupport"/>

To change the settings:

m publisher mode= "(off/on)" disables/enables logging to the location specified in the type=
variable

m supportedLoglevels = "*" logs information, error, and warning messages. You can replace the
asterisk with one or more of the following:

m error to log errors

m warning to log warnings

m information to log information messages
m debug to log debug messages

See the next section for information on configuring an email to be sent when informational
messages, errors, and/or warnings from the iSupport Asset services and Desktop are logged.

In the event the database logging provider fails to write an event to the database, an
entry for the event and an additional entry for the failure event will be written to the
iSupport Asset Windows Event Log. If that fails, it will write to the Windows Application
Log.

It's important to check the size of the Microsoft Windows Event Viewer and increase it if
necessary. If an error appears on the server indicating that the event log is full, go the Microsoft
Windows Event Viewer, right-click on cSupport, and select Properties. In the cSupport Properties
dialog, make adjustments in the fields in the Log Size section and specify the action to take when
the maximum log size is reached.

Setting Up Log Entry Notifications

You can configure an email to be sent when informational messages, errors, and/or warnings from
the iSupport Asset services and Desktop are logged. (For example, you could enable an email to be
sent whenever an error occurs during an asset inventory scan.) The message will be included in the
body of the email.

To configure the email to be sent, you'll need to change variables in the Logging Management
section in the web.config file in the directory in which the Desktop functionality is installed
(RepClient by default).
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Make changes in the applicable module section:

m  The cSupportDesktop module statement logs messages for functionality such as sending
correspondence. The statement starts with:
<module name="cSupportDesktop" mode="on">

m  The cSupportService module statement logs messages for agent-controlled functionality such
as notifications, escalation, asset inventory scans, archiving, and directory integration. This
statement starts with:
<module name="cSupportService" mode="on">

Replace the variables in bold below:

<publisher mode="off" assembly="GWICommon"
type="Gwi.LoggingManagement.EmailPublisher"
supportedLoglLevels="Error"
emailFromAddress="example@example.com"
emailToAddress="example@example.com"
emailSubject="Desktop/iSupport Service/iSupport cSurvey Service"
includeServerNamelnSubject="true" includeFirstLinelnSubject="true"
emailPriority="High" smtpServer="localhost" />

m Change the mode = "off" to mode = "on" variable to enable log entry notifications for the
applicable module.

m  The emailSubject, includeServerNamelnSubject, and includeFirstLinelnSubject variables affect
the subject line of the email. By default all are enabled, separated by colons - the server is
listed first, then the emailSubject variable, and then the first line of the log entry. An example
is shown below:

LBL-00: Desktop: System.Web.Ul.ViewStateException Occurred

m Change the emailSubject="Desktop/iSupport Service/iSupport cSurvey Service" variable if
you wish to enter custom text for the subject line.

m Change the includeServerNamelnSubject="true" variable to "false" if you wish to omit the
server name from the subject line of the email.

m Change the includeFirstLinelnSubject="true" variable to "false" if you wish to omit the first
line of the log entry from the subject line of the email.

m  Change the supportedLoglLevels = "*" statement to reflect whether to send an email when
informational messages, errors, and/or warnings occur. You can replace the asterisk with one
or more of the following; separate each with a semicolon.

m error to log errors
m warning to log warnings

m information to log information messages
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m  Enter applicable email addresses for the emailFromAddress and emailToAddress variables. You
can include multiple email addresses; separate each with a comma.

m  Change emailPriority="High" to reflect the priority at which the email should be sent.

m If using a server that is different from the local server on which iSupport Asset is installed for
outbound mail, change the smtpServer variable from "localhost" to the name of the server to
be used for outbound mail sent by iSupport Asset.

Troubleshooting

If entries are not included in the log or email is not sent, exception messages (including the
original message) are written to the Application log in the Microsoft® Windows Event Viewer. On
the server, check the Microsoft Windows Event Viewer by selecting Start | Programs |
Administrative Tools | Event Viewer | Application.

Sending Error Messages to a Twitter Account

You can send error messages from iSupport Asset to a Twitter account by adding statements to the
web.config file. Messages will be truncated to 140 characters.

In the loggingManagement section in the web.config file for the Rep client, set the following
properties in the added statements:

m supportedLoglevels: valid values are * (log all), Informational, Warning, and Error. Use a
semicolon to combine two values (example: Error;Warning).

m userName: the Twitter account user name to be used for iSupport Asset login.

m password: the password for the userName account.

m targetUserName: the Twitter account user name to which messages should be sent.
Example:

<LoggingManagement>

<module name="cSupportDesktop" mode="on">

<publisher mode="on" assembly="Gwi.Logging.Twitter" type="Gwi.Logging.Twitter.Publisher"
supportedLoglLevels="*" userName="cSupportAccount” password="cSupportAccountPassword"
targetUserName="JoeAdmin" />

</module>

</loggingManagement>

Setting Global Search Timeout Values

Use the Search dropdown on the Desktop to perform a literal search for a character string within
all iSupport Asset data. The 10 most recent records will be returned. If only one record matches
the search, the record will open automatically when selected.
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If a potential search set is too large, performing a global search will result in a timeout; therefore,
you can configure timeout values for each entity that is included in the global search. These values
can be set through the web.config file in the RepClient folder; to increase the search timeout for
individual entities in the global search specified in seconds, add the following to <sectionGroup
name="applicationSettings".../>.

Note that valid values are positive integers, default value = 30, and setting the value to 0 will
cause the corresponding entity to be excluded from the search.

<section name="Gwi.cSupport.Properties.Settings"
type="System.Configuration.ClientSettingsSection, System, Version=2.0.0.0, Culture=neutral,
PublicKeyToken=b77a5c561934e089" requirePermission="false" />

<Gwi.cSupport.Properties.Settings>
<setting name="Gwi_cSupport_GlobalSearch_CustomerTimeout" serializeAs="String">
<value>30</value>
</setting>
<setting name="Gwi_cSupport_GlobalSearch_AssetTimeout" serializeAs="String">
<value>30</value>
</setting>
<setting name="Gwi_cSupport_GlobalSearch_CompanyTimeout" serializeAs="String">
<value>30</value>
</setting>

</Gwi.cSupport.Properties.Settings>

Backing Up iSupport Asset Databases

In order for you to update iSupport Asset or recover data in case of loss, you'll need to back up:

m  The cSupport, cAsset, and cSupportReporting databases and transaction logs in the SQL data
directory (\ProgramFiles\Microsoft SQLServer\MSSQL\Data) or the same named databases via
SQL or equivalent database backup utility

m  The Web.config file in the directories in which the Desktop functionality is installed (RepClient
by default)

m  File of words to be ignored during spell-check in <Desktop install
directory>\Configuration\data\en-US-CustomDictionary.txt

These steps cover the cSupport database backup; to back up the other databases, substitute the
other database names in the commands.

To perform the backup operation:

m If you have Microsoft® SQL Server 2005, (not shipped with iSupport Asset), you can use
Microsoft® SQL Server Management Studio.

m If you have SQL Server 2005 Express Edition (shipped with iSupport Asset), you'll need to use
0SQL, a Microsoft Win32® command prompt utility. This section contains commands for using
OSsqQL.
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For additional parameters and more information on backing up and restoring SQL
Server databases, go to www.microsoft.com.

There are two methods for backing up the cSupport database. Method A is simpler, but you have
to stop the SQL Server application; Method B contains more steps but does not require you to stop
and start the SQL Server application.

Method A - Backing Up Including Stopping/Starting MSSQL

1 Create a folder for the backup file; for example, c:\Program Files\Microsoft SQL
Server\MSSQL\data\cSupportBackup.

2 Right-click on the SQL Server ﬁ) icon in the lower right corner of the desktop. Select
MSSQLSERVER - Stop. Wait a few moments for the server to complete this function.

3 Using Windows Explorer, copy the cSupport.mdf, cSupport_log.ldf, and the rest of the iSupport
Asset databases and log files in the \Program Files\Microsoft SQL Server\MSSQL\data\ directory
to the backup directory you created in step 1. The date and timestamp should be the same on
both the current and backup copies.

4 Right-click on the SQL Server '%' icon in the lower right corner of the desktop. Select
MSSQLSERVER - Start.

Method B - Backing Up Without Stopping/Starting MSSQL

You cannot overwrite a file using this method; if a backup file already exists in the
backup directory, you must either rename or delete it.

1 Create a folder for the backup file; for example, c:\Program Files\Microsoft SQL
Server\MSSQL\data\cSupportBackup.

2 On the server on which iSupport Asset is installed, select Start | Run. In the Run dialog, enter
cmd and click OK.

3 At the :\> prompt, enter the following:
0OSQL -U username -P password

where username and password is the login for accessing your SQL Server application.

4 At the 1> prompt, enter the following.
BACKUP DATABASE cSupport TO DISK = 'backup folder server and location\backup file name'

Example: BACKUP DATABASE cSupport TO DISK = 'c:\Program Files\Microsoft SQL
Server\MSSQL\data\cSupportBackup\cSupport.bak’
(Backup file names typically include a .bak extension; for example, cSupport.bak.)

190 iSupport Asset Administrator's Guide



Repeat this command for the cAsset and cSupportReporting databases.

5 At the 2> prompt, enter the following:
BACKUP LOG cSupport TO DISK = 'backup folder server and location\backup log file name'

Example: BACKUP LOG cSupport TO DISK = ‘c:\Program Files\Microsoft SQL
Server\MSSQL\data\cSupportBackup\cSupport_Log.bak"

Repeat this command for the cAsset and cSupportReporting database log files.

6 At the 3> prompt, enter the following:
GO

7 "BACKUP successfully processed" messages display. At the >1 prompt, enter EXIT.
8 Using Explorer, verify that the backup files exist.

The database backup file size may be smaller than the current database file because the
backup contains only the actual data in the database and not empty space.

Restoring iSupport Asset Databases

Restoring a database enables you to utilize a full backup file to recreate an iSupport database. The
restored database will be a copy as it existed when the backup operation completed. There are
two methods for restoring an iSupport database; the appropriate method depends on the method
you chose to back up.

These steps cover the cSupport database restore; to restore the other databases, substitute the
other database names in the commands.

Method A - Restoring Including Stopping/Starting MSSQL

1 Right-click on the SQL Server ﬁj icon in the lower right corner of the desktop. Select
MSSQLSERVER - Stop. Wait a few moments for the server to complete this function.

2 Using Windows Explorer, copy the cSupport.mdf and iSupport Asset.log files from the backup
directory to the \Program Files\Microsoft SQL Server\MSSQL\data\ directory. The date and
timestamp should be the same on both the current and backup copies.

3 Right-click on the SQL Server '% icon in the lower right corner of the desktop. Select
MSSQLSERVER - Start.

Method B - Restoring Without Stopping/Starting MSSQL

Removing the Failed cSupport Database and Log File

1 On the server on which iSupport is installed, select Start | Run. In the Run dialog, enter cmd and
click OK.
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At the :\> prompt, enter the following:
0SQL -U username -P password

where username and password is the login for accessing your SQL Server application.

At the 1> prompt, enter the following:

SP_LOCK

At the 2> prompt, enter the following:

GO

A list of server connections appears as shown below:

1* sp_lock

2 go

spid dhid 0hjld IndId Type Hesource Mode
68 g 5] 8 DB s
69 g 5] 8 DB s
78 g 5] 8 DB g
rat 5 5] a8 DB s
2 5 5] a8 DB s
73 5 5] a8 DB s
74 5 5] a8 DB s
75 5 A A DB 5
1 g 5] 8 DB s
86 i 85575343 B TAB IS
87 5 5] A DB s

For each connection with a type of DB:

a Enter the following at the 1> prompt:
KILL spid
where spid is the number in the spid column.

b When finished entering the KILL spid command for each connection with a type of DB,
enter the following:
GO

At the 1> prompt, enter the following to delete the corrupted database:
DROP DATABASE cSupport

At the 2> prompt, enter the following:
GO

"Deleting database file" messages display.

Restoring the cSupport Database from a Full Backup

1

192

At the 1> prompt, enter the following:
RESTORE DATABASE cSupport FROM DISK = 'backup folder server and location\backup file
name' WITH NORECOVERY

Example: RESTORE DATABASE cSupport FROM DISK = 'c:\Program Files\Microsoft SQL
Server\MSSQL\data\cSupportBackup\cSupport.bak' WITH NORECOVERY
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2 At the 2> prompt, enter the following:
RESTORE LOG cSupport FROM DISK = 'backup folder server and location\backup log file name'
WITH RECOVERY

Example: RESTORE LOG cSupport FROM DISK = 'c:\Program Files\Microsoft SQL
Server\MSSQL\data\cSupportBackup\cSupport_Log.bak' WITH RECOVERY

3 At the 3> prompt, enter the following:
GO

4 At the 1> prompt, enter the following:
EXIT

5 Open the Desktop. The server may need a few minutes to re-establish connections to the
restored database. If you receive an error after signing in, restart the browser and try again.

Changing the Currency Custom Field Symbol

The dollar sign symbol that precedes currency custom fields is controlled by the server’s default
language, but you can override it via a setting in the web.config file (located in the directories in
which the Desktop functionality are installed). The following tag in the web.config file defines
globalization settings:

<globalization requestEncoding="utf-8" responseEncoding="utf-8"/>

You can add a culture/language name setting to this tag to override the currency symbol; in the
example below, culture="en-GB" was added to change the dollar sign symbol to the English
(United Kingdom) pound symbol.

<globalization requestEncoding="utf-8" responseEncoding="utf-8" culture="en-GB"/>

See http://msdn2.microsoft.com/en-us/library/system.globalization.cultureinfo.aspx for more
information on defined culture settings.

v The settings in the web.config file should be updated only as directed (via this guide or
GWI Technical Support); failure to do so may result in data loss or corruption.

Integrating with Active Directory®

The Active Directory® Integration feature enables an agent that, based on the email address,
updates the records in iSupport Asset Customer Profiles with the information in one or more
Active Directory® sources. This synchronizes the data in iSupport Asset Customer Profiles with the
data in Active Directory®. If enabled, the following occurs when the agent runs:

m If there is an entry in Active Directory® that does not exist in Customer Profiles, the entry is
created in Customer Profiles. In order for an entry to be added from Active Directory®, it must
contain a first name, last name, and email address.
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m |f an email address matches an email address in Customer Profiles and the record was directly
entered via Customer Profiles, depending on the configured order of precedence, the
Customer Profiles record is updated with the latest information from Active Directory®. If a
Customer Profile entry has already been synchronized with Active Directory®, the Last
Modified dates are compared and the Customer Profile is updated with the latest information.

m If an entry is deleted in the Active Directory®, the record will be flagged for deletion.

When the feature is enabled, the agent runs immediately and then on an interval basis according
to the schedule set up in the Active Directory screen The Active Directory® Integration feature
does not modify the contents in Active Directory® in any way.

To access the Active Directory tab, select Customer Management | Directory Integration on the
Configuration menu. Use the Create link on the Active Directory tab to create an Active Directory
source definition.

Configuration > Customer Management > Directory Integration

Active Directory LDAP Domino Directory Microsoft CRM Other ROB Adwvanced

The Active Directory Integration feature allows vou to utilize Active Directory as a source for
c.Support's customer information. See help for configuration information.

Create Delete

O Ty

[l LBLSoft LDAP: ffLBL-AD/dc=Ibl,dc=com

[ Save ]

The source definition will enable you to configure a query search root and filter, and the interval
at which the AD Synchronization should run. If utilizing multiple customer data sources, use the
Advanced tab in the Directory Integration screen to select the order of precedence if there are
matching records in different sources.
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Use the following screen to enter a source definition.

Configuration > Customer Management > Directory Integration

Active Directory | LDAP = Domino Directory = Microsoft CRM | Other RDB | Advanced

The Active Directory Integration feature allows you to utilize Active Directory as a source for
c.Support's customer information. See help for configuration informatian.

Synchronize Groups: (3 ves (O No

AD Source Mame: LELSoft
Search Root: LDAP://LEL-AD/dc=Ibl,dc=com
Search Filter: (&

(objectCategory=Person)
(ohjectClass=user)
(givenName=")

(sn=%)

active: @ ves O No AD Synchronization Interval: [ 15 minutes

If anonymous Active Directory connections are not allowed in your environment, use theze
optional fields to enter a username and password for authentication when queries are
performed. If anonymous connections are allowed, leave these fields blank.

U=ername: LEL admin
Paszsword: Reset
Field Description

Synchronize Groups Select Yes to pull groups in Active Directory Customer records into the
Secondary Group field in the associated iSupport Asset Customer Profile
records. To assign a primary group to multiple iSupport Asset Customer
Profile records, select a customer view on the Desktop and then click
the Add to Group icon.

AD Source Name Enter a name for the AD source definition. This name will appear in the
Source field in the associated Customer Profile record.
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Field

Description

Search Root

Use this field to specify the complete search root URL for querying user
information in Active Directory® entries. The search root can point to
anywhere in the Active Directory® hierarchy.

Syntax Examples:

m Searching the first responding global catalog in a domain:
GC://dc=domain,dc=t/d
Example:
GC://dc=gwi,dc=com

m Searching the root of a specific global catalog in a domain:

GC://hostORdomainname:port/dc=domain,dc=tld
Example:
GC://Server1:8989/dc=gwi,dc=com

m Searching an organizational unit of a domain controller in a
domain:

LDAP://hostORdomainname/ou=org unit,dc=domain,dc=t/d
Example:
LDAP://Server1/ou=dev,dc=gwi,dc=com

Searching the root of a specific domain controller in a domain:

LDAP://hostORdomainname/dc=domain,dc=tld
Example:
LDAP://Server1/dc=gwi,dc=com

m Searching the root of a domain controller using a specific port in a
domain:
LDAP://hostORdomainname:port/dc=domain,dc=t/d
Example:
LDAP://Server1:8989/dc=gwi,dc=com
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Field Description

Search Filter Use this field to enter a search filter for returning a specific set of
information to iSupport Asset Customer Profiles. For example, you can
set up a filter to exclude certain users or account names.

This feature utilizes LDAP (Light Weight Directory Access Protocol),
which defines how information can be accessed in directories. Active
Directory® supports the LDAP search filter syntax as specified in RFC
1960. For information on LDAP and search filters, see http://
www.microsoft.com/windows2000/docs/uldap.doc. Examples

m  All users that contain a first and last name:

(&
(objectCategory=Person)
(objectClass=user)
(givenName=%*)

(sn=*)

)

SQL Account:
(&

(objectCategory=Person)
(objectClass=user)
(givenName=%*)

(sn=*)

('name =Tom Jones)
('name=SQL Account)

)
m  All users and contacts that contain a first and last name:

(&
(objectCategory=Person)
(givenName=%*)

(sn=%)

(|

(objectClass=user)
(objectClass=contact)

)
)

m  All users that contain a first and last name excluding Tom Jones and
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Field

Description

m All users and contacts that contain a first and last name, excluding
Tom Jones, Barry White, and SQL Account:
(&

(objectCategory=Person)
(|

(objectClass=user)
(objectClass=contact)

)

(givenName=*)

(sn=%*)

('name =Tom Jones)
('name=SQL Account)
(name =Barry White)

)

m  All users with a valid Microsoft Windows user name
(domainname\username):

(&
(objectCategory=Person)
(objectClass=user)
(givenName=*)

(sn=%*)
(userPrincipalName=*@%*)
(samAccountName=*)

)

Active

Select Yes to enable the Active Directory® Integration agent that
updates the records in iSupport Asset Customer Profiles with the
information in Active Directory®. The agent runs immediately and then
continues to run as scheduled in the AD Synchronization Interval field.

AD Synchronization
Interval

Select the number of minutes in the interval for the synchronization to
be performed.

Username If anonymous Active Directory® connections are not allowed in your
Password environment, use these optional fields to enter a username and
password for authentication when queries are performed. If
anonymous connections are allowed, leave these fields blank.
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Data Map

The Active Directory® Integration feature maps according to the following schema:

iSupport Asset
Customer Field

AD Schema Property

MMC AD Users & Computers

First Name givenName General:First name

Last Name sn General:Last name

Phone telephoneNumber General:Telephone number[0]
Fax facsimileTelephoneNumber | Telephones:Fax[0]
Cellular mobile Telephones:Mobile[0]
Email mail General:Email

Company company Organization:Company
Location physicalDeliveryOfficeName | General:Office
Department department Organization:Department
Group MemberOf Member Of:Member of
Title title Organization:Title
Manager manager Organization:Manager name
Address1 streetAddress[0] Address:Street[0]
Address2 streetAddress[1] Address:Street[1]
Address3 streetAddress[2] Address:Street[2]

City I Address:City

State st Address:State/province
ZIP postalCode Address:Zip/Postal Code
Country co Address:Country/region
Source n/a n/a

SyncKey objectGUID n/a

Created whenCreated Object:Created

Modified whenChanged Object:Modified
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Integrating with LDAP

The LDAP integration feature enables an agent that, based on the email address and first and last
name, updates the records in iSupport Asset Customer Profiles with the information in one or
more LDAP sources such as e-Directory. This synchronizes the data in iSupport Asset Customer
Profiles with the data in the LDAP source. If enabled, the following occurs when the agent runs:

m [f there is an entry in the LDAP source that does not exist in Customer Profiles, the entry is
created in Customer Profiles. In order for an entry to be added from the LDAP source, it must
contain a first name, last name, and email address.

m |f an email address matches an email address in Customer Profiles and the record was directly
entered via Customer Profiles, depending on the configured order of precedence, the
Customer Profiles record is updated with the latest information from the LDAP source. If a
Customer Profile entry has already been synchronized with the LDAP source, the Last Modified
dates are compared and the Customer Profile is updated with the latest information.

m If an entry is deleted in the LDAP source, the record will be flagged for deletion.

If a Customer Profile record has been synchronized with the LDAP source, the
synchronized fields (except for Secondary User Name) cannot be edited in the Customer
Profiles screen. These fields can only be edited via the LDAP source.

When the feature is enabled, the agent runs immediately and then on an interval basis according
to the selection in the LDAP Synchronization field. The the LDAP Integration feature does not
modify the contents in the LDAP source in any way.

Go to the following links for more information:

m  http://www.rfc-archive.org/getrfc.php?rfc=3377 - Top level LDAPv3 Technical specs

m  http://www.rfc-archive.org/getrfc.php?rfc=2254 - Search Filters (with examples)

m  http://www.rfc-archive.org/getrfc.php?rfc=2255 - URL formats (examples for Search Root field)

m  http://www.rfc-archive.org/getrfc.php?rfc=2256 - User Schema (standard available attributes,
useful for mapping)
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To access the LDAP tab, select Customer Management | Directory Integration on the Configuration
menu. Use the Create link on the LDAP tab to create an LDAP source definition.

Ackive Direckory LDAP Darnino

LDAP Source Mame: | LBL Customer

Server: bl saft, com
Search Root: dc=lbl, dc=soft,dc=com
Search Filker: objectclass=person
Il=ze 5L O ves ®no

Refresh atkributes

pisdiEenios Standard Fields

LDAP Attributes

Ackive: '@ Yes O []u]

Configuration = Customer Management > Directory Integration

Direckary Microsaft CRM

Custom Fields

iSupport Colurns

objeckcategory A | |LMAME
objeckclass FRAME
obijectguid PHOME
objectsid EE?LLILAR
operatingswskem LOCATION
operatingswvskemsersy EMALL
oeratingsyskemyersion DEFT
P v | LOGIN

Other RDE Advanced

The LDAP Inteqgration Feature allows wou to utilize LDAP as a source for iSupport's customer informakion.

Mapping

name-= LMNAME

=3

LDAP Synchronization Interval: |15 minukes

If anonymous LDAP connections are not allowed in wour environment, use these optional fields to enter a username and password For
authentication when queries are performed. IF anonwvmous connections are allowed, leave these fields blank.

Username: Adrinistrakor
Password: T YTI I
( Save ] Cancel J
Field Description
LDAP Source Name Enter a name for the LDAP source definition. This name will appear in

the Source field in the associated Customer Profile record.

Server Enter the server on which the source entries are located. Do not include

"LDAP://" before your entry.
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Field

Description

Search Root

Use this field to enter the distinguished name of the location within the
domain controller for querying user information in LDAP source entries.
The search root can point to anywhere in the LDAP source hierarchy.

Syntax Examples:

m Searching the first responding global catalog in a domain:
GC://dc=domain,dc=t/d
Example:
GC://dc=gwi,dc=com

m Searching the root of a specific global catalog in a domain:

GC://hostORdomainname:port/dc=domain,dc=tld
Example:
GC://Server1:8989/dc=gwi,dc=com

m Searching an organizational unit of a domain controller in a
domain:

LDAP://hostORdomainname/ou=org unit,dc=domain,dc=t/d
Example:
LDAP://Server1/ou=dev,dc=gwi,dc=com

Searching the root of a specific domain controller in a domain:

LDAP://hostORdomainname/dc=domain,dc=tld
Example:
LDAP://Server1/dc=gwi,dc=com

m Searching the root of a domain controller using a specific port in a
domain:
LDAP://hostORdomainname:port/dc=domain,dc=t/d
Example:
LDAP://Server1:8989/dc=gwi,dc=com
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Field Description

Search Filter Use this field to enter a search filter for returning a specific set of
information to iSupport Asset Customer Profiles. For example, you can
set up a filter to exclude certain users or account names.

Examples:
m  All users that contain a first and last name:

(&
(objectCategory=Person)
(objectClass=user)
(givenName=%*)

(sn=%)

)

m  All users that contain a first and last name excluding Tom Jones and
SQL Account:

(&

(objectCategory=Person)
(objectClass=user)
(givenName=%*)

(sn=*)

('name =Tom Jones)
('name=SQL Account)

)
m  All users and contacts that contain a first and last name:

(&
(objectCategory=Person)
(givenName=*)

(sn=*)

(|

(objectClass=user)
(objectClass=contact)

)
)
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Field

Description

m  All users and contacts that contain a first and last name, excluding
Tom Jones, Barry White, and SQL Account:
(&
(objectCategory=Person)
(|
(objectClass=user)
(objectClass=contact)

)

(givenName=*)
(sn=%*)

('name =Tom Jones)
('name=SQL Account)
(name =Barry White)

)

Use SSL

SSL is an encryption method that overlays the connection between the
cSupport server and the LDAP source server. Select Yes if SSL encryption
is enabled on the LDAP source server.

Field Mappings

When you make an entry in the LDAP Attributes field and click the
Refresh Attributes link, the iSupport Asset Columns field will be
populated with the corresponding columns in the LDAP source. The
iSupport Asset Columns field contains the columns in the iSupport Asset
Customers table. Use the Custom Fields tab to map LDAP attributes to
fields set up on the Customer tab in the Custom Fields Configuration
screen.

m To map a field, select a field in the LDAP Attributes field and the
corresponding field in the iSupport Asset Columns field. Then click
the button. The associated fields display in the Mapping field.
In order to save the record, you must create a map for the first
name, last name, email address, and SYNC_KEY.

m  Toremove an entry from the Mapping field, select the entry and
click the button.

Use the SYNC_KEY field under iSupport Asset Columns to map to a
value that is an unchanging unique identifier field in the source
database.

Active Select Yes to enable the agent that updates the records in iSupport
Asset Customer Profiles with the information in the LDAP source. The
agent runs immediately and then continues to run as scheduled in the
LDAP Synchronization Interval field.

LDAP Select the amount of time in the interval for the synchronization to be

Synchronization
Interval

performed.
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Field Description

Username If anonymous connections are not allowed in your environment, use
these optional fields to enter a username and password for
authentication when queries are performed. If anonymous connections
are allowed, leave these fields blank.

Use the fully qualified Distinguished Name for best results. If accessing
a server hosting an Active Directory installation, it will work with
several formats. For example, if the user name is Ibladmin and it is in
the Ibl domain, you could enter Ibladmin, Ib\Ibladmin,
Ibladmin@Ibl.soft.com. All of these entries would work, but you could
also enter the full Distinguished Name for the Ibladmin user account
(cn=Ibladmin,cn=users,dc=Ibl,dc=soft,dc=com). Note that if you are
connecting to a non-AD server like E-directory, the Username field must
contain the fully qualified Distinguished Name.

Password
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Integrating with Domino Directory

The Domino Directory Integration feature enables you to perform a scheduled one-way
synchronization between a specified IBM Lotus®/Domino™ Directory (previously termed “NAB")
and the iSupport Asset customer table. (Note: The customer’s login information cannot be
populated.) You'll specify the server on which the Directory is located and Notes ID and password
for accessing the server. The synchronization will occur according to the schedule defined for the
Domino Synchronization agent in the Agents Configuration screen.

To configure this feature, complete the fields on the Domino Directory tab in the Directory

Integration screen and click the Save button. Then schedule the Domino Synchronization agent in
the Agents Configuration screen. If utilizing multiple customer data sources, use the Advanced tab
in the Directory Integration screen to select the order of precedence if there are matching records.

Configuration > Customer Management > Directory Integration ?r"

iy

fctive Directory LDwP Domino Directory Microsoft CRM Other RDE Advanced

The Comino Directory Integration Feature allows you to utilize a Domino Directory as a source For iSupport's customer information,

Enable Domino Direckory Integration: ®ves Ong

Search Roat: LDAP: {/LELServer]

Ise the Following fields ko enter a username and password For authenkication when queries are performed,

Username: Adrninistrator
Password: Reset
Field Description
Enable Domino Select Yes to enable the Domino Directory Integration feature for

Directory Integration | updating the iSupport Asset Customers table with the information in a
Domino Directory. Note: the synchronization will not occur until you
schedule the Domino Synchronization Agent in the Agents
configuration screen.

Search Root Enter the search root URL for accessing the server on which the Domino
Directory is located. This field is used for connection purposes only; the
Domino LDAP task returns values for all Domino Directories identified
on the server through Directory Assistance.

Username Enter the username and password for authentication when queries are
performed.

Password
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Domino Directory server.

v The Domino Directory Integration feature requires that the LDAP task is running on the

Data Map

The Domino Directory Integration feature maps according to the following schema:
iSupport Asset Customer | LDAP Name Notes Name
Field
First Name givenName FirstName
Last Name sn LastName
Phone telephoneNumber OfficePhoneNumber
Fax facsimileTelephoneNumber OfficeFAXPhoneNumber
Cellular mobile CellPhoneNumber
Email mail InternetAddress
Company CompanyName CompanyName
Location Location Location
Department Department Department
Title title JobTitle
Manager manager manager
Address1 OfficeStreetAddress OfficeStreetAddress
City I OfficeCity
State st OfficeState
ZIP postalCode OfficeZip
Country C OfficeCountry
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Integrating with Microsofte CRM

The Microsoft® Business Solutions Customer Relationship Management (CRM) Integration feature
enables an agent that updates the records in iSupport Asset Customer Profiles with the
information in Microsoft® CRM.

Configuration > Customer Management = Directory Integration

Ackive Directary LD&RP Domino Direckory Microsoft CRM Cther RDE Adwvanced

The Microsoft® Customer Relationship Management {CRM) Integration Feature allows wou ko utilize Microsoft CRM contacts as a
source For c.Support's cuskomer information.

Enable Microsoft CRM Integration: ®ves OMa

Microsaft CRM S0L Server: CRM LEL COM
Microsaft CRM S0L Database: LEL MSCRM

Microsaft CRM S0L User Mame: =5

Microsaft CRM S0L Passward: Resek

m If there is an entry in Microsoft® CRM that does not exist in iSupport Asset Customer Profiles,
the entry is created in Customer Profiles. In order for an entry to be added from Microsoft®
CRM, it must contain a first name, last name, and email address.

m If an email address matches an email address in Customer Profiles and the record was directly
entered via Customer Profiles, the Customer Profiles record is updated with the latest
information from Microsoft® CRM. If a Customer Profile entry has already been synchronized
with Microsoft® CRM, the Customer Profile is updated with the latest information.

synchronized fields cannot be edited in the Customer Profiles screen. These fields can

v If a Customer Profile record has been synchronized with Microsoft® CRM, the
only be edited via Microsoft® CRM.

When the feature is enabled, the agent runs immediately and then on an interval basis according
to the schedule set up in the Agents screen. For information on the Agents screen, see “Scheduling
and Running Agents” on page 176. The Microsoft® CRM Integration feature does not modify the
contents in Microsoft® CRM in any way.

Field Description
Enable Microsoft Select Yes to enable the Microsoft® CRM Integration agent that updates
CRM Integration the records in iSupport Asset Customer Profiles with the information in

Microsoft® CRM. The agent runs immediately and then continues to run
as scheduled in the Agents screen.
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Field Description

Microsoft CRM SQL

Enter the location of the Microsoft® SQL server that contains the
Server Microsoft® CRM application.

Microsoft CRM SQL

Database contacts.

Enter the name of the database containing the Microsoft® CRM

Microsoft CRM SQL
Username

Microsoft CRM SQL
Password

Enter the username and password for logging into the Microsoft CRM
SQL database. This login must have Read permission for performing
queries.

If utilizing multiple customer data sources, use the Advanced tab in the Directory Integration
screen to select the order of precedence if there are matching records.

Data Map

The Microsoft® Business Solutions Customer Relationship Management (CRM) Integration feature
maps according to the following schema:

iSupport Asset Customer CRM Database Table Field Value
Field

Cellular Contact Base MobilePhone
Company Contact Base Accountld
Dept Contact Base Department
Email Contact Base EmailAddress1
Fax Contact Base Fax

FName Contact Base FirstName
LName Contact Base LastName
Manager Contact Base ManagerName
Phone Contact Base Telephone
Sync_Key Contact Base Contactld
Title Contact Base JobTitle
Address1 CustomerAddressBase Line1
Address2 CustomerAddressBase Line2
Address3 CustomerAddressBase Line3

City CustomerAddressBase City

Country CustomerAddressBase Country
Location CustomerAddressBase Name

State CustomerAddressBase StateOrProvince
ZIP CustomerAddressBase PostalCode
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Integrating With Other Remote Databases

The Remote Database Integration feature enables you to perform a scheduled one-way
synchronization between a specified Microsoft SQL Server database and the iSupport Asset
Customers table. You'll specify the data source connection string, SQL (Structured Query
Language) query, and column mapping. The synchronization will occur according to the RDB
Synchronization Agent schedule defined in the Agents configuration screen.

This feature can be used with any Microsoft SQL Server database that contains customer data.

Configuration > Customer Management = Directory Integration H?r“l

Active Directory LDAP Daomino Directory Microsoft CRM Other RDB Advanced

The Remote Database (RDE) Integration feature allows you to utilize a Microsoft QL Server as & source for iSupport's customer
information.

Enable RDB Directory Integration: '@' Yes 'O' Mo

Connection String: Server=10,16,100; Database=Cust; user id=sa; password=password

SQL Query: Select * From Customers

Refresh Columns
Field Mappings:

Standard Fields Custom Fields

SQL Columns iSuppart Calurmns Mapping
I Fax LMAME -= LMAME
GUID CELLULAR FMAME -= FMNAME
Féax LOCATION PHOME -= PHOMNE
CELLULAR DEPT EMAIL - EMAIL
LOCATION S4DORESS1
ID_SLA AGDDRESSZ -.{.:
DEPT S&DORESSS
ADDRESS] CITY
ADDRESSE STATE

Complete the fields and click the Save button. Then schedule the RDB Synchronization agent in
the Agents Configuration screen. If utilizing multiple customer data sources, use the Advanced tab
in the Directory Integration screen to select the order of precedence if there are matching records.

Field Description

Enable RDB Directory | Select Yes to enable the RDB Integration feature for updating the
Integration iSupport Asset Customers table with the information in a Microsoft
SQL Server database. Note: the synchronization will not occur until you
schedule the RDB Synchronization Agent in the Agents configuration
screen.

Connection String Enter the connection string for accessing the Microsoft SQL Server
database.
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Field

Description

SQL Query

Enter the SQL query string for accessing the customer-specific SQL
columns in the Microsoft SQL Server database. This field is limited to
255 characters (including white space). Click the Refresh Columns

button to populate the SQL Columns field.

v For security purposes, it is recommended that you create a read-only user account for

accessing the Microsoft SQL Server database with permission to access only the

customer data information. For added security, you can push the customer data into a

second database created specifically for access by iSupport Asset.

When you make an entry in the SQL Query field and click the Refresh Columns button, the SQL
Columns field will be populated with the corresponding columns in the Microsoft SQL Server
database. The iSupport Columns field contains the columns in the iSupport Customers table.

Refresh Caolumns

Standard Fields

SQL Columns

1D
GUID

FAX
CELLULAR
LOCATION
ID_SLA
DEFT
ADDRESS1
ADDRESSE

Custom Fields

iSupport Columns

Fax
CELLULAR
LOCATION
DEPT
ADDRESS1
ADDRESSZ
ADDRESSS
CITY
STATE

e
>

Mapping

LMAME -= LMAME
FMAME -= FMAME
FHOME -= PHOME
EMAIL -= EMAIL

Do the following:

m  To map a field, select a field in the SQL Columns field and the corresponding field in the
iSupport Columns field. Then click the button. The associated fields display in the
Mapping field. In order to save the record, you must create a map for the first name, last

name, and email address. Use the Custom Fields tab to map LDAP attributes to fields set up on
the Customer tab in the Custom Fields Configuration screen.

m  To remove an entry from the Mapping field, select the entry and click the button.
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You can use the SYNC_KEY field under iSupport Columns to map to a value that is an unchanging
unique identifier field in the source database.

Standard Fields

Custom Fields

S0L Columns iSupport Columns Mapping
CUSTOMER_MUIN « |PHOME " LMAME -= LMAME
STYNC_KEY T FAX (. FMAME -= FNAME
STYMC_TIME CELLULAR EMAIL -= EMAIL
CAM_WIEW COF  |[LOCATION =3 |GUID -= SYNC_KEY
CAM_WIEW _DEF |DEPT | |
CAMN_WIEW _LOC |ADDRESS1
SECONDARY _LC |ADDRESSZ
ID_COMPANT — | ADDRESSS

> |CITY ||
Data Map

The Remote Database Integration feature maps according to the following schema:

iSupport Asset Customer

Supported Remote Database Fields

Field
First Name FName
Last Name LName
Phone Phone
Fax FAX
Cellular Cellular
Email Email
Login Login
Password Password (Note: this password must be cleartext, and it will be encrypted
when stored by iSupport Asset.)
Company Company
Location Location
Department Dept
Title Title
Manager Manager
Address1 Address1
Address2 Address2
Address3 Address3
City City
State State
ZIP Zip
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iSupport Asset Customer Supported Remote Database Fields
Field

Country Country

Customer ID Customer_Number
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Using the Advanced Tab to Specify the Precedence for
Multiple Data Sources

If you are using multiple sources for customer data, use the Advanced tab for specifying the order
of precedence if there are matching records (first name, last name, and email address match). All
of the possible data sources are listed; if you are not using one of these data sources, move it
down in the list.

Configuration = Customer Management > Directory Integration ,_'i:J

|. Active Direckory | | LDwP | | Diorning Direckary | | Microsoft CRM | | Other RDB || Advanced |

If utilizing multiple data sources For populating iSupport’s customer table, specify the order of precedence if there are matching
records (first name, last name, and email address match), For example, an entry in Position 1 would take precedence over an entry
in Position 2,

Position Source

Active Directory

Customer Synchronization Position

SOUrce! | Microsoft CRM

Position:

[ T Y = O O 1 N

] [ Cancel

The first position has the highest precedence. To assign a different position for a data source, click
the name of the data source. In the Edit Position dialog, select the position to assign to the data
source and click OK. If you move a data source down from its previous position, the rest of the
data sources will move up; if you move a data source up from its previous position, the rest of the
data sources will move down.
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Setting Up Microsoft Windows-Based Authentication

You can set up Microsoft® Windows-based authentication with iSupport Asset. This enables
support representatives to bypass the Login prompt for accessing the Desktop. If you enable
Microsoft® Windows-based authentication for the Desktop, it will apply to all support
representatives.

Setting Up Windows-Based Authentication for the Desktop

Use the following steps to enable Microsoft® Windows-based authentication for the Desktop.
Because this procedure affects support representative logins, it's a good idea to do it after work
hours.

1 For each support representative, enter the complete Microsoft Windows user name
(domainname\username) in the Login field on the Details tab in the Support Representative

screen.
Configuration > Support Representatives > Profiles
Details Groups Perriission:s Skills Yendor Products
First Mame: Barry Phone: 360-397-1000
Lask Mame: white Faux: 360-397-1007
Email Address: bww@lblsoft, com Cellular: 360-397-1003
Pager Email Address: Location: Headquarters w
Support Center: Defaulk
Display Time Zone: (EMT-05:00) Pacific Time ()5 & Canada) W
Available For Raouting: ® ves O no Login: LELSOFT\Barry White
Knowledge Approver: oy erm Passwiord: Reset

2 Open the iSupport Access Utility in the <directory in which iSupport is installed>\Utilities
folder. In the iSupport Access Utility screen, verify that the Desktop File Path field contains the
correct path to the RepClient folder, or change it if necessary. (If the Desktop File Path field
does not contain an entry, use the Browse button to select the location of the RepClient
folder.)
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3 Select the Microsoft® Windows-based radio button in the Desktop Settings section. Then click

OK.
iSupport Access Utility [ [C]

dpplication | Databases | SHL Lagins |

—iSupport Deskiop Settings
Deskiop File Path: IE:'\F'n:ngram FilezhcSupporthB Browse |
Support Reprezentative Authentication kMethod for iSupport:
" iSupport Login ¥ Microsoft® ﬂinduws-EasedI
—iSupport EUD Settings
ELID File Path; Brawse |
Customer suthentication M ethod for iSupport:
" iSupport Login ¥ Microsoft® wWindows-Bazed
Ok Cancel Apply

A warning message appears; click OK.
4 Do one of the following to facilitate communication across the domain:

m If you have a domain user account that can be associated with the iSupportAppPool:

a In Computer Management, navigate to Internet Information Services (lI1S) Manager |
Application Pools and open the Properties for the iSupportAppPool.

b On the Identity tab, select the Configurable radio button. Click the Browse button and
select the appropriate domain location. Then enter the domain user account
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(GWIWebAppAccount in this example). Enter the proper password and click OK.

—Application pool identity

isupport AppPool Properties ﬂ I

Recycling I Petformance I Health Identity |

Select a security account For this application poal:

" Predefined INetwnrk Service j
* Configurable
Llser name: W GW I ebappaccount| Browse |
Password; TIYITTITITIIL]
(0 4 Zancel apply Help

m If you do not have a domain user account to associate with the iSupportAppPool:

a Open Active Directory Users and Computers (located on any Active Directory domain

controller) by selecting Start | Programs | Administrative Tools | Active Directory Users
and Computers. Create a Domain User account in the organizational unit of your choice
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by selecting Action | New | User.

~:'{"‘--rr Active Directory Users and Computers

@ Bil= | Action |ew ‘Window Help

© & Delegate Cantrl.. EETI R Y
Find. ..
Aickive . | Users 26 obiects
D 3 Compuker 3 | Description
E- E All Tasks 4 e e Built-in account For admini. .
E Mew Window from Here f;eullz-lgrgPersun ity Group ... Enterprise certification an...
@ Refresh MM Queue Alias - : -
C - _ ] Uriky Group ... Designated administrators., .
- Export List... S rity Group ... Al workstations and serve., ..
User ity all damain cortrollers in th
Propetties e rity Group ... arain contrallers inth..
ared roiier rity Group ... &l domain guests
Help .llﬁDnmain Users  Security Group ... All domain users
~ _|

b Complete the fields in the New Object - User dialog. A suggested name would be a first
name of GWI, last name of WebAppAccount, and a login of GWIWebAppAccount. (This
name will be used in the following steps.) Click Next.

Mew Object - User

ﬁ Create . gwi.com/Exec

First nae: G/l Initials: |

Last name: Webdppéccount

Full narne: Gl Webdppacoount

Llser logon name:

| Gwlwebdppéccount | @gwi.com |
User logon name [presdindows 2000):
|Gwm ||3"-.-'-.-"|"v'-.-’e|:|.f1‘-.|:||:|.-“-‘-.|:|:|:uunt

< Back Mext >

Cancel

¢ Set an appropriate password, clear the User Must Change Password at Next Logon
checkbox, and select the User Cannot Change Password and Password Never Expires
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checkboxes. Click Next and then click Finish.

New Object - User E3

E Create in:  gwi.com/System Accounts

Password: cssnsenel

LConfirm password: sssssene

[ User must change password at nest logon
V¥ User cannot change password

v Password never expires

[T Account is disabled

¢ Back I Mext » Cancel

5 To identify the user to IIS and iSupport, set up the Rep virtual directory in IIS to use Windows
Integrated Authentication and disallow Anonymous access. If iSupport is installed on Windows
2003 server, follow the steps below. If iSupport is installed on Windows 2008 server, see page
“Windows 2008 Server - Configuring the Rep Virtual Directory” on page 231.

Windows 2003 Server - Configuring the Rep Virtual Directory

1 From the Start menu, select Programs | Administrative Tools | Computer Management. Expand
the Services and Applications section and then expand the Internet Information Services and
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Default Web Site sections (or the web site in which you have installed iSupport). Right-click on
the Rep folder and select Properties.

m

I_I

N i
b 1

[

=

U

ol

3]

][] Event Viswer

Shared Folders
[+-#] Local Users and Graups

':- ¢ Disk Defragmenter
o Disk. Managernent

I'_—'I--Eﬁ Services and Applications

[ B Telephony
Services
----- WI Control
EEI---% SQL Server Configurakion Manager

| App_Browsers
_| App_clobalResources
_lapp_Themes

_ archive

A Asset

__lbin

I Change

A Common

A Company

__| Configuration
__I Correspondence
A Custamer

I Desktop

E Computer Managemenkt !|
Q File Action ‘“ew ‘Wndow Help | =
& AR XFRER @2E/ 2] =0

‘g Computer Management (Local) Marme

Eﬁ& System Tools 'ﬁImEQEUPhadS

[+-3o8 Indexing Service
=8 4 Internet Information Services (115 Manager

[+ Application Pools
1 Web Sites
=t g Default Weh Site
[+ 1 cryskalreportviewers

: ‘f’ Reporks
~‘{_p ReportServer
(-4 50 Survey

_J ErrorPages
A FAG
__IHandlers
__JHeadline
_JHelp

_ Incident
_IkBase

A Licensing
__| Problem

In the Rep Properties dialog, select the Directory Security tab and click the Edit button in the
Authentication and Access Control section.

#uthentication and access control

¢

n =

Rep Properties

HTTF Headers

Wirtual Direckory

I _ustom Errors
I Docurments

| ASP.NET |
Directary Security

2%

Enable anonymous access and edit the

authentication methads Faor this resource.

L TT—
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3 Inthe Authentication Methods dialog, clear the Enable Anonymous Access checkbox and select
the Integrated Windows Authentication checkbox in the Authenticated Access section. Click
OK. Then click OK in the Rep Properties dialog.

Authentication Methods |

— " Enable SNOMYINOLS ACCESS!

IUse the Following Windows user account For anonymous access:

Lser name: I ILSR_LEL-00 Browse. .., |

Password: I T TTTYIT

—Authenticated access
For the following authentication methods, user name and password
are required when!

- anonymous access is disabled, or

- access js restricked using NTFS access control lists
V¥ Inkegrated Windows authentication
[ Digest authentication for Windows domain servers
™ Basic authentication (password is sent in clear text)

[~ MET Passport authentication

Drefaulk domain: I Selech, ..

Beealmm I Seleck, ..

(] 4 Zancel Help
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4 Expand the Rep folder (which may be named differently during installation) and right-click on

5

222

the Handlers folder. Select Properties.

g File Action Wiew Window  Help

E Computer Management l

e | BEXFRR| @M L » =

485 WMI Control -]

% S0L Server Configuration Manager
B3 Indexing Service
=5 ] Internet Information Services (115) Manag
- Application Pools
=) Web Sites
=-f Default web Site
4.9 Rep
H-__| App_Browsers
H-_| App_GlobalResources
H-_| #pp_Themes
- | Archive
F- | Asset
7 bin
H-_J Change
F- | Common
H-__| Company
- Configuration
- Correspondence
Fl- | Custaomer
- _| Deskkop
F-__| ErrorPages
i) FAQ

+
mmmmmmmmmmmmmmm}#

—

Mame

| ImageHandler, ash::

In the Handlers Properties dialog, click on the Directory Security tab. In the Authentication and

Access Control section, click the Edit button.

Handlers Properties EHE |

Directory | Documents Directory Security | HTTP Headers | Custom Errors | Asp.MET |

Authentication and access conkraol

Enable anonymous access and edit the
w authentication methods For this resource,

= =
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6

In the Authentication Methods dialog, select the Enable Anonymous Access checkbox and
ensure that the Integrated Windows Authentication checkbox is cleared. Click OK.

Authentication Methods E3

—I¥ Enable anonymous access

IUse the Following Windows user account Far anonymous access:

LIser name: I {LISR_LEL-00 Browse, ., |

Password: I YTIII I

—Authenticated access
For the Following authentication methods, user name and password
are required when;

- anonymaous access is disabled, or

- access is restricked using MTFS access contral lisks
[ Integrated Windows authentication
[ Digest authentication for Windows domain servers
[ Basic authentication (passward is sent in clear text)

[~ MET Passport authentication

Drefault domain: I Select, ., |
Realri I Seleck. .. |

Ik I Zancel | Help |

7 OPTIONAL - If you wish to enable IP address and domain restrictions:

a Click the Edit button in the IP Address and Domain Name Restrictions section in the
Handlers Properties dialog.

Handlers Properties

Direckary I Diocuments  Directory Security |HTTF‘ Headers I Custom Errors I &SP MET I

—Authentication and access conkraol

! ; Enable anonymous access and edit the

authentication methods For this resource, | Edit

nx =5

—IP address and damain name restrickions

Grant or deny access ko this resource using
IP addresses ar Internet domain names.

Edit...
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b Inthe IP Address and Domain Name Restrictions dialog, select Denied Access and click the
Add button.

IP Address and Domain Mame Restrickions x|

—IP address access restrictions

By default, all computers will be; @f’ " Granted acces

Except the Following: |‘E’| G D
Access |P addrezz [Subnet maszk] |

add. .

Remove

i

Edit. ..

K I Zancel Help |

¢ Inthe Grant Access dialog, enter the IP address of the server on which the EUD is installed.
Click OK.

GrantAccess x|

Tvpe:

i Group of computers
i Damain name
IP address:
| m .16 . 1 .100 DMS Loakup... |

(0] I Zancel | Help |

d In the IP Address and Domain Name Restrictions dialog, click the Add button.

IP Address and Domain Name Restrictions x|

—IP address access restrictions

By default, all computers will be: @f " Granted access

Except the Following: @ {* Depied access

Aoocess IP address [Subnet maszk]

& Granted L 10.16.1.100

Remove |

Edit...

(0] 4 Zancel Help |
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e Inthe Grant Access dialog, enter the localhost IP Address (127.0.0.1). Click OK.

Twpe:
* Single computer
(8 Group of compukers
(& Daomain name

IF address:

|12?. o o.0 .1 DS Laokup. ..

X

(04 I Cancel

Help

f Click OK in the IP Address and Domain Name Restrictions dialog and the WebServices

Properties dialog.

IP Address and Domain Name Resktrickions

x|

—IP address access restrictions

By default, all computers will be; g:" " Granted access

Except the Following: @ ¥ Depied access

Aroocess I[P address [Subnet mazk]

&f Granted 127.0,0.1

Remove

feme |
o |

Edit...

K I Cancel Help
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8 Expand the Rep folder (which may be named differently during installation) and right-click on
the LocalWebServices folder. Select Properties.

:[-: Internet Information Services (IIS) Manager

Vo Fle Action  Wiew Window  Help

¢*|-|I|XII@|@IIE| » m o0l

*..,..1' Rep & | Mame
- [#-_J ApprovalGraph = | CategorySelectService, asm
- App_Browsers =] Silverlight&piService. sve

[+-_J App_GlobalResources
[+ _| App_Themes
) Archive

) Asset

B-(J bin

- Change

| Cormman

__| Company

- Configuration

__| ConfigurationItem
- Correspondence
| Cusktamer

__| Deskkop

__| ErrorPages
) FAQ

®- ) Handlers

[+ Headline

[+-__J Help

- Incidertt

_| KBase

<[+

...+ .

LocalWwebServices
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9 In the LocalWebServices Properties dialog, click on the Directory Security tab. In the

Authentication and Access Control section, click the Edit button.

LocalWebServices Properties

2l

Directory | Documents Directory Security | HTTP Headers | Custom Errors | ase.neT |

Authentication and access contral

Enable anonymous access and edit the
w authentication methods For this resource,

= =5

10 In the Authentication Methods dialog, select the Enable Anonymous Access checkbox. Click

Authentication Methods Ei

OK.

—Iv Enable anonymous access

Ilse the Following Windows user account For anonymous access:

Lzetr name: I iLISFL_LBL-EIEI

Erowse. .. |

Password: I TTYTTITIT

—hAuthenticated access

are required when:
- anonymous access is disabled, or

V¥ Integrated Windows authentication

[~ MET Passport authentication

For the Following authentication methods, user name and password
- access js restricked using MTFS access control lists

[ Digest authentication For Windows domain servers
[ Basic authentication {password is sent in clear text)

Default domain:

Select, .,

Realmy

Select, ..

(8] 4 iZancel

Help
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11 If you wish to enable IP address and domain restrictions, do the following:

228

a Click the Edit button in the IP Address and Domain Name Restrictions section in the

WebServices Properties dialog.

WebServices Properties

2l

Directary | Documents  Directory Security | HTTP Headers | Custom Errars | a5P.ET |

—Authentication and access conkral

Enable anonymous access and edit the

authentication methods Far this resource,

o

= =5

—IP address and domain name restrickions

@

Grank or deny access ko this resource using
IP addresses or Internet domain names.

Edit...

b Inthe IP Address and Domain Name Restrictions dialog, select Denied Access and click the

Add button.

IP Address and Domain Mame Restrickions

x|

—IP address access restrickions
&f € Granted acces

.

By default, all computers will be:

Exccept the Following:

Arccess IP address [Subnet mazk)]

RLemmoye

i

Edit. ..

o]

Cancel Help
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¢ Inthe Grant Access dialog, enter the IP address of the server on which the EUD is installed.

Click OK.

" Group of computers

" Domain name

IF address:

1 .18 . 1 . 100 DMS Lookup. ..

|

2k Zancel |

Help

d In the IP Address and Domain Name Restrictions dialog, click the Add button.

IP Address and Domain Mame Resktrictions

X|

—IP address access restrictions

Except the following: E} * Denied access

By default, all computers will be: @f’ " Granted access

Access IP address [Subnet maszk]

& Granted Ll 10.16.1.100

Remowve |

Edit. ..

QK | Cancel | Help

e Inthe Grant Access dialog, enter the localhost IP Address (127.0.0.1). Click OK.

Tvpe:
{* Single computer
8 Group of computers
i Dornain narme
IP address:
|12?. 0.0 .1 DMS Lookup.

k|

(o] 4 I Cancel

Help
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f Click OK in the IP Address and Domain Name Restrictions dialog and the WebServices
Properties dialog.

IP Address and Domain Mame Restrickions x|

—IP address access restrickions

By default, all computers will be: (dj? " Granted access

Except the Following: 8 + Denjed access
IF addresz [Subnet mazk)
: Add. ..
&f tGranted 127.0.0.1
Remove
Edit...

(04 Cancel Help
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Windows 2008 Server - Configuring the Rep Virtual Directory

Do the following set up the Rep virtual directory in IIS to use Windows Integrated Authentication
and disallow Anonymous access.

1 Ensure that the Windows Authentication role service is installed for Web Server (lIS).

E., Server Manager

File Action View Help
&= | 2@
= i‘i Roles
53‘3 Web Server (IIS)
_'1 Features #  View the health of the roles installed on your server and add or ren
Diagnostics
% gsﬂl:zizratun AsSpP Mot installed
CEl Mot installed
& ISAPI Extensions Installed
& ISAPI Filters Installed
Server Side Indudes Mot installed
& Health and Diagnostics Installed
&, HTTP Logging Installed
Logging Tools Mot installed
&, Request Maonitor Installed
Tradng Mot installed
Custom Logging Mot installed
ODBC Logging Mot installed
&, Security Installed
Basic Authentication Mot installed
&, | Windows Authentication Installed |
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2 Launch IIS Manager and expand Default Web Site. Click on Rep and then double-click on the

Authentication icon.

e &) /Rep Home
€- |7 |8 =} P
L2 ¥ Application Pools =
S : - [EE] -
- é_'ﬂ . Group by Area
=140 Default web Site ASP.NET
- | aspnet_client )
¥ Mabile \&-'\1 '“ =
EED Rep N =
B[] App_Browsers NET NET  MET Prafile
| pp_GlobaResources Compilation  Globalization
&~ | App_Themes N =
Fl— - o |
(-] Archive f— ab| i!?
- | Asset )
H ,_J b.sse Application  Connection Machine Key
- bin Settings Strings
" | Change
| Commoan
| Company =
[+ Configuration SMTF E-mail
[+~ Correspondence
[+ Cuskomer
H Desktop 5
_| ErrorPages
H- | Fay e
: ,_J Q o =N
E- Handlers = i
[+ Headline fcp
"J Help
[ | Incident

3 Select Anonymous Authentication (currently enabled). On the Actions menu on the right,

select Disable.

€- - |Z |8
3 Application Pools -
F-[&| Sites
=0 Default Web Site
- aspriet_client
- SF Mabile
El Rep
| @ App_Browsers

-] App_Themes

=]
| App_tlobalResources

-] Archive

Group by Mo Grouping

‘_:ﬁ Authentication

Basic Authentication
Digesk Authentication
Forms Authentication
Windows Authentication

Enabled
Lisabled
Disabled
Disabled
Enabled
Disabled

@

Edit...

Help
Znline Help
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4 Select Forms Authentication (currently enabled) and then select Disable on the Actions menu.

Group by:  Nao Grouping

q Authentication

Forms Authentication
Windows Authentication

Enabled
Disabled

Name = I Status [Respmse Type
Anonymous Authentication Enabled

ASP.MNET Impersonation Disabled

Basic Authentication Disabled HTTP 401 Challenge
Digest Authentication Disabled HTTP 401 Challenge

HTTP 302 Loginf/Redirect
HTTP 401 Challenge

Edit...
'ﬁ Help

Online Help

5 Select Windows Authentication (currently disabled) and then select Enable on the Actions

menu.

Authentication - [actins |
ol
Group by: Mo Grouping € Help
MName = | status r Response Type Oniine Help
Anorynous Authentication Enabled
ASP.MET Impersonation Disabled
Basic Authentication Disabled HTTP 401 Challenge
Digest Authentication Disabled HTTP 401 Challenge
Forrms Authentication Disabled HTTP 302 Login/Redirect

Windows Authentication

Disabiled

HTTP 401 Challenge
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6 Select Handlers under Rep and double-click on Authentication.

234

€--|Z |8

-2} Application Pools
B[] Sites
=60 Default Web Site

- | aspnet_clisnt
- ¥ Mabile
=-[s¥ Rep

-~ App_Browsers

- | App_GlobalResources

| Adpp_Themes

-] Archive

<[ hsset

- hin

- | Change

-] Camman

- Company

-] Configuration

-] Carrespondence

-] Custamer

| Deskkop

-| ErrorPages

7 FAQ

-] Handlers

-] Headline

- Help

- Incident

j Handlers Home

Group by:  Area > 0] .
ASP.NET
= ¢ [
MET MET \MET Profile

Compilation  Globalization

E& .zlz'

MET Users application Conneckion
Setkings Strings

2 & &

Providers  Session State  SMTP E-mail

115

Aukhientication gl = sy
Fules
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7 The following screen appears; click on Anonymous Authentication (currently disabled). On the
Actions menu on the right, select Enable.

@- |7 s
[} Application Pools -
E-[&] Sites
=10 Defaulk web Site
- aspret_client

| App_Browsers

| App_GlobalResources
| App_Themes

| #rchive

| Asset

| bin

| Change

| Carmmon

| Compary

| Configuration

| Correspondence
| Customer

| Desktop

| ErrorPages

| Fa

| Handlers

Group by Mo Grouping

Authentication

-

A5P.MET Impersonation
Basic Authentication

Digest Authentication
Farms Authentication

Windows Authentication

Disabled
Disabled
Enabled
Disabled

Edit...
'Z'Ef' Help

Znline Help
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8 Select LocalWebServices under Rep and double-click on Authentication.

-7 |8

= Rep .
[#-] App_Browsers
| App_GiobalResou
7| App_Themes
| dpprovalGraph

-] Archive

| Asset

] bin

s

| Comman

“| Company

7| Configuration
-] Configurationiten
| Correspondence
°| Customer

| Desitop

| ErorPages

| FAQ

“| Handiers

| Headine

.J_' Help

| Incident

7 ¥Base

-] Licensing

[ (= - B - BB -3

-3 3-E

™

FEEEEE

s

~ LocalWebServices Home

Pl

— & Explore
Group by: Area L E' Exit Per m- N5, .
ASPNET A Manage Folder
i < . Browse Folder
N - F P %] erowse %80 (http)
NET NET MNET Profile  .NET Roles
Compilation  Globaization 9 1Hﬂp

R E B B

MNETUsers  Application
Settings Strings

R & =

Praviders

Session State  SMTP E-mail
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9 Select Forms Authentication (currently disabled) and then select Enable on the Actions menu.

. . Authentication
€- 4|7 |8 -
B3 Rep < . Edit...
o p——— Group by: Mo Grouping 4 ) |
| App_GlobalResou Mame = | status | Response Type | © Help
| App_Themes Anonyvrous Suthentication Disabled Online Help
| ApprovalGraph ASP.MET Impersonation Disabled

_| Archive B Forms Authentication Lisabled HTTP 302 Login/Redirect I
..'_.l Asset Windows Authentication Enabled HTTP 401 Challenge

| ConfigurationIten
| Correspondence

| Licensing
| LocalwebService:
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10 Click on Anonymous Authentication (currently disabled). On the Actions menu on the right,

238

select Enable.

¢
=i

| ConfigurationTten
|| Correspondence
&[] Customer
-] Desktop
| ErrorPages
.

| LocalebService:

Authentication
—
Group by:  No Grouping - Edlt—

© Hep

Online Help
ASP.NET Impersonation Dizabled
Forms Authentication Disahled HTTF 302 Login/Redirect
Windows Authentication Enabled HTTP 401 Challenge
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11 OPTIONAL: If you wish to enable IP and domain restrictions, launch Server Manager and select

Role Services under Web Server (IIS). Expand Security, select IP and Domain Restrictions, and

click Next.

' h Select Role Services

Select the role services to install for Web Server (115):

[ ] Basic Authentication

Windows Authentication (Installed)
[] Digest Authentication
[] client Certificate Mapping Authentication
[] 15 Client Certificate Mapping Authentication
[ ] URL Authorization

Request Filtering (Installed)
IF and Domain Restrictions

= [E Performance (Installed)

Static Content Compression (Installed)

|:| Dynamic Content Compression

= [E Management Tools (Installed)

115 Management Console (Installed)
[ ] 115 Management Scripts and Tools
|:| Management Service
= [] 115 & Management Compatibility

I TTC & Kdmd—bmnm Maram bkl

More about role services

Confirmation Role services:
Progress =l @ Web Server (Installed) |
Results [E Common HTTP Features (Installed)

|E application Development (Installed)

[E Health and Diagnostics (Installed)

2 [@ Security (Installed)

=

Add Role Services

Des

IP al
to e
the

nam
groy
per
conf]
ord

= Previous ” Mext = I
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The following appears; click Install.

Add Role Services

' E Confirm Installation Selections

Role Services
To install the following roles, role services, or features, didk Install.

Confirmation

@ 2 informational messages below
Progress

Results @ This server might need to be restarted after the installation completes.

-~ Web server (IIS)
(:D Find out more about Windows System Resource Manager (WSRM) and how it can hs
usage

Web Server
Security
IF and Domain Restrictions

Print, e-mail, or save this information

< Previous | Mext = | Install I

The following appears when the installation is complete.

Add Role Services

& :
%.m Installation Results

Role Services . . ;
The following roles, role services, or features were installed successfully:

Confirmation
Progress ~! Web server (II5) '@' Installation succeeded
The following role services were installed:
Web Server
Security

IP and Domain Restrictions

iSupport Asset Administrator's Guide



Changing iSupport Asset’s Access to SQL Databases

The iSupport Asset Access Utility in the <directory in which iSupport Asset is installed>\Utilities
folder enables you to modify the SQL database, database server, and SQL login to the iSupport
Asset databases. The installation process initially populates these fields on the Databases tab. Use
the Advanced button to specify advanced properties.

iSuppotrt Access Utility [ =] |

fpplication  Databaszes I SOL Lu:uginsl

i15upport requirez Windows Authentication for 50L zerver accezs.

—15uppart Database

Database Server ILB LSOFT

Database: |.35 uppart

Authentication;

' Windows Authentication £ S0L Server duthentication
[Werzians prior to B.0]

Uzer Mame: I

Bazzword: I

Test Connechion | Advanced |

—Aszet Database

Database Server: |LE LSOFT]|

Database: |n::.f3.sset
Authentication:

" Windows Authentication £ SOL Semer Authentication
[Werzions prior to G.0]

Hzer Mame:

Bazzword: I

Tesgt Connection | Adwvanced |

] | Cancel | Apply |
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9 Getiting Help

This is a free utility and support is not included. Comments and feedback can be sent to
iSupportAsset@GWI.com.
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Appendix |: Standard System Messages for
Notifications

This chapter contains the standard messages in system-generated email notifications. You can
customize these messages using the Custom Notification options in the Configuration module.

Alert Notification

Subject
[iSupport] <alert name> Alert Met

Standard Text

Threshold of <comparison type> <threshold> <data source> for <selected value to monitor> met.

Asset Notifications

Asset Maintenance Notification

Subject

[iSupport] Asset Maintenance Expiring on <expiration date>

Standard Text

The maintenance contracts for the following assets are set to expire on <expiration date>.

Notification sent to owner:

Asset Details:

Name: <asset name>

Type: <asset type>

Manufacturer: <asset manufacturer>

Model: <asset model number>
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Tag Number: <asset tag>
Purchase Date: <purchase date>
Maintenance Expiration Date: <expiration date>

Warranty Expiration Date: <expiration date>

Notification sent to someone other than the owner:

<asset name> - Click the following link to view this asset:
<a href="<URL to asset record>"><URL to asset record></a>

Asset Warranty Notification

Subject

[iSupport] Asset Warranty Expiring on <expiration date>

Standard Text

The warranty for the following asset is set to expire on <expiration date>.

Notification sent to owner:

Asset Details

Name: <asset name>

Type: <asset type>

Manufacturer: <asset manufacturer>

Model: <asset model number>

Tag Number: <asset tag>

Purchase Date: <purchase date>

Maintenance Expiration Date: <expiration date>

Warranty Expiration Date: <expiration date>

Notification sent to someone other than the owner:

<asset name> - Click the following link to view this asset:
<a href="<URL to asset record>"><URL to asset record></a>
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