[image: MDOP_header.jpg]Quick Start Guide

 (
This is a preliminary document and may be changed substantially prior to final commercial release of the software described herein.
The information contained in this document represents the current view of Microsoft Corporation on the issues discussed as of the date of publication.
 
Because Microsoft must respond to changing market conditions, it should not be interpreted to be a commitment on the part of Microsoft, and Microsoft cannot guarantee the accuracy of any information presented after the date of publication.
This White Paper is for informational purposes only.
 
MICROSOFT MAKES NO WARRANTIES, EXPRESS, IMPLIED OR STATUTORY, AS TO THE INFORMATION IN THIS DOCUMENT.
Complying with all applicable copyright laws is the responsibility of the user.
 
Without limiting the rights under copyright, no part of this document may be reproduced, stored in or introduced into a retrieval system, or transmitted in any form or by any means (electronic, mechanical, photocopying, recording, or otherwise), or for any purpose, without the express written permission of Microsoft Corporation.
Microsoft may have patents, patent applications, trademarks, copyrights, or other intellectual property rights covering subject matter in this document.
 
Except as expressly provided in any written license agreement from Microsoft, the furnishing of this document does not give you any license to these patents, trademarks, copyrights, or other intellectual property.

 2008 Microsoft Corporation. All rights reserved.
Microsoft, Windows, Windows Vista, Active Directory, Microsoft SQL Server are either registered trademarks or trademarks of Microsoft Corporation in the United States and/or other countries.
The names of actual companies and products mentioned herein may be the trademarks of their respective owners.
)






Quick Start Guide










[image: CoverPage.jpg]



Contents
1	Quick Start with Microsoft Enterprise Desktop Virtualization (MED-V)	3
1.1	Introduction to Microsoft Enterprise Desktop Virtualization (MED-V)	3
2	Installing MED-V	4
2.1	System Requirements for MED-V v1 Quick Start Test	4
2.2	What do I need and where do I get it?	4
2.3	Installing MED-V Management Server	5
2.4	Installing the MED-V Client and Management Console	6
2.5	Importing a Policy to the Server	7
2.6	Preparing a Virtual PC image for MED-V	8
3	MED-V Administration	9
3.1	Creating a MED-V Test Image	9
3.2	Creating a Test Workspace	10
3.3	Testing a MED-V Image Locally	11
3.4	Packing the MED-V Image	11
3.5	Extracting the Image Locally from the Management Server and Remove the Test Image	12
4	Appendix A - Default Policy Description	13
4.1	General Tab	13
4.2	Virtual machine - Assigned Image	13
4.3	Applications	14
4.4	Web	14
4.5	Virtual Machine Setup	14
4.6	Network	14
4.7	Deployment	15
4.8	Performance	15
5	Appendix B - Testing the MED-V Client and Workspaces	16
6	Appendix C - Troubleshooting	19
6.1	Settings Menu	19
6.2	Diagnostics	19
6.3	Diagnostic Reports	19
7	Appendix D - Next Steps	20
7.1	Complete Server Install	20
7.2	Creating Your Own Image	20
7.3	Domain Managed Machine	20
7.4	Create a MED-V Installation Package	20

[image: MDOP_header.jpg]Quick Start Guide

 (
Quick Start Guide
)[image: MDOP_footer.jpg]

[bookmark: _Toc177200220][bookmark: _Toc206910411][bookmark: _Toc219695820]Quick Start with Microsoft Enterprise Desktop Virtualization (MED-V)
This Quick Start Guide provides scaled down instructions for the installation and configuration of a Microsoft Enterprise Desktop Virtualization (MED-V) environment. The information in this guide enables IT Professionals to create a test environment, or Proof of Concept to evaluate the features of MED-V. The following documentation provides a detailed description of the setup of MED-V components to evaluate the main features of the software. Step-by-step instructions will be provided from additional resources and inline in the documentation.
Concepts Covered
This guide creates an environment where a Windows XP based guest (virtual machine) with applications can be integrated into a Windows Vista host (physical machine). The guide includes: installation of both the server and client, preparing a Virtual PC based virtual machine for MED-V, bringing prepared virtual machine images into the MED-V infrastructure, working with Workspace Policies, testing MED-V capabilities, troubleshooting, and where to go next.
[bookmark: _Toc219695821]Introduction to Microsoft Enterprise Desktop Virtualization (MED-V)
Microsoft® Enterprise Desktop Virtualization (MED-V) enhances deployment and management of Virtual PC images on a Windows® Desktop, while also providing a seamless user experience of a Virtual PC environment, independent of the local desktop configuration and operating system (OS).
MED-V leverages Microsoft Virtual PC to provide an enterprise solution for desktop virtualization. 
With MED-V, you can easily create, deliver and manage corporate Virtual PC images on any 
Windows desktop.
Incompatibility of legacy applications with the new version of Microsoft Windows can often delay enterprise upgrades to the latest version of Windows. Testing and migrating applications can take a while, and users are unable to take advantage of the new capabilities and enhancements offered by the 
new OS.
Enable legacy applications and accelerate upgrades to new operating systems
By delivering applications in a Virtual PC that runs a previous version of the OS (e.g., Windows XP or Windows 2000), MED-V removes the barriers to OS upgrades, and allows administrators to complete testing and to deal with incompatible applications after the upgrade.
From the user’s perspective, these applications are accessible from the standard desktop Start menu and appear side-by-side with native applications – so there is minimal change to the user experience.


[bookmark: _Toc219695822]Installing MED-V
This section will provide guidance for installing the required MED-V components to create an evaluation or test environment. The information below assumes that the reader of this guide will have one physical Windows Vista computer (to act as both the MEDV Server and Client) to complete the environment.
In a production environment the MED-V server components will be installed on a Windows Server 2008 computer and there would be a separate Management machine (Windows Vista or Windows XP) and many MED-V client computers (Windows Vista or Windows XP).
[bookmark: _Toc219695823]System Requirements for MED-V v1 Quick Start Test
Required Computer
	Computers Required
	Minimum Requirements

	1 Physical Computer 
	Windows Vista SP1 32 Bit
2 GB of RAM
2 GHz CPU
10 GB of Free Space



	Note: The requirements listed above are for the Quick Start Guide test environment only.


[bookmark: _Toc219695824]What do I need and where do I get it?
In order to complete the Quick Start Guide the reader of this document will require the MED-V Software, appropriate hardware, and a Virtual Machine. The following list details what is needed to complete the guide and where to get it:
	What do I need?
	Where do I get it?

	MED-V Software and 
Virtual PC MED-V Virtual Machine Additions update
	http://connect.microsoft.com

	MED-V Installation and Configuration Manual
	http://connect.microsoft.com

	MED-V Quick Start Policy file
	http://connect.microsoft.com

	Virtual Machine
	Create a Virtual Machine from the details in Section 2.6 in this document.




[bookmark: _Toc219695825]Installing MED-V Management Server
The first task in building a test environment is installing the MED-V Management Server. The MED-V Management Server associates virtual images from the image repository along with administrator usage policies to users or groups.
MED-V Management Server Installation Procedures
Use the MED-V Installation and Configuration Manual steps to install the server. The steps are detailed in section 2.1.2.1.
After completing the installation the MED-V Server, the server’s Configuration Manager will launch. Complete the following additional steps:
Review the all of the tabs without making any changes.
Connections tab notice that the default communication port is HTTP (TCP port 80), but that HTTPS can be enabled if a server certificate has been bound to the machine.
	Note: Port 80 is the default for HTTP, but if another application is using it on the Server choose an unassigned port.


Images tab the location of the Virtual Machine directory is listed. However, the URL for the virtual machines is not set.
Permissions tab has the users or groups that have been assigned Management Permissions. Additional users or groups can be configured. This setting affects which users can connect and manage or administer the server.
Reports tab allows configuration of the reporting database. This option will not be configured for the test environment being created, but would be important for a production environment.
After reviewing the information click on OK and Yes to restart the MED-V Management 
Server service.


[bookmark: _Toc219695826]Installing the MED-V Client and Management Console
The next step to get the environment prepared for testing is to install the MED-V client and the Management Console for image preparation and testing. This will be done on the same machine as the MED-V Management Server. The MED-V Client and Management will be used to prepare and create images, create and edit policies.
There are two MED-V components contained within the client MSI:
MED-V Client - The MED-V software which must be installed on end-point machines for running MED-V Workspaces.
MED-V Management Console - The administrative tools, where administrators can create and maintain images, Workspaces and their policies.
MED-V Management Console and the MED-V Client are both installed from the MED-V Client MSI; however, MED-V Management Console is not installed by default. It is installed by checking the Install the MED-V Management application check box during the installation.
MED-V Client and Management Installation Procedures
The following steps will install the MED-V Client and Management console for subsequent steps in 
the process:
Detailed instructions for installing the MED-V Client and Management Console are available in the MED-V Installation and Configuration Manual in section 2.2.2.1.
Ensure that you use the localhost as the server name during the MED-V client Installation.
After completing the steps for installation the Start Workspace dialog will open. Complete the following additional steps.
Log on to start the default workspace using an administrative account. Check Save Password to eliminate subsequent asks for credentials.
The Workspace Download screen will appear and will begin to index the hard drive. Select Cancel to stop the indexing of the host computer.


[bookmark: _Toc219695827]Importing a Policy to the Server
The initial installation of the MED-V Management Server includes a generic Workspace Policy. This default policy requires additional configurations before the MEDV test environment is usable. A MED-V policy is used to define a Workspace, which is a virtual image associated with a set of usage policies and provisioned to specific users. The following configurations are included in a usage policy:
Provision the workspace to users and groups
Set usage policies (e.g., expiration, permissions to work offline) and data transfer permissions (e.g., file transfer, copy-paste, and printing) to various users and groups.
List of applications from virtual machine image made available to the end user thru standard desktop start menu
List of web sites that should be viewed inside the virtual machine browser, and that are redirected from the host browser to the virtual machine by the MED-V client
Using the MED-V Management Console policies can be imported into the server. For the test environment a sample policy (quickstart_policy.xml) is provided and will be imported to demonstrate MED-V functionality. The following steps import the sample policy which will be used throughout 
the document:
Policy Import Procedures
1. Open the MED-V Management console from All Programs | MED-V Management.
1. Log on with a local account.
1. Click the Policy button.
1. On the toolbar, click Policy | Import…
1. In the Import policy dialog, go to the download location of the MED-V files, select QuickStart_Policy.xml and click Open.
1. Review the two workspaces that are part of the policy and click on Policy | Commit and Yes for saving changes that are different from the default server policy.
	Note: These workspaces will be modified and described in greater detail in section 3.6 of this document.




[bookmark: _Toc219695828]Preparing a Virtual PC image for MED-V
MED-V requires preparation of Virtual PC virtual machines images before incorporating them into the Image Repository. Creating a Virtual Machine image for a test environment should include the following required and optional components:
Windows XP SP2 or SP3 32 bit Volume License Version (required)
.Net Framework 2.0 SP1 (required)
Additional Software (optional)
	Note: The quickstart_policy.xml file workspace policies include Office 2003 published applications. The virtual machine will need to include Office 2003 installed at the default locations for those shortcuts to work properly.



	Important: Leaving the virtual machine with Internet Explorer 6 will demonstrate a good example for the use of MED-V. In many organizations moving to Windows Vista has been delayed due to the dependencies on Internet Explorer 6. Using a virtual machine with Internet Explorer 6 will provide a useful demonstration of web redirection where certain websites can be configured in a workspace to use the workspace (Windows XP) browser for certain sites that are not compatible with the host (Windows Vista) browser (Internet Explorer 7).



	Note: Windows 2000 SP4 is supported as a virtual machine for MED-V.



Required MED-V Software for Preparation
The MED-V software includes two software packages for image preparation:
Virtual PC 2007 Virtual Machine Additions Update (KB958162)
MED-V Workspace
The Virtual PC 2007 virtual machine additions update is an updated version of the default virtual machine additions included with Virtual PC 2007 SP1. This update is a required update that needs to be installed on the MED-V Management machine with an existing instance of Virtual PC 2007 SP1. After installing the update, the virtual machine that is being prepared will have to be started and the virtual machine additions will have to be updated by choosing Actions | Install or Update Virtual Machine Additions.
The MED-V Workspace will need to be installed in the Virtual Machine being prepared. This package includes the Virtual Machine Prerequisites Tool that is executed to prepare the virtual machine.
Image Preparation Procedures
Detailed steps for preparing a virtual machine are located in the MED-V Installation and Configuration Manual in Section 3.
[bookmark: _Toc219695829]MED-V Administration
After successfully preparing a virtual machine for MED-V, the image will need to be configured and tested before deploying to users. Using the MED-V Management Console, the image will enter the MED-V image repository and the following tasks will be completed:
Add the prepared MED-V image to the Local Test Repository
Create a Test Policy
Testing the MED-V Image Locally
Packing the image
Extracting the Image Locally from the Management Server and removing the local test image
Policy Description and configuration
These tasks are essential for developing a working test or production environment. The tasks described in the following sections walk-through these tasks for ensuring successful image preparation and configuration for a MED-V infrastructure.
[bookmark: _Toc219695830]Creating a MED-V Test Image
The first administrative task in creating a MED-V image is creating a local test image. This image can be used locally and changes to the workspace settings can be made without affecting any users. Use the virtual machine image that was prepared on the Management Server in the previous sections.
Test Image Creation Procedures
The following steps will take the prepared image and make it a Local Test Image:
1. Use the MED-V Management console and select the Images button
1. Under Local Test images select New and enter the following information
a. Browse to the path for the prepared Virtual Machine image VMC file
b. Enter a name: e.g. Quickstart
Detailed steps for this procedure are available in the MED-V Installation and Configuration Manual in Section 5.1.


[bookmark: _Toc219695831]Creating a Test Workspace
The policy that was imported earlier in this document created two workspaces (QuickStart and QuickStart_no_web_redirection). Before implementing those workspace policies with the new image, create a test workspace to explore the settings. The following steps will describe creating a test workspace:
Test Workspace Creation Procedures
1. Using the MED-V Management console, select the Policy button.
1. Under Workspaces click Add.
1. Change the workspace name in the General tab to QuickStartTest.
1. On the Deployment tab ensure that Enable Workspace for Everyone is enabled.
1. Assign the MED-V test image to a the QuickStartTest workspace by doing the following:
a. Click the Virtual Machine tab.
b. In the Assigned Image field, select the MED-V test image you created. If your test image is not in the list, click Refresh.
1. On the Applications tab, under Published Applications click Add and enter the following information.
a. Enabled: Checked
b. Display Name : XP Notepad
c. Command line: c:\windows\system32\notepad.exe
1. From the toolbar, click Save changes.
Detailed steps are available for creating a workspace in the MED-V Installation and Configuration Manual in Section 6.1.


[bookmark: _Toc219695832]Testing a MED-V Image Locally
The prepared image has now been entered into the local test repository on the Management Server and a Workspace has been associated to the image. The next step is to test the image and the workspace settings together. The following steps will start the test image and allow for testing of the settings to ensure that they are correct.
Image Test Procedures
1. Start the MED-V Client and provide credentials for a local user.
1. When prompted to Confirm Running Test, choose Use Test Image.
1. After the test workspace is loaded (green check box on the MED-V icon in the Notification Area), browse All Programs and note that there are no applications listed in MED-V Applications.
1. Shutdown the Workspace by right clicking on the MED-V icon and selecting Stop Workspace.
[bookmark: _Toc219695833]Packing the MED-V Image
After successfully testing the image, the next step is to pack the image. Packing the image will make it smaller for transport across the network or for including in an installation package used with removable media. This process will take some time as MED-V is compressing and encrypting the image.
Image Packing Procedures
1. In the MED-V Management console click on the Images button.
1. Under Local Packed Images, select New.
1. Enter the following information
a. Browse to the location of the image VMC file used for testing.
b. Enter the name QuickStartFinal in the Image name field.
1. Click on OK.


[bookmark: _Toc219695834]Extracting the Image Locally from the Management Server and Remove the Test Image
Once a local image has been prepared and packed, a MED-V administrator has the option to upload the image to an image repository server or to start creating MED-V packages for deployment. However, in the Quick Start Guide where only one machine is used, the package will be extracted locally to reduce the time and steps to demonstrate the features of MED-V. The MED-V Installation and Configuration Manual contains detailed steps for creating a MED-V Package (Section 8.2) or Configuring an IIS Server (Appendix A) and uploading the packed image (Section 5.4).
Extract Image Locally Procedures
1. In the Local Packed Images pane, select the QuickStartFinal image.
1. Right-click and from the drop-down menu, select Extract Image.
1. The image is extracted to the local drive. By default it will be stored at C:\MED-V Images.
After extracting the image locally, the workspace is available for use as a fully operational workspace.
Delete Test Image Procedures
1. Click on the QuickStartTest image to delete.
1. From the Images menu, click Delete.
Test Environment Completed
After completing all of the steps to this point in the Quick Start Guide, the reader will have a MED-V test environment with a functional workspace. The next steps would be to further configure the policy settings for the workspaces and test the functionality of those settings.
The Appendices in this document allow readers to walk through typical workspace settings, testing the features, and troubleshooting.
The reader could also perform their own configuration, testing, and troubleshooting by reading the MED-V Installation and Configuration Manual, or by simply testing the functionality on their own.


[bookmark: _Toc219695835]Appendix A - Default Policy Description
Configuring all of the settings in the workspace usage policies requires knowledge of the settings present. This description will provide definition for the most commonly configured settings. Previously in this document a policy was imported that had two workspaces defined. The following steps, using the imported policy, are a walk-through of common MED-V Workspace settings.
[bookmark: _Toc219695836]General Tab
Configuring workspace policies allows the administrator the capability of affecting how the image and applications interact with the host machine. There are two options for the End User experience, that are configured on the General Tab. Seamless Integration brings all the legacy applications onto the host desktop so they behave as if they were installed directly on the host. Full Desktop presents the entire desktop of the workspace guest OS in a separate window on the host.
Use the two workspace policies that were imported earlier to review and modify the Workspace UI settings.
General Tab Procedures
1. Use the MED-V Management Console to review the settings for both the QuickStart and QuickStart_no_web_redirection policies.
1. From the General tab change the setting for the QuickStart_no_web_redirection policy from Seamless Integration to Full Desktop.
Click Save Changes.
[bookmark: _Toc219695837]Virtual machine - Assigned Image
This Tab is used to bind the Workspace policies with the inducted Base Image. Click Refresh to update the list of available Images. Select the appropriate Local Image to associate with the Legacy Application Workspace. Assign the workspaces to the image that was packaged and uploaded to the server in previous steps.
Virtual Machines Tab Procedures
Use the MED-V Management console to change the Virtual Machine | Assigned Image to the QuickStartFinal(local) image for both the QuickStart and QuickStart_no_web_redirection workspace policies.


[bookmark: _Toc219695838]Applications
The applications tab can be configured to have specific applications and entire menus be published from the workspace to the host computer. When using seamless integration the Published Applications and menus will appear in All Programs | MED-V Applications folder.
On the Applications tab, review the published applications and menus. These may not all be present in the image that was created. However, several are windows components and will be present.
Applications Tab Procedures
Add the Outlook Express (C:\Program Files\Outlook Express\msimn.exe) application to the list for both policies (QuickStart and QuickStart_no_web_redirection).
[bookmark: _Toc219695839]Web
The web tab can be used to configure specific websites to use either the host or the workspace browser. This feature will allow administrators to identify sites that only work in older versions of the browser to be run from the legacy workspace browser instead of the host’s incompatible browser.
Web Tab Procedures
1. Verify the QuickStart policy is enabled so that medvdemo.com will browse from the workspace.
1. Add a second website that will use the workspace browser.
[bookmark: _Toc219695840]Virtual Machine Setup
The VM Setup tab enables an administrator to configure the image to perform tasks to further configure the virtual machine. The image is based off of a single virtual machine will be used by numerous users, so renaming the virtual machine is essential for proper operation on the network.
Virtual Machine Tab Procedures (Optional)
1. Review and modify (optional) the VM Computer Name Pattern for both of the policies.
1. Ensure that a Computer Restart task is added after the computers rename operation.
[bookmark: _Toc219695841]Network
The Network tab configures the network settings in the image. By Default the network will be configured for Network Address Translation (NAT). In environments where it is required, the network setting can be adjusted to include the following settings:
Bridged and multiple network adapters
DNS – Manual or automatic assignment
DNS Suffixes
Use both policies and review the network settings.
[bookmark: _Toc219695842]Deployment
The deployment tab controls many usage based requirements. This allows an administrator to control who can have access to the workspace and also optionally how long it can be used for and whether or not it can be used offline.
Additional usage policies for controlling access between the workspace and the host are as follow:
Clipboard between the workspace and host
File Transfer between the workspace and host. This can be configured in one direction or both.
Printing from the workspace to the host
Access to CD/DVD drive on the host from the workspace
Deployment Tab Procedures
1. In the QuickStart workspace under Device Control check Enable printing to printers connected to the host.
1. In the QuickStart_no_web_redirection workspace under General check Enable Workspace 
for ‘Everyone’.
[bookmark: _Toc219695843]Performance
The workspace policies Performance tab adjusts the virtual machine memory allocation based on the amount of physical memory on the host computer. These settings can be adjusted to address all configurations and provide acceptable levels of performance for the workspace and host.
On both workspace policies add an additional VM memory configuration and modify it with the 
following information:
Host Memory : Above 2200 MB
VM Memory : Assign 512 MB
	Important: Ensure after completing all of these steps that you click on Save Changes or Policy | Commit.



[bookmark: _Toc219695844]Appendix B - Testing the MED-V Client and Workspaces
This section of the Quick Start Guide will use all of the steps and settings that have been imported or configured in this document and test a working MED-V installation. The following table will outline tasks to be performed and what the expected result for the feature is for the user.
	Feature
	Explanation
	Test

	Authentication 
and choosing 
a workspace
	In the QuickStart environment two workspaces were assigned to the same image. This feature will show how to authenticate and then choose the appropriate workspace.
	Start the MED-V client and log on with a local account. When prompted choose the QuickStart workspace

	First Time Setup
	This feature occurs on the initial launch of the virtual machine to make any necessary adjustments to the virtual machine, including network settings, assigning a unique ID. This one-time process is skipped during subsequent runs.
	This feature automatically occurs and will require no user interaction.

	Seamless Applications
	The QuickStart workspace, which is configured for seamless UI will present applications in the user’s start menu. The policy that was imported earlier contained a list of applications that are published to the end user.
	Go to Start menu | All Programs | MED-V Applications | Outlook Express. This will launch Outlook Express from the QuickStart Workspace.
Note: Even the notification area icon for Outlook Express will be present on the host machine and can be used.

	Web Redirection
	The QuickStart workspace is configured to redirect any web request for http://medvdemo.com and another user configured website to use the workspace browser. This feature will redirect any request for these sites to the workspace browser. 
	Open Internet Explorer on the host machine. This will be Internet Explorer 7. Type http://medvdemo.com in the address bar and Click on Go or 
hit Enter.
A new Internet Explorer Window should open and display the web page. Check to see that this is the web browser from the QuickStart workspace (IE 6).

	Printing from 
the Workspace
	Based on the administrator-defined policy, the user may print Workspace documents using any local or network printer that is connected to the host, without installing the printer in the virtual machine.
	Open an application from the workspace and choose print. The user will be prompted to select a printer configured on the host.
Note: A printer could be installed in the virtual machine image to allow printing.

	File Transfer
	Based on the administrator configured workspace policy file transfers can be enabled between the workspace and host computers. This configuration can be a one way or two way operation.
The QuickStart workspace is configured to allow for two way file transfers from the workspace and host computers. 
	Right click the MED-V icon in the Notification area and select 
Tools | File Transfer
Copy files from the Workspace to the Host computer and from the Host computer to the Workspace.

	Clipboard
	The workspace settings can be enabled to allow sharing of the clipboard between the workspace and host. The QuickStart workspace was configured to allow for clipboard sharing.
	Open Internet Explorer from the MED-V Workspace and browse to a web site.
Open notepad on the local host computer
Perform a copy and paste from Internet Explorer to notepad.

	Workspace Lock 
	Based on administrator configured workspace policy a workspace can be configured to lock after a period of time. This will prompt the user for credentials again as when they started the workspace
	Wait for 5 minutes. The workspace dialogue will present itself asking for credentials to continue using the workspace.

	Working Offline
	Workspace policies can be configured to allow for the offline usage of a workspace. This will allow users to use the workspace when they are away from the MED-V server. The QuickStart workspace was enabled for offline usage.
	Stop the QuickStart Workspace by right clicking the MED-V icon in the Notification area.
Open Services on the host computer and stop the MED-V Server. 
Next start the QuickStart workspace.
Note: This is only for lab purposes; normally a user would not be connected to the server on the network. The service would not be 
shut down for offline usage

	Full Desktop UI
	This feature configured as part of a workspace policy and enables users to have access to the entire workspace desktop and not just the applications that have been published.
	Shutdown the QuickStart workspace if it is running.
Start the workspace again, choosing the QuickStart_no_web_redirection
Notice full Windows XP desktop presented to the user.



[bookmark: _Toc215569456][bookmark: _Toc215569457][bookmark: _Toc219695845]Appendix C - Troubleshooting
In the event that there are problems with starting, downloading or running a Workspace on a MED-V client there are several tools that can be used to troubleshoot the environment.
[bookmark: _Toc219695846]Settings Menu
The settings menu that is available by right clicking the MED-V icon in the Notification area will allow support personnel to modify the MED-V client settings. The following settings are available:
Start Options
Load on Windows Startup (MED-V Client)
· Automatically start Workspace
Server Properties
Server Address (IP or Host name of MED-V Management Server)
Server port (Option for using secure HTTPS connections)
[bookmark: _Toc219695847]Diagnostics
The diagnostics screen is available from the MED-V icon in the Notification Area. This screen will show information about the host system, the policy that is on the client, workspace information, and the image store. Direct links to the following tools is available.
Gather Diagnostics Logs: This tool also available thru the start menu and will capture all diagnostics logs and create a compressed archive on the desktop.
Update Policy: This will initiate a refresh of the policy from the server.
Enable diagnostic mode: Shows a seamless workspace in a virtual machine window for troubleshooting. However, it doesn’t present a user friendly interface. It is only used for troubleshooting where the workspace appears to be hung and this would reveal any dialogues or user input screens.
Browse Image Store: This opens the directory where the images are stored.
[bookmark: _Toc219695848]Diagnostic Reports
If the server has been configured with a SQL Server and a reporting database has been created there will be reports that can be run for status, activity, and errors. Viewing these reports is available in the MED-V Management console.
[bookmark: _Toc215569463][bookmark: _Toc215569464][bookmark: _Toc219695849]Appendix D - Next Steps
The test environment that was created in this guide was optimized for minimal time and minimal hardware usage. The goal of this guide was to allow an IT Pro to quickly evaluate the features of MED-V and provide a test environment for an organization.
Next, an IT Pro will need to perform additional tasks to prepare for a pilot or production environment. The test environment created did not employ Active Directory for authentication and no SQL Server was implemented for reporting. Also, additional preparation for images and additional configuration options are available for production environments.
[bookmark: _Toc219695850]Complete Server Install
Use the MED-V Installation and Configuration Manual (Chapter 2) to properly size and prepare a MED-V Server with and Active Directory and SQL Server for Reporting.
[bookmark: _Toc219695851]Creating Your Own Image
When you begin to plan for a MED-V infrastructure, one of the key elements is the image that is being used. The test image used was very basic with few applications. Using Chapter 3 in the MED-V Installation and Configuration Manual, detailed steps for developing the production image that is to be used with MED-V.
Important information on using sysprep and configuring domain managed virtual machines for MED-V is included in this chapter to ensure proper configuration.
With a proper virtual machine image created Chapter 5 of the MED-V installation and Configuration Manual contains detailed instructions on proper testing, packing, uploading, and updating of images in the Image repository.
[bookmark: _Toc219695852]Domain Managed Machine
Preparing for domain managed machines can be done in the virtual machine or in the workspace policies. The workspace policies can be configured with script actions that join the image to the domain. These settings are described in detail in Section 7.6 of the MED-V Installation and Configuration Manual.
[bookmark: _Toc219695853]Create a MED-V Installation Package
The Quick Start Guide focused on setting up a working MED-V environment for evaluation of the workspace functions. In a production environment with many computers, administrators will have to also deploy the client installation files and images. As mentioned earlier in this document, the MED-V Installation and Configuration Manual provides detailed descriptions of creating a MED-V Installation Package (with or without an image) and setting up an image distribution server in the following sections. MED-V Installation Package (Section 8.2) and setting up IIS as an image distribution server (Appendix A).
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